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1 Introduction

During inbound mobility handover, it seems that the initial access control, which is performed at UE, is regarded as an agreement in both RAN2 and RAN3. The merit of the initial access control is that the signalling overhead transmitted via radio could be greatly reduced with removing the UE’s non-CSG cells from the neighbour cell list. However, where is the final access control terminated has not been decided yet.

In this contribution, we try to analyze the different solutions from the operators’ point of view and give our recommendation.
2 Discussion
Up to the present, there are four options proposed for terminating the final access control, including Source eNB/H(e)NB, MME, target eNB/H(e)NB and H(e)NB GW. Because the latency issue for the target eNB/H(e)NB to perform the access control, and the H(e)NB GW is an optional network entity, other two solutions are left as potential candidates for access control. 

However, previous analyses do not distinguish H(e)NB from macro eNBs when performing the CSG access control. From the network side, H(e)NBs and macro eNBs have different characters, requirements and the application assumptions. The distinctions are summarized as below.

1) An eNB generally can be trusted by CN. However, H(e)NB may not be trusted because it is on the user side.

2) There is X2 interface between eNBs. Therefore, it is easy to get the target CSG information and check whether the target belongs to the same CSG eNB. 

Proposal 1: The inbound handover approach shall consider that the source/target is macro eNB or H(e)NB.
2.1 Source eNB/H(e)NB 
With this solution, the source eNB or H(e)NB could perform the access control and inform the UE whether it could access to the target as soon as possible. 
1) Macro eNB->CSG eNB/H(e)NB
If the source is macro eNB, the eNB should be upgrade for obtaining the information of target eNB or H(e)NB through ANR as well as supporting access control functionality. However, it is possible that the macro eNB and H(e)NB could not be deployed together, and it is really hard to update the deployed macro eNB, therefore, there may be those macro eNBs which could support access control functionality and macro eNBs which could not support access control functionality together. Furthermore, there are additional overheads via the S1 or Uu interface, e.g. the UE’s Allowed CSG List should be downloaded from either MME or UE.
2) H(e)NB->CSG eNB/H(e)NB
Because the H(e)NB should be simple without adding too much functionalities, the ANR should not be supported by H(e)NB; besides, is not regarded as a trustful network entity, we do not recommend performing access control at H(e)NB.

Proposal 2: From the discussion above, the source should not enable the access control functionality, unless it is required by the operators; 

2.2 MME

With this solution, the MME should perform the access control with assisting information from either source or target H(e)NB. The feedback for the access control results will have much higher latency than the solution in 2.1. The key problem here is that how to inform the access control related information to the MME, e.g. CGI, CSG ID as well as Access Mode.

1) Macro eNB->CSG macro eNB/ H(e)NB
In these scenarios, the source macro eNB should obtain the access control related information from either UE reporting or ANR, then forward this information to the MME. Therefore, there will be less latency and overhead in the case of failure since the MME does not need to query the target. Besides, the resource reserved for handover could be saved in case of incorrect membership reporting from the UE.

2) H(e)NB->CSG macro eNB/ H(e)NB
In these scenarios, if the access control is realized at target side, source H(e)NB does not need to know the CSG ID and access mode of the target side for handover; besides, the overhead in measurement report sent by the UE could be reduced. Therefore, with considering the simplicity of H(e)NB implementation and security issue, the source H(e)NB may not be suitable for informing the access control related information to the MME.

Proposal 3: If the access control is terminated at MME, whether the source is the candidate to inform the access control related information to the MME or not should be determined based on the deployment, e.g. the source is deployed by operators or users themselves.
3 Conclusion
Based on the analysis above, we propose that:

Proposal 1: The inbound handover approach shall consider that the source/target is macro eNB or H(e)NB.
Proposal 2: From the discussion above, the source should not enable the access control functionality, unless it is required by the operators; 

Proposal 3: If the access control is terminated at MME, whether the source is the candidate to inform the access control related information to the MME or not should be determined based on the deployment, e.g. the source is deployed by operators or users themselves.

























































































































































R3-091700
1


