3GPP TSG-RAN WG3 #64                                        R3-091111

May 4-8, 2009
San Francisco, USA
Source: 
Vodafone, Alcatel Lucent
Title:
Possible Solutions to Support Requirements for providing preferential treatment of CSG members of a Hybrid Access Mode H(e)NB 
Agenda Item:
12.1.12
Document for:
Discussion & Decision

1.
Introduction

According to TS 22.220 [1] the following definition is provided for a H(e)NB operated in hybrid access mode:

Hybrid access mode: H(e)NB operates as a CSG cell where at the same time, non-CSG members are allowed access. 
The above definition implies that the access control in the CN will always be successful and independent of whether the CSG id of the H(e)NB is in the list of allowed CSG ids for the UE or not. 

Moreover, according to the SA1 requirements, the H(e)NB should give preferential access to members of its CSG relative to all other members. SA1 further clarifies as follows:

· In hybrid access mode when services cannot be provided to a CSG member due to a shortage of H(e)NB resources it shall be possible for established communication of non-CSG members via a CSG cell to be diverted from the CSG cell.

· In a H(e)NB in hybrid access mode, to minimise the impact of non-CSG established communication on CSG members, it shall be possible for the network to allow the data rate of established PS communication of non-CSG members to be reduced.

In this contribution, the co-sourcing companies outline the requirements for supporting preferential access in a hybrid access mode H(e)NB and provide a couple of alternatives for supporting those requirements. 
2. Possible Solutions
2.1 UE based solution
Whilst camping on the hybrid access mode cell, a UE identifies that H(e)NB is operating in hybrid access mode based on the absence of the CSG indicator, but the presence of the CSG ID. Furthermore, a UE can determine if it is a member of the hybrid access cell by comparing the CSG id with its allowed CSG id list. 

When a UE initiates a call by sending an RRC CONNECTION REQUEST message, the UE can provide an indication to the H(e)NB that it is a member of the CSG. Based on this information, the H(e)NB can provide preferential access to the CSG member UE.

 There are basically two ways for a UE to indicate that it is a member of the CSG:

1) New indicator in RRC Connection Request for the UE to indicate that it is a CSG member. 

2) Add a new establishment cause ‘High Priority Mobile originating data’ which the H(e)NB can use to differentiate access. 

Furthermore, based on the NAS Service Request passed down to the AS by the NAS, a further indication could be provided as to whether the mobile originating call is for GBR or non-GBR bearers. 
Based on this information the hybrid H(e)NB can determine whether the UE should be treated as a preferential user or not.
Advantages:

· Very fast, as the decision is done based on information in the RRC Connection Request message

· No unnecessary signalling towards the CN will be initiated if the H(e) NB decides to reject a non-preferential UE. 
Disadvantages:

· New indicator in RRC Connection request that UE is a member of the CSG or new establishment cause values for the  RRC connection request.
· The H(e)NB needs to trust the UE.  A rogue UE could indicate that it is a preferential user, thereby impacting the service of other established UEs.  

2.2 Network Based Solution:

The network based solution is based on the fact that the CN/MME indicates to  the H(e)NB e.g. inside the Initial Context Setup or RAB Assignment Request message that a particular user is a member of the CSG of the Hybrid H(e)NB or not, together with the QoS attributes of the bearers to be established. With such information, the H(e)NB can prioritise, reject or accept the particular user. In the network based solution, the RRC connection needs to be setup first even though the H(e)NB may eventually reject the call after receiving the Initial Context Setup or RAB Assignment Request message from the CN. This is because the H(e)NB can only take a decision on how to treat a particular user after it receives the necessary information from the CN. 
Advantages:

· The decision how to handle the particular user is done based on CN indication.

· No new IEs/causes are needed to be introduced in RRC messages

· CN already has responsibility for CSG management of UEs.

· The information coming from the CN is trustworthy. 

Disadvantages:

· Additional signalling even in the case that a particular user will be rejected.

3. Comparison:

	
	UE based solution:
	Network Based Solution:

	RRC Signalling
	A new cause  and/or indicator needs to be introduced
	No additional changes to the RRC are needed

	S1/Iu Signalling
	No additional signalling is needed
	The CN will need to introduce either a new message or a new IE to tell the H(e)NB if the particular user is a member of the H(e)NB’s CSG or not. 


4. Summary
In this contribution, the co-sourcing companies highlight the requirements regarding preferential treatment of CSG members in Hybrid access mode for H(e)NBs and make the following proposals:
Proposal 1: The H(e)NB needs to have knowledge about whether a UE accessing it is a  CSG member or not.
Proposal 2: It is proposed to agree on one of the solutions above.
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