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First change

8.3.4
UE Context Modification
8.3.4.1

General
The purpose of the UE Context Modification procedure is to modify the established UE Context partly (e.g. with the Security Key or Subscriber Profile ID for RAT/Frequency priority). The procedure uses UE-associated signalling.

8.3.4.2
Successful Operation


[image: image1.wmf] 

UE CONTEXT MODIFICATION RESPONSE

 

UE 

CONTEXT 

MODIFICATION REQUEST

 

eNB

 

MME

 


Figure 8.3.4.2-1: UE Context Modification procedure. Successful operation.
The UE CONTEXT MODIFICATION REQUEST message may contain

-
the Security Key IE 
-
the Subscriber Profile ID for RAT/Frequency priority IE
-
the UE Aggregate Maximum Bit Rate IE
-
the CS Fallback Indicator IE.

Upon receipt of the UE CONTEXT MODIFICATION REQUEST the eNB shall
-
store the received Security Key IE, take it into use and associate it with the initial value of NCC  as defined in [15]. 

-
store the Subscriber Profile ID for RAT/Frequency priority IE and use it as defined in [14].
If the UE Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST the eNB shall
· replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context; the eNB shall use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE. 
If the UE Aggregate Maximum Bit Rate IE is not contained in the UE CONTEXT MODIFICATION REQUEST message, the eNB shall use the previously provided UE Aggregate Maximum Bit Rate which is stored in the UE context. 
If the CS Fallback Indicator IE is included in the UE CONTEXT MODIFICATION REQUEST message, it indicates that the concerned UE Context is subject to CS Fallback. The eNB shall then act as defined in [17].
The eNB shall report, in the UE CONTEXT MODIFICATION RESPONSE message to the MME, the successful update of the UE context:

After sending the UE CONTEXT MODIFICATION RESPONSE message, the procedure is terminated in the eNB.
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9.1.5.4
HANDOVER REQUEST

This message is sent by the MME to the target eNodeB to request the preparation of resources.

Direction: MME ( eNodeB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	Handover Type
	M
	<IntraLTE, UTRANtoLTE, GERANtoLTE>
	9.2.1.13
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RABs To Be Setup List
	M
	
	
	
	YES
	reject

	>E-RABs To Be Setup Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	reject

	>> E-RAB ID 
	M
	
	9.2.1.2
	
	-
	

	>> Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>> GTP TEID
	M
	
	9.2.2.2
	To deliver UL PDUs
	-
	

	>> E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters
	-
	

	Source to Target Transparent Container
	M
	
	9.2.1.56
	
	YES
	reject

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Handover Restriction List
	O
	
	9.2.1.22
	
	YES
	ignore

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Request Type
	O
	
	9.2.1.34
	
	YES
	ignore

	SRVCC operation possible
	O
	
	9.2.1.58
	
	YES
	ignore

	Security Context
	M
	
	9.2.1.26
	One pair of { NH, NCC} is provided for 1-hop security see [15]
	YES 
	reject


Editor’s Note: The details of required IEs to indicate security parameters in the message (e.g., encryption and integrity protection information) are FFS.

	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.
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9.2.1.26
Security Context
The purpose of the Security Context IE is to provide security related parameters to the eNB which are used to derive security keys for user plane traffic and RRC signalling messages and for security parameter generation for subsequent X2 or intra eNB Handovers.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	 Next Hop Chaining Count
	M
	
	 INTEGER (0..7)

	Next Hop Chaining Counter (NCC) defined in [15].

	Next-Hop NH
	M
	
	9.2.1.41

Security Key
	The NH together with the NCC is used to derive the security configuration


9.3.4
Information Element Definitions
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SecurityContext ::= SEQUENCE {


nexthopchainingcount

INTEGER (0..7),


nexthopparameter






SecurityKey,


iE-Extensions


ProtocolExtensionContainer { { SecurityContext-ExtIEs} } OPTIONAL,


...
}

SecurityContext-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}
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