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Discussion and agreement
1 Introduction

In RAN3#62 it was agreed that the INITIAL UE MESSAGE sent by a HNB would include the CSG ID of the CSG supported by the HNB (see [1]).  The criticality status of the CSG ID IE was agreed to be “reject”.  However, recent discussions on the RAN3 email reflector pointed at the fact that if a Rel8 UE enters the CSG of a HNB connected to a Pre-Rel8 CN, the CN will not be able to understand the CSG ID IE in the INITIAL UE MESSAGE and will reject the message.  
It was therefore suggested that the criticality status of the CSG ID in the INITIAL UE MESSAGE shall be moved to “ignore”.  However, such change is not trivial as it would impact the way access control is performed.  

This paper discusses about the criticality status of the CSG ID IE in the INITIAL UE MESSAGE and of the consequences of its change on the access control procedures.  
2 Discussion

In [2] and [3] it was agreed that for Pre-Rel8 UEs connecting to a UTRAN CSG the HNB GW shall perform access control for the UE, while for Rel8 UEs connecting to a UTRAN CSG access control shall be performed in the MSC/VLR and SGSN.
One could envisage a scenario where a Rel8 UE is connected to a CSG supported by a Pre-Rel8 CN that does not support CSGs.  According to the current agreements, for the INITIAL UE MESSGAE not to be rejected, such Pre-Rel8 CN shall be able to understand the CSG ID included in the INITIAL UE MESSAGE and perform access control for the UE accordingly.  If the CN does not understand the CSG ID IE the UE will be rejected and will not be able to camp on the CSG due to the fact that the CSG ID IE has a “reject” criticality status.

If it is assumed that the CSG ID criticality status is changed to “ignore”, the Pre-Rel8 CN will not reject the UE and will simply ignore the CSG ID IE in the INITIAL UE MESSAGE.  However, the CN will not be able to perform access control for the UE accessing the CSG, resulting in a situation where the UE could be connected to a non allowed CSG.
To resolve this issue three solutions are available:

1) The current agreements are left unchanged, meaning that a CN not supporting CSGs is forced to understand CSG ID IEs.

2) The current agreements are left unchanged with the additional agreement that only CSG capable CNs shall be used to support CSG cells
3) The current specifications are amended so to change the criticality status of the CSG ID to “ignore” and so to specify that, in the case of Rel8 UEs connecting to a CSG supported by a CN not supporting CSGs, access control shall occur in the HNB GW rather than in the MSC/VLR and/or SGSN.

Solution 1) implies that an already deployed CN has to be updated in order to understand what a CSG ID is and to be able to perform access control for a UE trying to access a CSG.    The advantage of solution 1 is that it would allow access control for Rel8 UEs to occur solely in the CN.  The drawback is in the cost of upgrading all existing CNs not supporting CSGs in case they need to support CSG cells.
Solution 2) brings the same advantages of solution 1) but in this case the drawback clearly is that operators will have to upgrade their CN to allow them to support CSGs before being able to deploy CSG cells.
Solution 3) allows for CSG cells to be deployed in CNs not supporting CSGs without the need for any change to the CN itself, therefore enabling a faster and cost efficient CSG deployment.  The drawback is that the HNB GW will have to be aware of whether the CN elements to which it is connected support CSGs or not.  This could be achieved e.g. via pre-provisioning the HNB GW with CSG capability information of all the CN elements that could possibly connect to it.  

3 Conclusions

This paper analyses the problem of access control in the case of a Rel8 UE connecting to a CSG cell supported by a CN not supporting CSGs.  A series of possible solutions have been suggested in the paper addressing how to carry out access control in such scenarios.
Solution 3) seems to have minimum impact on CN infrastructures not supporting CSGs still allowing for a robust access control mechanism.  Therefore, it is proposed to agree to the following proposal:

The criticality status of the CSG ID IE in the INITIAL UE MESSAGE shall be changed to “ignore”.  In the case of Rel8 UEs connecting via a CSG cell to a CN not supporting CSGs, access control shall occur in the HNB GW rather than in the MSC/VLR and/or SGSN.
It is also suggested to discuss and agree on CR R3-090315
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