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8.2
Basic mobility procedures

8.2.1
Handover Preparation

8.2.1.1
General

This procedure is used to establish necessary resources in an eNB for an incoming handover.
8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: Handover Preparation, successful operation
The source eNB initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. When the source eNB sends the HANDOVER REQUEST message, it shall start the timer TRELOCprep 

If at least one of the requested SAE bearers is admitted to the cell, the target eNB shall reserve necessary resources, and send the HANDOVER REQUEST ACKNOWLEDGE message back to the source eNB. The target eNB shall include the SAE Bearers for which resources have been prepared at the target cell in the SAE Bearers Admitted List IE. The target eNB shall include the SAE bearers that have not been admitted in the SAE Bearers Not Admitted List IE with an appropriate cause value.
At reception of the HANDOVER REQUEST message the target eNB shall:
· prepare configuration of the AS security relation between UE and target eNB using the information in the UE Security Capabilities IE and the AS Security Information IE in the UE Context Information IE.
For each bearer for which the source eNB proposes to do forwarding of downlink data, the source eNB shall include the DLForwarding IE within the SAE Bearer Info IE of the HANDOVER REQUEST message. For each bearer that it has decided to admit, the target eNB may include the DL GTP Tunnel Endpoint IE within the SAE Bearer Info IE of the HANDOVER REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. This GTP tunnel endpoint may be different from the corresponding GTP TEID IE in the SAE Bearer To Be Switched in Downlink List of the PATH SWITCH REQUEST message (see [4]) depending on implementation choice.

For each bearer in the SAE Bearers Admitted List IE, the target eNB may include the UL GTP Tunnel Endpoint IE if it requests data forwarding of uplink packets to be performed for that bearer.
Upon reception of the HANDOVER REQUEST ACKNOWLEDGE message the source eNB shall stop the timer TRELOCprep,  start the timer TX2RELOCOverall and  terminate the Handover Preparation procedure. The source eNB is then defined to have a Prepared Handover for that X2 UE-associated signalling.

If the Trace Activation IE is included in the HANDOVER REQUEST message then the target eNB should initiate the requested trace function as described in [6]. 

If the Handover Restriction List IE is
-
contained in the HANDOVER REQUEST message, the target eNB shall store this information and the target eNB should use the information in Handover Restriction List IE to determine a target cell for subsequent handover attempts. 
-
not contained in the HANDOVER REQUEST message, the target eNB shall consider that no access restriction applies to the UE.

If the Location Reporting Information IE is included in the HANDOVER REQUEST message then the eNB shall initiate the requested location reporting procedure as defined in [4].
The HANDOVER REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency priority IE, if available.

If the Subscriber Profile ID for RAT/Frequency priority IE is 

· contained in the HANDOVER REQUEST message, the target eNB shall store this information and the target eNB should use the information as defined in [15]. 
Editor’s Note: The reporting of Cell ID with regard to cell change caused by X2 handover is FFS.
8.2.1.2.1
UE History Information 

Configuration may be used to instruct an eNB about collection of UE historical information.

When configured to collect UE historical information, the eNB shall:

-
Collect information about the UE for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations. 
-
At handover preparation, add the stored information to the Last Visited Cell List IE and include the UE History Information IE in the HANDOVER REQUEST message.

-
At reception of the HANDOVER REQUEST message in where the UE History Information IE is included, collect the same type of information as that included in the UE History Information IE and act according to the bullets above.

8.2.1.3
Unsuccessful Operation
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Figure 8.2.1.3-1: Handover Preparation, unsuccessful operation
If the target eNB is not able to accept any of the SAE bearers or a failure occurs during the Handover Preparation, the target eNB shall send the HANDOVER PREPARATION FAILURE message to the source eNB. The message shall contain the Cause IE with an appropriate value.

Interactions with Handover Cancel procedure:

If there is no response from the target eNB to the HANDOVER REQUEST message before timer TRELOCprep expires in the source eNB, the source eNB should cancel the Handover Preparation procedure towards the target eNB by initiating the Handover Cancel procedure with the appropriate value for the Cause IE, e.g. "TRELOCprep expiry".
8.2.1.4
Abnormal Conditions

If the target eNB receives a HANDOVER REQUEST message containing several SAE Bearer ID IEs (in the SAE Bearers To Be Setup List IE) set to the same value, the target eNB shall not admit the corresponding SAE bearers.
If the target eNB receives a HANDOVER REQUEST message containing a SAE Bearer Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in [13]), and which does not contain the GBR QoS Information IE, the target eNB shall not admit the corresponding SAE bearer.
--------------------------------------
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9.1.1.1
HANDOVER REQUEST

This message is sent by the source eNB to the target eNB to request the preparation of resources for a handover.

Direction: source eNB (  target eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.15
	
	YES
	reject

	Old eNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.26
	Allocated at the source eNB


	YES
	reject

	Cause
	M
	
	9.2.8
	
	YES
	ignore

	Target Cell ID
	M
	
	ECGI 

9.2.16
	
	YES
	reject

	GUMMEI
	M
	
	9.2.18
	
	YES
	reject

	UE Context Information
	
	1
	
	
	YES
	reject

	> MME UE S1AP ID
	M
	
	INTEGER (0..232 -1)
	MME UE S1AP ID allocated at the MME


	–
	–

	>AS Security Information
	M
	
	9.2.X
	
	–
	–

	> Aggregate Maximum Bit Rate
	O
	
	9.2.14
	
	–
	–

	> Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.27
	
	–
	–

	>SAE Bearers To Be Setup List
	
	1
	
	
	–
	–

	>>SAE Bearer Info
	
	1 to <maxnoof Bearers>
	
	
	EACH
	ignore

	>>> SAE Bearer ID
	M
	
	9.2.25
	
	–
	–

	>>> SAE Bearer Level QoS Parameters
	M
	
	9.2.11
	Inlcudes necessary QoS parameters 
	–
	–

	>>> DL Forwarding 
	O
	
	9.2.7
	
	–
	–

	>>> UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW tunnel endpoint. For delivery of UL PDUs
	–
	–

	> RRC Context
	M
	
	OCTET STRING
	to transfer UE RAN context, see subclause 10.2.3 in [9]. 
	–
	–

	>Handover Restriction List
	O
	
	9.2.5
	
	–
	–

	>Location Reporting Information  
	O
	
	9.2.23
	Includes the necessary parameters for location reporting
	–
	–

	UE History Information
	O
	
	9.2.3
	
	YES
	ignore

	Trace Activation
	O
	
	9.2.2
	
	YES
	ignore


Editors Note: The details of required IEs roaming restriction information, potentially some user plane related context, etc., are left FFS.
	Range bound
	Explanation

	maxnoofSAEbearers
	Maximum no. of SAE bearers. Value is 256


--------------------------------------
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9.2.X
AS Security Information
The AS Security Information IE is used to generate the key material to be used for AS security with the UE.
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Key eNB
	M
	
	BIT STRING (256)
	The KeNB* as defined in [18]

	Next Hop Chaining Counter
	M
	
	BIT STRING (3)
[coding and length to be aligned with RAN2]
	Next Hop Chaining Counter (NCC) defined in [18]

	Key Set Identifier
	M
	
	BIT STRING (3)
[the inclusion (and coding) of KSI in AS security information and the coding is FFS]
	EPS ASME key identifier as defined in [18]


--------------------------------------
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9.3
Message and Information Element Abstract Syntax (with ASN.1)

9.3.1
General

Subclause 9.3 presents the Abstract Syntax of the X2AP protocol with ASN.1. In case there is contradiction between the ASN.1 definition in this subclause and the tabular format in subclause 9.1 and 9.2, the ASN.1 shall take precedence, except for the definition of conditions for the presence of conditional elements, in which the tabular format shall take precedence.

---------------------------------------
Skip to next changed chapter
----------------------------------------
9.3.4
PDU Definitions

-- **************************************************************

--

-- PDU definitions for X2AP.

--

-- **************************************************************

X2AP-PDU-Contents {
itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) x2ap (2) version1 (1) x2ap-PDU-Contents (1) }
DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS


AS-SecurityInformation,



Bearer-ID,

Cause,


COUNTvalue,


CriticalityDiagnostics,

DL-Forwarding,

ECGI,

GlobalENB-ID,

GTPtunnelEndpoint,

GUGroupIDList,

GUMMEI,


HandoverRestrictionList,


LocationReportingInformation,

PDCP-SN,


PLMN-Identity,


ReceiveStatusofULPDCPSDUs,

Registration-Request,

RelativeNarrowbandTxPower,


ResourceStatus,

RRC-Context,


SAE-BearerLevel-QoS-Parameters,

ServedCell-Information,

ServedCells,

SubscriberProfileIDforRFP,

TargeteNBtoSource-eNBTransparentContainer,


TimeToWait,


TraceActivation,


TraceDepth,


TraceReference,


TransportLayerAddress,

UEAggregateMaximumBitRate,

UE-HistoryInformation,

UE-S1AP-ID,

UE-X2AP-ID,


UL-HighInterferenceIndicationInfo,


UL-InterferenceOverloadIndication
FROM X2AP-IEs
>>Unchanged parts omitted
-- **************************************************************

--

-- HANDOVER REQUEST
--

-- **************************************************************

HandoverRequest ::= SEQUENCE {

protocolIEs                     ProtocolIE-Container       {{HandoverRequest-IEs}},


...

}

HandoverRequest-IEs X2AP-PROTOCOL-IES ::= {


{ ID id-Old-eNB-UE-X2AP-ID



CRITICALITY reject
TYPE UE-X2AP-ID 



PRESENCE mandatory } |

{ ID id-Cause






CRITICALITY ignore
TYPE Cause 





PRESENCE mandatory } |

{ ID id-TargetCell-ID




CRITICALITY reject
TYPE ECGI 





PRESENCE mandatory } |

{ ID id-GUMMEI-ID





CRITICALITY reject
TYPE GUMMEI  




PRESENCE mandatory } |


{ ID id-UE-ContextInformation


CRITICALITY reject
TYPE UE-ContextInformation 

PRESENCE mandatory } |


{ ID id-UE-HistoryInformation


CRITICALITY ignore
TYPE UE-HistoryInformation 

PRESENCE optional } |


{ ID id-TraceActivation




CRITICALITY ignore
TYPE TraceActivation 


PRESENCE optional } ,

...

}

UE-ContextInformation ::= SEQUENCE {


mME-UE-S1AP-ID





UE-S1AP-ID,

aS-SecurityInformation


AS-SecurityInformation,

uEaggregateMaximumBitRate


UEAggregateMaximumBitRate,

subscriberProfileIDforRFP


SubscriberProfileIDforRFP

OPTIONAL,
bearers-ToBeSetup-List



Bearers-ToBeSetup-List,

rRC-Context






RRC-Context, 



handoverRestrictionList



HandoverRestrictionList

OPTIONAL,


locationReportingInformation

LocationReportingInformation
OPTIONAL,

iE-Extensions





ProtocolExtensionContainer { {UE-ContextInformation-ExtIEs} } OPTIONAL,


...

}

UE-ContextInformation-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

Bearers-ToBeSetup-List ::= SEQUENCE (SIZE(1..maxnoofBearers)) OF ProtocolIE-Single-Container { {Bearers-ToBeSetup-ItemIEs} }

Bearers-ToBeSetup-ItemIEs 
X2AP-PROTOCOL-IES ::= {


{ ID id-Bearers-ToBeSetup-Item
 CRITICALITY ignore 
TYPE Bearers-ToBeSetup-Item 
PRESENCE mandatory },


...

}

Bearers-ToBeSetup-Item ::= SEQUENCE {


sAE-Bearer-ID




Bearer-ID,


sAE-BearerLevel-QoS-Parameters

SAE-BearerLevel-QoS-Parameters,

dL-Forwarding




DL-Forwarding












OPTIONAL,

uL-GTPtunnelEndpoint


GTPtunnelEndpoint,


iE-Extensions




ProtocolExtensionContainer { {Bearers-ToBeSetup-ItemExtIEs} } OPTIONAL,


...

}
Bearers-ToBeSetup-ItemExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

>>Unchanged parts omitted
9.3.5
Information Element definitions

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

X2AP-IEs {
itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) x2ap (2) version1 (1) x2ap-IEs (2) }
DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS

id-InterfacesToTrace-Item,


maxCellineNB,

maxEARFCN,

maxInterfaces,


maxnoofCells,


maxnoofBPLMNs,


maxnoofEPLMNs,


maxnoofEPLMNsPlusOne,


maxnoofForbLACs,


maxnoofForbTACs,


maxnoofPRBs,


maxNrOfErrors,

maxPools

FROM X2AP-Constants


Criticality,


ProcedureCode,


ProtocolIE-ID,


TriggeringMessage

FROM X2AP-CommonDataTypes


ProtocolExtensionContainer{},

ProtocolIE-Single-Container{},

X2AP-PROTOCOL-EXTENSION,


X2AP-PROTOCOL-IES
FROM X2AP-Containers;

-- A

AS-SecurityInformation ::= SEQUENCE {


key-eNB

Key-eNB,


nextHopChaningCounter


NextHopChaningCounter,


keySetIdentifier

KeySetIdentifier,

iE-Extensions





ProtocolExtensionContainer { { AS-SecurityInformation-ExtIEs} } OPTIONAL,


...

}

AS-SecurityInformation-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}
AllocationAndRetentionPriority ::= INTEGER (0..15)
-- B
>>Unchanged parts omitted
-- J

-- K
KeySetIdentifier ::= BIT STRING (SIZE(3))
Key-eNB  ::= BIT STRING (SIZE(256))
-- L
>>Unchanged parts omitted
-- M
MME-Group-ID
::= OCTET STRING (SIZE (2))
MME-Code

::= OCTET STRING (SIZE (1))
-- N

NextHopChaningCounter ::= BIT STRING (SIZE(3))
-- O

-- P
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