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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The present document specifies the UTRAN architecture for 3G Home NodeB (3G HNB). 

It covers specification of the UTRAN architecture and functions for UEs not supporting Closed Subscriber Groups (CSG) (i.e.pre-Rel-8 UEs) and UEs supporting CSGs. It also covers 3G HNB specific requirements for O&M.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

 [1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Home NodeB, 3G Home NodeB: These terms, their derivations and abbreviations are used synonymously throughout this document.

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

CSG
Closed Subscriber Group

HNB
Home NodeB

HNB GW
HNB Gateway

4
Overall Architecture

4.1
General

Editors Note:
should contain Reference Architecture and probably some general Statements.

4.2
Functional Split

Editors Note: we could take over Kansas agreements currently in 6.1.6.1 of TR R3.020.

4.3 Interfaces

4.3.1
Iuh Interface

Editors Note:
describe stack, reference to new specifications HNBAP and RUA.

4.3.2
Iu Interface

Editors Note: only references to existing specifications.

5
UTRAN functions for 3G HNB access

5.1
UE Registration

5.1.1
General

The following sections illustrate the case when the 3G HNB registers a specific UE with the 3G HNB-GW. The registration is triggered when the UE attempts to access the 3G HNB via an initial NAS message (e.g.., Location Updating Request) and there is no context in the 3G HNB allocated for that UE.
5.1.2
UE Registration for pre Rel-8 UEs

Precondition is no support in UE or 3G HNB for Closed Subscriber Group (CSG).
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Figure 5.1.2-1. UE Registration for pre Rel-8 UEs.

1.
Upon camping on the HNB, the UE initiates an initial NAS procedure (e.g. LU Procedure) by establishing an RRC connection with the HNB. UE capabilities, e.g. "Access stratum release indicator" or “UE feature capability indicator” (FFS), are reported to the HNB as part of the RRC Connection establishment procedure (step 1).

2.
The UE then transmits a RRC Initial Direct Transfer message carrying the initial NAS message (e.g. Location Updating Request message) with some form of identity (IMSI or TMSI, ..). 
3.
The HNB checks UE capabilities provided in step 1, if these indicate that CSG is not supported and if the identity of the UE (provided during RRC Connection Establishment) is unknown at the HNB being accessed, i.e. no Context id exists for the UE, the HNB initiates UE registration towards HNB-GW (step 5-7). Before starting the UE Registration procedure, HNB triggers the Identification procedure (step 3) asking for the UE IMSI, if such identity is not provided during the RRC Connection Establishment. If the HNB has a context id for the UE, the UE registration procedure is not performed nor the Identification procedure. 

4.
The HNB may optionally perform access control based on IMSI and provided access control list

5.
The 3G HNB attempts to register the UE on the HNB-GW by transmitting the UE REGISTER REQUEST. The message contains at a minimum: 

-
UE Identity: IMSI of the (U)SIM associated with the UE and the indication about UE capabilities provided in step 1. 

Note:
The UE IMSI provided in the UE REGISTER message is unauthenticated. 

6. The HNB-GW checks UE capabilities and if these indicate that CSG is not supported the HNB-GW shall perform access control for the particular UE attempting to utilize the specific 3G HNB. 

7. If the HNB-GW accepts the UE registration attempt it shall allocate a context-id for the UE and respond with a UE REGISTER ACCEPT message, including the context-id, to the 3G HNB. If the HNB-GW chooses to not accept the incoming UE registration request then the HNB-GW shall respond with a UE REGISTRATION REJECT message. The HNB behaviour for reject handling shall further be determined by the cause specified in the UE REGISTER REJECT message (FFS).

8. The HNB then sends a CONNECT message containing the RANAP Initial UE message.

9. The reception of the CONNECT message at the HNB-GW triggers the setup of SCCP connection by the HNB-GW towards the CN. HNB-GW forwards the Initial UE Message and the CSG id (FFS) of HNB. 

10. The CN response with a SCCP Connection Confirm message.

11. The UE then continue with the NAS procedure (e.g. Location Updating procedure) towards the CN, via HNB and the HNB-GW.

5.1.3
UE Registration for Rel-8 UEs

Precondition is both UE and HNB support for Closed Subscriber Group (CSG).


[image: image3.emf]UE HNB CN HNB GW

4. UE Registration (TMSI or IMSI, Rel, UE Cap,.. )

3. Check Release, 

UE Capabilities

6. UE Registration Accept (Context-id,..)

7. Connect (Initial UE Message, CSGid .. )

8. SCCP CR (Initial UE Message, CSGid .. )

9. SCCP CC

12. Continue with NAS procedure

5. Access Control 

(Always accept)

2. RRC Initial Direct Transfer (e.g. LU Request,...)

1. RRC Connection Est. (TMSI or IMSI, UE Rel, UE Cap, ..) 

11. Access Control 

10. Optional MM


Figure 5.1.3-1. UE Registration for Rel-8 UEs.

1.
Upon camping on the HNB, the UE initiates an initial NAS procedure (e.g. LU Procedure) by establishing an RRC connection with the HNB. UE capabilities, e.g. "Access stratum release indicator" or “UE feature capability indicator” (FFS), are reported to the HNB as part of the RRC Connection establishment procedure (step 1).

2.
The UE then transmits a RRC Initial Direct Transfer message carrying the initial NAS message (e.g. Location Updating Request message) with some form of identity (e.g. IMSI or TMSI, ..).
3.
The HNB checks UE capabilities provided in step 1, if these indicate that CSG is supported and if the identity of the UE (provided during RRC Connection Establishment) is unknown at the HNB being accessed, i.e. no Context id exist for the UE, the HNB initiate UE registration towards HNB-GW (step 4-6). If HNB has a context id for UE, UE registration procedure is not performed.  No Identification procedure is triggered, independent on the identity reported by the UE during the RRC Connection Establishment.

4.
The 3G HNB attempts to register the UE on the HNB-GW by transmitting the UE REGISTER REQUEST. The message contains at a minimum:

-
UE Identity: IMSI or TMSI of the (U)SIM associated with the UE and the indication about UE capabilities provided in step 1. 

Note:
The UE IMSI/TMSI provided in the UE REGISTER message is unauthenticated. 

5.
The HNB-GW checks UE capabilities and if these indicate that CSG is supported the HNB-GW shall accept the UE registration and allocate a context-id for the UE.

6.
HNB-GW respond with a UE REGISTER ACCEPT message back to the 3G HNB including a context-id allocated to the UE

7.
The HNB then sends a CONNECT message containing the RANAP Initial UE message and CSG id (FFS).

8.
The reception of the CONNECT message at the HNB-GW triggers the setup of SCCP connection by the HNB-GW towards the CN. HNB-GW forwards the Initial UE Message and the CSG id (FFS) of HNB.

Note:
The details of how to provide CSG id to CN are FFS 

9.
The CN response with a SCCP Connection Confirm message.

10.
The CN may optionally perform Mobility Management procedures, e.g. Authentication procedure.

11.
The CN performs access control of UE.

12.
After granted access the UE then continue with the NAS procedure (e.g. Location Updating procedure) towards the CN, via HNB and the HNB-GW.

6
Requirements for O&M

6.1
O&M for 3G HNB

6.1.1
HNB GW discovery
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Figure 6.1.1-1 HNB GW Discovery
1.
A secure tunnel is established from the HNB to the Security gateway.

2.
Location verification is performed by the HMS based on information sent by the HNB (e.g. macro neighbour cell scans, Global navigational satellite system type of information etc.). HMS determines the serving elements and provides the HNB GW, HMS and Security Gateway to the HNB. The HMS also provisions configuration parameters to the HNB.

Note: 
Steps 3 & 4 are shown only for completeness. Security Gateway and HMS are shown to highlight the general architecture. 

Note: In the event information required for verifying location are not available (for example, no macro neighbour cells, no GNSS, no DSL line ID etc. available), HNB GW discovery may be based on specific operator and/or regulatory policies.

6.2
O&M for 3G HNB GW

Editors Note:
would expect requirements as one of expected output of our discussions on GW discovery and HNB registration.
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