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1 Introduction

During the discussions carried out in RAN3 so far the idea of introducing CSGs for 3G HNBs has not being considered yet.  Indeed, support of CSGs in 3G HNBs is one of SA1 requirements specified in [1].  

In this paper the challenges of introducing the CSG concept for 3G HNBs are presented and proposals are made for defining the identifiers needed for support of CSGs by 3G HNBs.

A more detailed definition of the identifiers needed to support CSGs in 3G HNBs is presented in [4].

Further, this paper suggests an efficient use of the identifiers proposed, enhancing access control and paging optimisation. 

2 Discussion

It was agreed recently by CT1 that for the LTE HeNB deployment scenarios the CSG ID needs to be embedded in the Cell ID (see [2]).  Further, a new E-CGI was defined by CT1, which includes a new parameter, the CSG Indicator bit.  Namely, E-CGI = CSG Indicator (1 bit) + CI (28 bits).  The CSG Indicator allows Rel-8 onwards UEs to understand if the cell monitored is a CSG cell or not.

Obviously, if the same concept proposed for LTE CSGs was exported to 3G a few issues would arise, mainly due to legacy equipment.  In fact, legacy UEs would not be able to understand the CSG Indicator bit, i.e. they would interpret the CGI as a 28 bit field, excluding the CSG Indicator.  This would force operators to choose different ranges of CIs for macro cells and for CSG cells in order to ensure consistent access control.  This would make the range of available CIs restricted.

Conclusion 1: The overall range of CIs will have to be split between CIs used for CSG cells and CIs used for macro cells in order to allow access control for legacy UEs.  

Further, it is currently possible for operators to configure the CI broadcasted within a cell as the combination of a RNC ID + Local Cell ID.  Although such CI structure is not relevant to the UE, it serves an important purpose over interfaces such as Iu, where the RNC ID embedded in the CI is used for e.g. HO message routing.  If the CI broadcast by a HNB was formed by RNC ID + Local Cell ID, the question would rise about which RNC ID has to be used: does it have to be the one associated to the HNB or does it have to be the one associated to the serving HNB GW.  In order to allow maximum flexibility in the way the network can be configured it is proposed that the choice of which RNC ID shall be embedded in the CI is left open, at least for Rel-8.

Note: for later releases it needs to be verified whether certain restriction to the network configuration is necessary to allow addressing of the HNB. The option of extending the length of the RNC-Id could also be considered.

Proposal 1: If the CI of a 3G CSG cell  is configured to be RNC ID + Local Cell ID, the RNC ID included in the CI may either be the RNC ID of the HNB or it may be the RNC ID of the HNB GW serving the HNB.    
As already specified in the LTE HeNB scenarios each 3G CSG shall be provided with a CSG Identifier (CSG ID) which enables to uniquely identify the group of CSG cells within the PLMN.  The CSG ID of a CSG cell is a quasi-permanent identifier as a change of CSG ID would imply a change of the UEs’ CSG whitelist throughout the whole network. Hence, a change of CSG ID for a CSG cell may happen, but very rarely.  However, the HNB ID used over HNBAP is also meant not to change often.  Therefore, it can be envisaged that for certain CSG deployments the CSG ID and the HNB ID can be coupled together.  These deployments are the typical domestic ones, where a HNB is likely to support only one CSG cell.  In such cases, the CSG ID will be associated with one cell only and it could consequently be equal to the HNB ID.  Such coupling between CSG ID and HNB ID would enable a more efficient exchange of identifiers between the HNB and the HNB GW.  It will allow the HNB GW to deduce the CSG ID from the HNB ID and to use it for tracking connected CSGs and to perform paging filtering.  
Note that in multi cell CSG deployments, forcing the CSG ID to be equal to the HNB ID would imply that HNBs supporting the CSG cells will all have the same HNB ID and it is therefore not recommended.  

Proposal 2: In case of single cell CSGs, the CSG ID used by 3G CSG cells may be the same as the HNB ID

3 Use of CSG identifiers for access control and paging optimisation
In section 2 it has been proposed the use of a CSG ID to support CSG deployments in 3G HNBs.  Such identifier could also help supporting a) access control procedures when the UE starts RRC connection establishment in a CSG cell and b) optimised forwarding of paging messages to CSGs included in the UE’s CSG whitelist.  

The first procedure required to achieve the above objectives is that the HNB shall notify the HNB GW with its supported CSG ID(s), so to enable the HNB GW to be aware of the CSG cells attached to it.  Hence, the CSG ID(s) supported by the HNB shall be included in the HNB REGISTER REQUEST sent to the HNB GW via HNBAP.  
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Figure 1: HNB Register Procedure including CSG ID(s)

Proposal 3: The CSG ID(s) supported by a 3G HNB shall be included in the HNB REGISTER REQUEST message sent by the HNB to the HNB GW via HNBAP 

Once a UE commences RRC connection establishment within a 3G CSG cell and once the RANAP procedures are initiated, the HNB will send an INITIAL UE MESSAGE to the CN via RANAP.  The CN shall perform access control on the UE to establish if the UE is allowed in the CSG cell (this is in line with recent agreements reached by CT1).  To enable efficient access control the the CSG ID of the cell the UE is attempting to access shall be included in the INITIAL UE MESSAGE.  

Once the HNB GW receives the UE REGISTER REQUEST message including the CSG ID, it will be able to assess if the UE is allowed in the CSG or not and it will eventually reject the registration if no access is granted.


[image: image2.wmf] 

RANAP: INITIAL UE MESSAGE 

(CSG

-

Id)

 

HNB

 

CN

 


Figure 2: Initial UE messsage procedure including CSG ID

Proposal 4: The CSG ID of the CSG cell the UE is trying to connect to shall be included in the UE REGISTER REQUEST message sent by the HNB to the HNB GW via HNBAP      

Another issue arising with the introduction of CSGs in 3G HNBs is the routing of paging messages only to those HNBs supporting CSGs included in the CSG whitelist of the paged UE.  Indeed, many HNBs could support the same CSG and is a UE is registered in such CSG paging shall occur in all the CSG cells.

In order to allow for optimised paging it is proposed that the the paging messageforwarded by the CN to the HNB GW shall also include in the CSG whitelist of the paged UE.  The UE’s CSG whitelist shall be available to the CN via the HSS.  
Once the HNB GW receives the paging message containing the UE’s CSG whitelist it is able to identify the HNBs where the paging message shall be forwarded (thanks to the CSG IDs being reported in the HNB REGISTER REQUEST).  The Paging message is therefore forwarded to the HNBs supporting CSGs contained in the UE’s CSG Whitelist.
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Figure 3: Paging procedure where the CN includes a UE’s CSG whitelist in the paging message

Proposal 5: In order to allow for optimised paging the CN shall send a PAGING message to the HNB GW which includes the CSG whitelist of the paged UE.  The HNB GW shall forward the PAGING message only to those HNBs supporting CSGs in the UE’s CSG whitelist.
4 Conclusions

The paper presented an approach to the introduction of CSGs for 3G HNBs.  It was concluded that following the same approach for CSG identifiers agreed by CT1 in [2] would be restrictive.  New identifiers supporting CSG deployments in 3G were proposed.
The paper also suggests how the proposed identifiers can be used to enhance access control and paging. 
In order to allow for maximum flexibility and functionality of 3G CSG deployment the following proposals have been suggested:

Proposal 1: If the CI of a 3G CSG cell is configured to be RNC ID + Local Cell ID, the RNC ID included in the CI may either be the RNC ID of the HNB or it may be the RNC ID of the HNB GW serving the HNB.    

Proposal 2: The CSG ID used by 3G CSG cells shall be the same as the HNB ID

Proposal 3: The CSG ID(s) supported by a 3G HNB shall be included in the HNB REGISTER REQUEST message sent by the HNB to the HNB GW via HNBAP

Proposal 4: The CSG ID of the CSG cell the UE is trying to connect to shall be included in the UE REGISTER REQUEST message sent by the HNB to the HNB GW via HNBAP

Proposal 5: In order to allow for optimised paging the CN shall send a PAGING message to the HNB GW which includes the CSG whitelist of the paged UE.  The HNB GW shall forward the PAGING message only to those HNBs supporting CSGs in the UE’s CSG whitelist.

It is suggested that the above proposals shall be agreed and included in the agreement section of [3].  

It is also suggested that the CR R3-083243, including the changes needed for the above solutions, is discussed and agreed. 
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