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1. Introduction

The protocol description for 3G HNB should be considered based on its functional role. 
Preparation State
· Security Function : Authentication and Secure Tunnel Setup
Security Gateway supports the setup of a secure tunnel that ensures mutual authentication, confidentiality and integrity protection, between the 3G HNB in an un-secure domain and network entities such as Home Management System (HMS) and HNB GW in the operator network.
This function should be performed between 3G HNB and the provisioning SeGW, between 3G HNB and the SeGW for HMS and between 3G HNB and the SeGW within default/serving HNB GW. 
· Discovery Function
Discovery function enables 3G HNB to get address information of SeGW of HMS/HMS and SeGW of the default HNB GW/the default HNB GW. 
This function is performed by the provisioning Configuration Server in the operator network and the address information of the provisioning Configuration Server in 3G HNB. 
· Configuration Function 
Configuration function supports 3G HNB to get an operator policy for service provisioning, SW downloading for 3G HNB configuration, system information for 3G HNB activation, and the information for making connection towards CN. Its details might be treated by SA5.

· Registration Function 
Registration function includes the establishment of SCTP connection between 3G HNB and HNB GW, access control of 3G HNB by the HNB GW and the redirection to find a serving HNB GW. 
Operational State
· Functions over Iu-h Interface
3G HNB and HNB GW should provide a CS/PS (and BC/LCS, if possible) to the UE. In addition, functions for 3G HNB such as concentration/distribution should be provided over Iu-h interface.
2. Discussion
This contribution suggests the protocol stack based on each function of 3G HNB. The figure is general reference architecture for 3G HNB deployment.
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Protocol Stack for Security Function

It assumes that the FQDN of the provisioning SeGW (e.g. sgw.sktelecom.com) and the provisioning configuration server (e.g. oam.sktelecom.com) should be pre-provisioned within 3G HNB. The pre-provisioned SeGW address is necessary to make a secure tunnel between 3G HNB and the provisioning SeGW. 

3G HNB should perform this security function whenever it tries to get an authentication from SeGW and to make a secure tunnel with the SeGW. 

The details and further discussion on 3G HNB security architecture will be done by SA3.
Protocol Stack for Discovery Function

3G HNB makes a secure tunnel with the provisioning SeGW and starts the discovery function to find the provisioning configuration server within the operator network. 
The protocol stack for discovery function is like below:
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HMS-AP is a protocol layer to make a connection for registration procedure, to upload HNB information to the serving HMS and to download address information for configuration function and for registration function.
Protocol Stack for Configuration Function 
The configuration function is triggered after the secure tunnel setup with the SeGW for HMS. The configuration procedure is to provide 3G HNB with the configuration information, for example, radio configuration information, transport network configuration information, service provisioning information (e.g. MBMS), operator policies, neighbour cell list and so on. The details and further discussion on 3G HNB configuration function should be done by SA5.
 The protocol stack for configuration function is like below:
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HMS-AP is a protocol layer to make a connection for configuration procedure, to upload HNB information to the serving HMS and to download configuration information for the activation of 3G HNB.
Protocol Stack for Registration Function 

Registration function makes 3G HNB to get an access to HNB GW, to get a serving HNB GW and to get information of the serving HNB GW. Based on the received address information of the serving HMS during the discovery function, 3G HNB tries to register itself to the default HNB GW. 
The protocol stack for registration function is like below:
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HNB-AP is a protocol layer to make a RNL connection between 3G HNB and HNB GW, to take an access control of 3G HNB based on its current capacity and 3G HNB information and to redirect 3G HNB towards the another HNB GW.  
Protocol Stack over Iu-h interface
After the preparation state, 3G HNB changed the operational state. At this operational state, 3G HNB and the serving HNB GW can provide a CS service, PS service and so on. 
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3. Text Proposal for TR 25.820/R3.020
X.X Protocol Stacks for 3G HNB
X.X.1 Control Plane for Preparation 
X.X.1.1 Control Plane for Discovery Function/Configuration Function
The following control planes for discovery/configuration function of 3G HNB are used in 3G HNB architecture.
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X.X.1.2 Control Plane for Registration Function
The following control planes for registration function of 3G HNB are used in 3G HNB architecture.
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X.X.2 CS Domain
X.X.2.1 Control Plane
The following control planes for CS domain are used in 3G HNB architecture.
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X.X.2.2 User Plane
The following user planes for CS domain are used in 3G HNB architecture.
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X.X.3 PS Domain

X.X.3.1 Control Plane

The following control planes for PS domain are used in 3G HNB architecture.


[image: image10.emf]Remote IP

IPSec ESP

Transport IP

Access Layer

3G HNB

SCTP

M3UA

SCCP

RANAP +

Transport IP

Access Layer

Generic IP Network

Remote IP

IPSec ESP

Transport IP

Access Layer

3G HNB GW

SCTP

M3UA

SCCP

RANAP +

SGSN

Signaling

Transport 

Layer

(25.412)

RANAP

Signaling

Transport 

Layer

(25.413)

RANAP

GMM

SM/SMS

MS

GMM

SM/SMS

RRC

RLC

MAC

L1

RRC

RLC

L1

MAC

Iu-PS Iu-h

Uu


X.X.3.2 User Plane
The following user planes for PS domain are used in 3G HNB architecture.
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4. Conclusion
Samsung proposed RAN3 takes into account to include the above proposed text proposal into TR25.820 and R3.020.
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