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1. Introduction
In TS 36.300 subclause 10.3.2.1 some parameters required to support tunneling of CDMA2000 messages between the UE and the eNB using the RRC tunneling messages were identified. In order to support the correct operation for LTE to CDMA 1x inter-working, as now specified in 23.216, two parameters that are not a part of the tunneled CDMA2000 messages must be provided to the 1x MSC to support proper user equipment identification and authentication. These values are the Mobile Equipment Identifier (MEID) and the Random Challenge (RAND) values.
2. Discussions

2.1 1x Mobile Equipment Identifier
MEID was developed to address the CDMA ESN exhaustion problem in CDMA2000 Release D. However deployment of CDMA2000 Release D capable mobiles was deemed to be years away and with the ESN exhaustion becoming a very real problem a different solution was needed. A solution was developed that allows Release 0 and Release A capable mobiles to support a subset of MEID capabilities defined in Release D. This solution is documented in the 3GPP2 standard C.S0072 [1].

The MEID is a globally unique 56 bit identification number assigned by the mobile station manufacturer that uniquely identifies the mobile station equipment. MEIDs are used as a means to facilitate mobile equipment identification and tracking in the same manner as ESNs were in previous revisions. 
The MEID is a 14 digit hexadecimal value. The MEID is capable of being transmitted over the air upon a request from the network. The MEID is composed mainly of two basic components, the manufacturer's code and the serial number as follows:
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All of these fields are defined as hexadecimal values with the following valid range. 

RR - Regional Code. A0-FF are assigned by the Global Hexadecimal MEID Administrator (GHA). Other codes are reserved for use as IMEIs. RR=99 is reserved for MEIDs that can also be used as IMEIs.
XXXXXX - 6 hexadecimal digit code assigned by the administrator to a manufacturer for a line of phones.
ZZZZZZ - Assigned by manufacturer to identify an individual device.
In the case of MEIDs for terminals designed to comply with both 3GPP and 3GPP2 specifications (i.e., multimode terminals), all of these fields are defined as decimal values with the following valid range: 

RR - valid range '99', '98', '97'. - globally administered 

XXXXXX - valid range 000000. 999999 

ZZZZZZ - valid range 000000. 999999 

An MEID capable mobile generate a pseudo ESN (pESN) that is used in place of the ESN in CDMA operations requiring an ESN to maintain backwards compatibility in the existing networks. These pESNs are not unique which causes a problem in the CDMA layer 2 processing. 

The CDMA PLCM is a 42-bit number used to generate the public long code, a pseudonoise sequence used for scrambling on the forward CDMA traffic channel and spreading on the reverse CDMA traffic channel. On the forward traffic channel, distinct Walsh codes further distinguish individual users’ traffic. However on the reverse traffic channel, only the PLCM differentiates users’ traffic.  Prior to the introduction of the MEID CDMA networks used Public Long Code Masks derived from the mobile’s ESN. Since the pESNs are not unique there is a possibility of two mobiles colliding. 

The MEID features introduced in [1] provides the MEID based Public Long Code Mask (PLCM) support required to handle the issue of pseudo-ESN collisions associated with such terminals.

In the HRPD to 1x mobility solution the MEID is forwarded to the 1x IWS by the HRPD RNC as a parameter of the A21-1x Air Interface Signaling Messages. To utilize this type of solution for the LTE to 1x mobility solution the UE must provide the MEID to the eNB and the eNB would then send the MEID to the MME in the 1xRTT MEID IE in the Uplink S1 CDMA2000 Tunneling message.
2.2 1x Random Challenge 

In a CDMA 1x network a 32 bit Random Challenge (RAND) value is periodically generated and broadcast on the Control Channel in the Access Parameters Message by the 1xBS. The mobile includes the RANDC (the most 8 significant bits of the RAND value) along with AUTHR (calculated based on the RAND) in the LAC header of all origination messages, see [2]. When the mobile’s origination message attempt is received by the 1xBS, the 1xBS constructs a CM Service Request message including the RAND value sent to the mobile, and sends the message to the MSC, see [3]. 
The 1x MSC submits both the RAND and AUTHR to the Authentication Center (AC). The Authentication Center (AC) can use the submitted RAND to calculate its own AUTHR and compare with the mobile's AUTHR. If the two AUTHR values match then the mobile is considered authentic.
For a single receiver UE that is dual mode (LTE/CDMA) capable the mobile will not be reading the 1x Access Parameters Message from the Control Channel while attached to the LTE network. The UE will obtain the 1x Access Parameters, required to generate a 1x origination request, from the eNB as an IE in the HandoverFromEUTRAPreparationRequest. These 1x access parameters are defined by 3GPP2. All of these 1x parameters are statically provisioned on the eNB except for the RAND value. Since the 1x network will not have prior knowledge of when these parameters are sent to the UE the eNB will have to control the RAND value and will have to send this value to the UE and send the same value back to the 1x network along with the tunneled Handover message.
3. Conclusion

If this contribution is accepted two RAN2 proposals and 1 RAN3 text proposals are provided in the following documents;

1. A RAN2 text proposal adding procedural text upload the MEID is provided in R2-082399.

2. A RAN2 text proposal for providing the 3GPP2 RAND attribute to the UE via the HandoverFromEUTRAPreparationRequest message is provided in R2-082527.

3. A RAN3 text proposal adding the IE to the UPLINKS1CDMA2000 Tunneling message to carry the RAND is provided in R3-081288. 
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