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1 Introduction
Based on the Iu-based HNB architecture, there are two RNC entities from the UE side and CN side respectively. So this paper discussed the related identifier issues raised by the RNC functionality split.
2 Discussion
2.1 Reference Architecture
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Figure 1 Iu-based architecture
The above figure is the base of the discussion which is Iu-based architecture.
In the architecture, HNB is not visible for CN and other Macro RNS. I.e., HNB connects to CN or Macro RNS through HNB GW rather than directly connection.
2.2 RNC ID Issue
2.2.1 RNC ID for HNB GW 
From CN or other Macro RNCs viewpoint, HNB GW will be looked as a normal RNC completely. So HNB GW needs an actual RNC ID identified within a PLMN. 
Conclusion 1: RNC ID is needed for a HNB GW which is identified within UTRAN. 
2.2.2 RNC ID for HNB
From UE and HNB GW viewpoint, HNB also could be looked as a RNC. So HNB needs a RNC ID to be identified within a HNB GW.
To face the RNC ID range limitation, considering HNB does not interact with CN and Macro RNC directly, “local RNC ID” concept for HNB could be introduced which is valid and identified within a HNB GW. The HNB GW maps the local RNC ID into the HNB GW RNC ID when the HNB need to interact with CN or Macro RNCs. i.e., HNB GW will store a mapping table in it.
The length of local RNC ID for HNB is FFS. Because the local RNC ID is only valid in a HNB GW, maybe the length could be extended to support the potential huge number of HNB.
Conclusion 2: Local RNC ID is needed for HNB which could be identified within a HNB GW.
2.3 HNB ID

In the HNB discovery procedure, a pre-configured permanent identity as IMSI is used to identify different HNB. This identifier could be called as “HNB Permanent ID”.
In the discovery procedure configuration, “HNB Temporary ID” could be allocated to HNB to address within HNB domain, which could be looked as a HNB Index.
Conclusion 3: Both permanent and temporary HNB ID is needed.
2.4 U-RNTI Allocation
In UMTS, U-RNTI is allocated by RNC When RRC connection establishment. For HNB deployment, it is necessary to investigate where U-RNTI is allocated, i.e., HNB or HNB GW. 
2.4.1 Alternative1: HNB allocation

Because HNB is a termination point of UU interface, it is possible that U-RNTI is allocated by a HNB and assigned to UE via RRC message as current UMTS. But in this situation, U-RNTI is a “local” value, only valid and identified within the HNB or HNB GW, once UE enters a Macro cell, Macro RNC will get the “local” U-RNTI via Cell Update and then trigger a followed procedure toward another Macro RNC. This brings some mistakes and affect on the Macro network seriously considering the HNB deployment number is huge, Because Cell Update Procedure is triggered toward a Macro RNC directly from UE, and the RNC can not judge whether the UE is from HNB or a Macro cell.

Conclusion 4: The location of U-RNTI allocation shall not be HNB to avoid introduce a lot of mistakes and affect on Macro RNC.
2.4.2 Alternative2: HNB GW allocation

From above analysis, U-RNTI needs to be identified within UTRAN. It is preferred that HNB GW allocates the U-RNTI which is composed of HNB GW RNC ID and HNB GW SRNTI. UE could get the value from HNB in the RRC Connection Setup Procedure.
U-RNTI is 32 bit long and composed of SRNC ID and SRNTI, so the max available U-RNTI number is 20bit or 16bit (RNC ID extension scenario). Considering the potential large UE number, it is recommended to assign one or several 12 bits’ RNC ID to HNB GW to enlarge the scope of S-RNTI to 20bit. In this way, N million (N is the number of RNC ID in a HNB GW) RRC connected UEs could be assigned U-RNTI in a HNB GW which is identified within UTRAN. 
Conclusion 5: U-RNTI needs to be identified within an UTRAN, and HNB GW is a proper location to allocate it. 
Maybe some latency will be introduced because U-RNTI will be transferred over the interface between HNB and HNB GW, but some optimization can be further investigated to overcome the latency: 
Alternative 1: HNB assigns a temporary U-RNTI in RRC connection setup procedure, and reconfigure it after get a valid U-RNTI from HNB GW.
Alternative 2: In the initial configuration procedure, HNB gets one U-RNTI from HNB GW for reservation. Once it is used by an UE in the RRC connection setup procedure, HNB could request another U-RNTI from HNB GW for reservation.
2.5 Summary
From above discussion, it is summarized as followed table. 
Table 2 Identifier Summary for 3G HNB

	HNB GW RNC ID
	1. One or several Normal RNC-ID could be assigned to HNB GW

	HNB RNC ID
	1. Identified within a HNB GW by a Local RNC ID.

2. Could be considered to extend

3. The HNB number supported per HNB GW is 268 million at most.

	HNB ID
	1. HNB Permanent ID is a pre-configured global unique identity as IMSI in UE to identify within HNB Domain, e.g. in the Discovery procedure.
2. HNB temporary ID like HNB index is an identity in HNB domain, which is assigned by HNB HR in the Discovery procedure.

	U-RNTI
	1. Allocated by HNG GW

2. The Active UE number supported per HNB GW is N million. (N is the number of RNC ID assigned to the HNB GW)


3 Conclusion and Proposal
We propose to include the Conclusions and the Summary Table into TR 25.820.
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