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1. Introduction

In the SA WG1 Meeting #38 it was decided that the 3G Home NB shall support emergency calls. In order to fulfil this requirements the position of the 3 G HNB should be localised in order to be able to route the emergency call to the right emergency centre.
The aim of this paper is to give an overview about possible localization techniques and agree on the way how this area should be captured in internal TR and stage 2 (25.820) 

2. General 
The HNB location options vary in their implementation, accuracy and application. One or more of them could be used to meet all location emergency call requirement, but other methods are only suitable for specific scenarios and are limited in the location information requirements that they address.
1. Registered/authorised User makes an Emergency Call through the Home NB.
2. Unauthorised user makes an Emergency Call through the HomeNB if there is no macro network coverage of the home operator to camp on. The choice to handle to the emergency call of unauthorised user through the HomeNB will be pending regulatory decision in the countries concerned. 
Therefore, the selected technique(s) might be suitable for a particular operator in particular country.
In any case the operator shall have the option to redirect the emergency call to the 2G/3G neighbouring cell is detected by the installed “sniffer” and/or by the UE
3. Implementation considerations

1. Authorised User makes an Emergency Call through the Home NB
There are different mechanisms available to localise the HNB e.g.:

· GPS

This method is working in case the GPS signal is available. Unfortunately this is not the case in many places and therefore the localization can not be built just on this method. 
Pros: 
· Accurate measurements

Cons: 
· not feasible due to the absence of the satellite coverage indoor.
· additional cost
· AGPS support may be needed by the UE and the macro networks

· Scanning of neighbour cells of the macro network and use the macro cell ID if available
This method is based on the sense mechanism inside the HNB, which allow the scanning of the macro cells before the Home NB is ready to go on air. The found “neighbours” will be reported to the network and localization can be performed. Similar mechanisms can also be applied for interference control. Anyway it may be the situation that no of the macro cells can be found. In this case the localization based on this method will not be possible.
This option utilises the macro radio access network information that is associated with each Home NB (i.e. the Cell ID) to check whether the HomeNB is being operated in the authorised installation location. The option relies on:-

· The HomeNB having a 3G/2G  radio listening capability to “sniff” the surrounding radio environment.

Provisioning of location info on Autocinguration stage upon first setup: The neighbouring cell information seen by the HomeNB upon first setup is the information that will be provisioned to the homeNB Database against the relevant HomeNB ID..

If there is no macro network coverage is detected by the HomeNB, the neighbouring cell information can be provisioned into the Home NB DB against the Home NB ID into the HomeNB DB at the point of sale. The address of the subscriber can be used to find geo-coordinates that can in turn be used in the network planning systems to provide a list of cell id’s in the subscriber geographic location. This list can then be pre-provisioned to the Home NB DB ready for when the subscriber first sets up the HomeNB at his installation location.

Subsequent power cycles: When the HomeNB is powered on it goes into network listening mode and collects the cell id information of the surrounding macro radio access network (2G/3G). It reports the neighbouring cell list back to the HomeB Concentrator which compares the list it has stored in the HomeNB DB. 

Pro’s

· Uses readily available macro network cell information.

· Secure and is difficult to circumvent.

· Less expensive as some of the other solutions

Con’s

· Not as accurate as other methods, i.e. the HomeNB could be used in a number of locations providing it can still see the same list of cells

· May not meet legal and regulatory requirements governing emergency call handling in terms of accuracy of location

· Requires the HomeNB to be capable of “sniffing” macro network

· IP/HW address based mechanism. 
There may it be mechanisms build on different identities available in e.g. DSL networks and/or IP address based.  . These mechanisms may work in specific environment within the network of a specific operator, but it is probably difficult to ensure that such a mechanism satisfy the requirements needed to be fulfilled to provide emergency services.
Pros: 

· Easy implementation
Cons:

· Not sufficient location accuracy
This option utilises the IP Address assigned to the HomeNB by the ISP systems to check whether the HomeNB is being operated in the authorised installation location. There are no special additional requirements for this solution since DHCP is standard procedure for an ISP and the application to translate an IP address into a location is already freely available (A dedicated system may be needed to do this. For further study)

Provisioning of location info on first setup: Upon first setup the location information (country) retrieved by the HomeNB Concentrator from the Web Serve can be provisioned to the HomeNB Database against the relevant HomeNB ID. 

Alternatively, the location information (country) can be provisioned into the HomeNB DB against the HomeNB ID into the homeNB Database at the point of sale. 

Subsequent power cycles: When the HomeNB is powered on it makes a request for an IP Address as part of the normal DHCP process. Once the IP Address is assigned to the HomeNB then the HomeNB contacts the HomeNB Concentrator with its IP address. The HomeNB Concentrator uses the IP Address of the homeNB to query a Web Server that is capable of translating it into a location (country). The HomeNB Concentrator compares the location (country) with that stored in the HomeNB Database and if they match instructs the HomeNB to activate the 3G air interface and come into service.

Pro’s

· Elegant and simple solution

· Suitable for preventing the HomeNB operating in unauthorised countries

· Very inexpensive compared to all of the other solutions

· Can be used for both Stand alone and Integrated HomeNB products (*providing the stand alone HomeNB can provide the HomeNB Concentrator with the IP Address of the Gateway rather than its own private IP address. For further study)

Con’s

· Not very secure and no guarantee of location. An IP Address can be relatively easily spoofed or the HomeNB could be used over a VPN connection.

· Not as accurate as other methods, i.e. the HomeNB could be used in a number of locations potentially the size of a city

· Does not meet legal and regulatory requirements governing emergency call handling in terms of accuracy of location

· Service Area Code (SAI): Assigned SAC that specific for the emergency call or using the HNB SAC.
 For emergency calling, the CN will transfer the call to EC (emergency call centre) with the MS-ISDN of the UE and the SAI (Service Area Identifier- Consisting of PLMN [3octets],LAC [2o] & SAC [2o]), so that routing to the PSAP (Public Service Access Point) /EC can be implemented depending on the UE location derived from the SAI.

 Therefore, SAI could be used by the Core to route the call to the correct emergency call handling centre, but this would require extra provisioning on the MSC. To reduce the provisioning on the MSC this solution proposes to:

· Report the Cell ID/SAC of the nearest macro cell (that is either provisioned at POS or sniffed from the air interface), so that the emergency calls can be handled in the usual way by the Core network.

· Pros:

· Reuses established methods and procedures

· Requires no additional provisioning of the emergency call handling tables on the MSC

· Cons:

· For real time cell ID information a 2G sniffer is required, otherwise the provisioned neighbouring cell list could be used

· Where no overlaying macro cell is available a “dummy overlaying cell” should be defined in the Core network and used to route the call appropriately.

· XY coordinates requested by MSC

 ( This standard procedure is initiated by the MSC to request the location of a particular UE from the RNC (that is, in this case, from the HomeNB)

As the radius of the HomeNB cell coverage is very small, the location of the HomeNB and the UE can be considered coincident. The HomeNB therefore reports the location of its location as the location of the UE.

During auto-configuration the homeNB O&M system provisions the HomeNB with its geographical coordinates (latitude and longitude) and cellid. Operator’s Provisioning (Geo-Cordinates DB) system provides these geographical coordinates. The position information is reported in fully standardised formats, based on this data.

Possible location formats are:

· Geographical coordinates. 
· Service Area Identifier (SAI). This includes cellid and LAC/RAC.

This location information may be requested to the MSC and reported to a client application associated with the UE, or by a client within or attached to the core network. It can also be requested for an emergency call., if a greater level of location granularity than the macro network provides is required.
· Pros: 

· Accurate information

· Standard implementation

· Cons:

· Configuration for each HomeNB with XY coordinate
·  Redirect the emergency calls to macro networks if detected
The HNB shall be re-configured to redirect the emergency call to the neighbouring 2G/3G macro cell if detected the appropriated “sniffer” above a predefined thresholds
· Pros: 

· Accurate information (as used today)

· Easy implementation

· Cons:

· High chance of failure to the difference between the HNB detected coverage level and the UE measurements of the neighbouring cells
· Macro cell coverage may not be always available
· Others 

2. Unauthorised user makes an Emergency Call through the HNB if there is no macro network coverage of the home operator to camp on

For unauthorized users who normally do not camp on to any network, emergency calls are permitted to be set up though the HNB.

The emergency call establishment principle in HNB cell is the same as that for a macro cell. As the HNB integrates the functions of NodeB and RNC. The interaction procedure between RNC and NodeB as macro cell are all internal to the AP itself.
For emergency calls, the CN will transfer the call to EC (emergency call centre) with the MS-ISDN, or IMEI if the MS-ISDN is not available, of the UE and the SAI, so that EC can implement the certain UE location by the SAI.
3.
Conclusion and proposal
It can be stated that there is not one particular method which alone satisfy SA1 requirement in all the cases. Therefore Vodafone would like to propose the following to add to internal TR and 25.802:
The 3G HNB should support emergency calls. In order to achieve it, it should be able to provide the information about their location. The method or combination of methods of location detection is implementation specific. Anyway the network scanning mechanism shall be supported. The details of this method are FFS.
3GPP


