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1
Introduction
After some noise on the 3G HNB topic at RAN#39 an agreement was made as can be seen in RP-080231 where it is said (among other agreements) that RAN3 is tasked to continue studies on functionalities necessary to operate 3G HNBs, on the location of those functions and outline necessary specification work within the scope of RAN3 ToRs to provide inter-vendor interoperability. ...

So this paper starts to think about this pieces necessary for related stage 2 work.

2
Discussion
2.1
Principles of 3G HNB Architecture
In principle the 3G HNB, also called “femto NodeB” or “femto access point”, combines the functions of an RNC and of a Node B. (Whether it is a single cell or multi-cell NodeB, is regarded as a deployment / product related issue).

For typical (mass-)deployment scenarios, the existence and necessity of an intermediate node in between the 3G CN and the 3G HNB, we call it 3G HNB GW is regarded as a given and agreed fact - should it be visible to the “standardisation world” or not. 

Should any of the RNC functions need to be shifted to the 3G HNB GW or split among the 3G HNB and 3G HNB GW then this needs to be clearly highlighted and evaluated against necessary standard / protocol changes and/or additions.

2.2 Addressing 3G HNB and 3G HNB GW

RNC-Id

The limited range of RNC Identifiers is one of the main identified issues. It is assumed that there are several ways of doing this, one way is the following:

The 3G HNB GW, acting as a single RNC towards the CN and shadowing its “gateway nature”, shall have assigned a single or few RNC-Ids. All the 3G HNBs, being connected to the same GW, will have assigned the same single RNC-Id (or one of the few RNC-Ids).

Cell Id as 3G HNB address

Each 3G HNB shall have assigned a unique cell-id (in case of single cell deployment), in case of multi-cell deployment the GW has to handle this e.g. by sub-address-schemes. The RNC-Id, being part of the cell-id shall be the one described under “RNC-Id” above.
CSG Id

“CSG” is a topic which is out of scope of this Study Item which deals with legacy user equipments only. So, no support of “white-lists” shall be assumed in UEs..

2.3 NAS-level registration at 3G HNB

LAC assignment

Due to the limited numbers of available LACs within one PLMN, which does by no means correspond to the envisaged mass-deployment scenarios of 3G HNBs, one possibility is to assign only a limited number of LAC (say 5 or 10) to each 3G HNB GW. There is the necessity to assign different LAC sets to different 3G HNB GWs.

RAC assignment

PS and CS mobility restrictions have to be aligned, for idle and active mode. There is no specific rule for RAC assignment necessary.

SAC assignment

3G HNBs with the same LAC shall have – as far as possible – different SACs being assigned. 

Idle mode Mobility Control

The legacy 3G UE does not support registration within multiple registration (i.e. Location our Routing) areas, nor does it support “white list” functionality, as known from LTE CSG. 

Due to the limited availability of LACs for 3G HNB purposes, i.e. the impossibility to assign a unique LAC to 3G HNB for idle and active mobility control, one way of handling the issue is to assign to a multitude of 3G HNBs the same LAC. 
I.e., if the UE has granted access to the “femto world”, a fact that needs to be memorised in the 3G HNB GW, no kind of idle mode access control will be performed, neither by the 3G HNB nor the 3G HNB GW as long as the UE has no existing Iu connection when it tries to access a 3G HNB.
When the UE enters the “femto world”, i.e. it reselects a cell which broadcasts a LAI assigned for 3G HNB purposes, the 3G HNB GW will perform a check of the UE’s IMSI. If the UE’s IMSI is not available to the 3G HNB GW within the first message sent by the 3G HNB (which shows that the 3G HNB GW needs to be able to interpret both, RANAP and NAS part of the exchange messages), the UE needs to be requested to provide it by NAS signalling means – by the 3G HNB GW (which shows that the 3G HNB GW needs to be able to talk NAS to both, the UE and the CN). 
Note, that there is the need to satisfy the NAS protocol towards the CN by the 3G HNB GW in case of successful entry in order to re-establish the correct NAS PDU sequence numbering between the UE and the 3G HNB GW.
If no access is granted, the 3G HNB GW itself generates the reject and hides this activity from the CN.

Finally this shows that the UE may roam around in idle mode in all 3G HNBs broadcasting the same LAC. This is suboptimum, but a consequence of the requirement to support legacy UEs. 
The alternative possibility would be to re-use LACs massively by assigning a certain LAC to a single 3G HNB only. But this can only be done within a limited geographical scope, which would put some burden on operators as it restricts the free assignment of LACs to macro cells (we expect a heavy macro-network re-configuration activity for that approach) and it may lead to access-denials for UEs, if by chance a certain LAC, to which a UE would have access rights in a limited geographical area, is still in the forbidden list stored within the UE – stemming from a neighbouring geographical area.

2.4 Active Mode Access control

Originating Case

If the UE originates a call attempt, the 3G HNB shall check its IMSI and only then grant service. This should be possible due to data bases available in the 3G HNB. If this is too insecure (or its secure implementation is too expensive) an implementation may put this function into the 3G HNB GW.

Terminating Case

If the UE responses to a paging request and roams within a cell for which it has got permission for the LAC the 3G HNB broadcasted but has no service permission, a service handover procedure needs to be initiated. This is in order to maintain page-ability of the UE.

2.5 Active Mode Mobility Support

Outbound Mobility

3G HNBs shall have neighbour-ship information available (e.g. by observing the surrounding macro environment). This should enable outbound mobility with not extraordinary big effort.

Inbound Mobility

This would require massive configuration data at the macro side and is therefore not recommended, as practically not feasible. In case of similar support as for LTE CSG on UE side, this may change the situation.

2.6 Paging

As mentioned above already, the strong requirement to keep UEs page-able forbids the 3G HNB GW to intercept paging. It shall however distribute the paging to those 3G HNBs where the UE may potentially roam.

A Paging co-ordination function will have to be available in the 3G HNB GW in order to assign paging requests from one CN domain to an existing Iu connection from the other CN domain.

2.7 RANAP relay vs interworking

In general, UE dedicated signalling messages will be relayed, though intercepted, in between the CN and the 3G HNB. Relay in contrast to interworking does not foresee to change (e.g. identifiers) any message contents but just to forward the message, although it might have a look into the content for routing purposes.
For common procedures, like e.g. Reset, Reset Resource, Overload, the following principle should apply: The applicability of these procedures is only valid either between 3G HNB and 3G HNB GW or 3G HNB GW and CN, but not at all between 3G HNB and CN. 
If e.g. a node reset in the CN results in a RESET being received by the 3G HNB GW, this does not necessarily mean, that the RESET needs to be passed on to all the 3G HNBs “virtually” connected to it. Therefore those procedures are fully terminated in the 3G HNB GW.
2.8 Signalling TNL interworking

In general, the SCCP protocol layer needs to be terminated in the 3G HNB GW. Routing of the higher layer messages will need to take place based on higher layer information. 

The function necessary on signalling TNL to relay UE dedicated RNL messages could foresee to memorise the respective signalling TNL id’s (local references) when establishing the UE dedicated connections between 3G HNB and CN via the GW and to route the messages based on those informations.
2.9 Handling of NNSF

A similar approach, as discussed already for LTE HeNB could be taken for Iu-flex deployment cases, i.e. hiding the Iu-flex structure from the 3G HNB. This would require protocol extensions on Iu in order to transport the required information to the 3G HNB GW.

2.10 Registration of the 3G HNB at the 3G HNB GW

Whereas an O&M means would provide one valid possibility to provide registration means to the 3G HNB, an alternative would be to use a similar approach as for LTE, i.e. to definea new RANAP procedure similar to the S1 Setup procedure. I.e. the 3G HNB, provided with basic connectivity parameters, issues a first message towards it’s 3G HNB GW, receiving basic configuration parameters, like PLMN Ids, LAC, maybe cell id (including RNC-Id). This would require protocol extensions on Iu.

This does not describe how the 3G HNB obtains information on the 3G HNB GW it shall connect to. This is regarded as an issue not subject for standardisation.
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Proposal

It is proposed to discuss about the content of the paper and to consider capturing the content within the relevant TR.
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