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1. Introduction

We have no clear definition today within 3GPP of what a Home ENode B will really mean in terms of network architecture.

The purpose of the current contribution is to bring some light on where HNB will differ from usual conventional eNode B (ENB). We hope the identified differences can help in building a common understanding on the definition of Home eNode B.

2. Discussion

HNB is not just one ENB that is being placed within a home. One can see several reasons why not to put a conventional ENB within a home.

2.1. Safety

Special care has to be spent on guaranteeing acceptable levels of Specific Absorption Rates (SAR) of microwaves received by human cells from the HNB transmitter placed in any configuration. 
· Noticeably, it will not be possible to guarantee a specific location of HNB transmitter within the home, nor a security area around the transmitter which would be free of any human cell. 
· The output power of HNB shall probably be no higher than that of a conventional mobile terminal, and is even likely to be limited to even lower values, provided that HNB transmission might not be as intermittent as that of UEs. 

The coverage of one HNB will thus be very limited, probably to a few tens of meters. 
Intermittent HNB operation as proposed in [2] is an effective means to reduce SAR.

Requirements

1. Special care has to be spent on guaranteeing acceptable levels of Specific Absorption Rates (SAR) of microwaves received by human cells from the HNB transmitter placed in any configuration

2.2. Connectivity
HNBs will likely be connected to EUTRAN via the fixed access line of the home owner. Thus, the service delivered via HNBs can not be seen as normal PLMN service.
· The assumption taken in 3GPP to have reliable transport network between ENB and SAE-GW is broken.  We must provide means for providing secured (ciphered) user and control planes over S1 and X2 in overlay to fixed access line. 
· Depending on the capacity and the usage made of the fixed access line by other home applications, the service provided by HNB might not be at the same level of what is delivered by conventional ENB. This service can be limited to a closed group of users. 
· Capacity of fixed access lines might not be sufficiently dimensioned to carry an SAE bearer requested by the end user. EUTRAN has to adapt the response to UE request with respect to available capacity over consumer's fixed access line [2].
Requirements

2. EUTRAN shall be able to adapt its response to UE requests for services with respect to available capacity over HNB fixed access line
3. Secured (ciphered) user and control planes over S1 and X2 in overlay to fixed access line shall be provided

2.3. Interferences / Scalability
HNBs will use the same frequency bands as other surrounding ENBs of PLMN. Even if they are configured with low transmit powers, high density of HNBs will likely produce significant interference levels to the PLMN.
· PLMN operators might not waste one rare and expensive frequency band for just HNB applications, which will locally create limited traffic with small or even free communication charges. Value of licensed spectrum can be increased on the other hand if PLMN operators accept to reuse frequencies unused locally for local usage.
· Each ENB will have to deal with inter-cell interference coordination (ICIC) with numerous (hundreds) adjacent HNBs. 
· Interference levels can also be minimised with proper control of maximum output power of signals transmitted by HNBs. PLMN operator can reduce via OMC the maximum levels of HNB in a given geographical area in case  severe interference conditions are experienced by ENBs in that area.
In addition to impacts on MME / SAE GW and on a security GW, the increased number of nodes the PLMN operator will have to manage with the deployment of HNBs may also have a strong impact on configuration and O&M architecture. This should be studied.
Requirements:

4. HNBs shall be able to use the same frequency bands as other surrounding ENBs of PLMN.
2.4. Deployment
Usual (macro) ENB are usually deployed after careful radio propagation and interference planning under the responsibility of the PLMN operator. In case of HNB deployment, the PLMN operator won't be able to do such propagation studies. Indeed, 
· Precise building maps are required for tight planning. They will be difficult to obtain
· Access to HNB premises requires home owner cooperation and will thus be difficult to obtain. 

· Radio propagation will be affected by position of home furniture, which can arbitrarily be moved by the home owner without any warning to the operator.
Moreover, HNB end users will adapt the HNB coverage with their own needs. One can expect that more than one HNB might be deployed over a single home.
Eventually, HNB end users can potentially plug the HNB anywhere, even outside its home, in another city, or even outside the PLMN country [5]. This could raise regulatory issues and may be harmful for PLMN network management.
Requirements:

5. HNBs could be deployed by the HNB end users themselves.
6. More than one HNB may be deployed over a single home.

7. HNB operation must be conditioned to the verification by PLMN of its geographical location.

2.5. Billing / Access policy
Even if the delivered contents are the same, the quality of services provided by HNBs are different from the ones traditionally delivered by ENBs (Cf 2.2). Mobile access through HNB must be visible to UE and differentiated from mobile access through a conventional ENB.
· When coverage of HNB and ENB are both possible, UE owner shall have the possibility to choose its access. In particular, UE owners shall have the right to refuse connection through unknown HNBs and might be configured with a list of preferred HNBs (with the same principles than the list of preferred PLMN for example). Seamless handover to HNB must be conditioned to UE access policy.
· PLMN operator might limit preferred (e.g. free) access through HNB to a closed group of predetermined users. Where to place the access policy enforcement has to be discussed. For instance, if it is done at HNB level, HNB should know in advance the relation between UE hard identifier (e.g. IMSI or phone line number) and its temporary identifier reported by UE and ENBs at the time of access and handover. [5].
· HNB owner might open charged access through its HNB. UE Communications are billed directly by PLMN under predetermined rules for such open HNB access. HNB owner might get compensation by PLMN operator, according to a reciprocity charging model, for the traffic generated over its fixed access line [3].
Requirements:
8. UE end user shall have the possibility to choose its access between HNB and eNB.
9. UE end user shall be able to set up in its UE a list of preferred HNB.
10. HNB owners might open charged access through their HNB.
2.6. Configuration
As HNB owners are directly concerned by the usage of their HNB and of their fixed access line, they should be able to control some of the parameters associated to HNB operation.

· HNB owners should be able to instantaneously change the level of openness of their HNB to tiers. 
· They should also be able to tune on their fixed access lines the relative priority between flows related to mobile applications and flows related to other home applications. This modification should be as seamless as possible to on-going calls, i.e. mobile flows that could be rejected because of lack of available resources after a modification of flow priority might be handed-over to surrounding ENBs when applicable. 
· HNB owners should easily be able to reconfigure the list of users with preferred rights (closed group membership), however PLMN operator might put some restrictions on frequency of changes. Identifying users with their phone line number seems a good option.
· HNB owners might activate and deactivate, either manually or according to a programmed schedule, the radio transmission of their HNBs. Indeed, HNB operation might be stopped at night, when home members are more subject to passive reception of radio waves. Time for BS reactivation should be short, so as to quickly enable data communication afterwards.

· HNB owners might adapt dynamically the nominal output power level of their HNBs according to their needs, within the range authorised by PLMN OMC. HNB owners can either maximise the output power value to extend the coverage of their HNBs within the home and surroundings, participating to PLMN coverage extension (and possibly extending their reciprocity charging model), or limit it to reduce the coverage to their strict own usage, minimising the level of supported RF radiations.

Requirements:
11. HNB shall be opened to traffic from UEs outside the closed group. The HNB end user shall be able to control the HNB openness level.

12. Mobile flows that could be rejected due a modification of the openness level or a change of flow priority shall be handed-over to surrounding ENBs when applicable
13. UE phone line number is used as UE identification for closed group membership management in the HNB.

14. HNB radio transmission shall be off when not needed

15. HNB owners shall be able to adapt dynamically the nominal output power level of their HNBs, within the range authorised by PLMN OMC.
2.7. Mobility
Intra-RAT Mobility requirement between HNB and ENB should be relaxed with respect to intra-RAT mobility requirement between ENBs.
· Handover latency from ENB and HNB to a target HNB is not critical. Indeed, connection is not going to drop due to handover latency, as the UE is likely to have low velocity in HNB coverage. However several HNBs might be located in a single home, for a single end user.
· Handover latency from HNB to ENB might be more critical, as UE is likely to change its velocity if it leaves the home with a car for example.
· Handovers to HNB should be restricted to UEs holding access rights through the HNB.

Requirements:
16. Handovers to HNB should be restricted to UEs holding access rights through the HNB.

2.8. Emergency service
The support of emergency services by HNBs has been captured in internal RAN3 TR 020 [1] as an issue to be studied. This emergency service can include the broadcast of emergency warnings. It can also include the support of emergency calls (e.g. 112 in Europe) through an HNB from all UEs whatever they belong to the closed group of the HNB or not.  
3. Proposal
We feel that the above considerations are common to the various usages which are currently being envisaged for the home eNode B [4]. 

We propose that requirements depicted in chapter 2 are discussed and captured in RAN3 internal TR020.

We would like to propose the following definition of a Home eNode B:
A Home eNode B is a 3GPP compliant ENB, with the following characteristics:

1.
It has a limited transmission power, which can be further controlled by the home owner, within limits defined by PLMN operator.
2.
It connects to the EPC/EUTRAN of PLMN through a fixed access line which can be owned by a different operator then the PLMN operator and which is shared with other applications. The S1 and X2 interfaces are secured with ciphering on both user and control planes.
3.
Conditions of its deployment and a part of its configuration are not fully under the control of the PLMN operator. PLMN operator can however verify the geographical location of each HNB within its PLMN.
4.
UE sees HNB as part of PLMN, but can differentiate the service delivered via HNB from service delivered via ENB. When UE has coverage from both HNB and ENB, it can select which one to use for communication. The service might be restricted to a closed group of users, which are specific to each HNB. Both HNB owner and PLMN operator can manage the closed group, in size and contents.
5. Requirement for intra-RAT handover to HNB are relaxed compared to those of intra-RAT handover to ENB.
We propose also to add the following points as issues to be studied:
· Can HNB be used for providing access to UE of other national PLMN operator?

· Can HNB access be distinguished into different access levels (e.g. home, guest, etc.)?
· Which node defines the HNB access restriction policy, and which node enforces this policy?

· Can HNB provide local breakout to home network? to Internet?
· What are the scalability impacts HNB deployment may put on configuration and O&M?
· If emergency service need to be supported by HNB, does this service includes the broadcast of emergency warnings? Does it include the support of emergency calls from every UEs?
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