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1
Introduction

This document discusses S1AP stage 3 aspects of signalling connections on S1 (with the assumption that this is applicable for X2 as well). 

2
Discussion

2.1
Principles

Agreements so far:

One SCTP association with several (a handful – this seems to be an implementation specific issue – of)  streams is used on S1-MME to carry c-plane messages. 

A single SCTP association per S1-MME interface instance shall be used with one pair of stream identifiers for S1-MME common procedures. Only a few pairs of stream identifiers should be used for S1-MME dedicated procedures.

Further, it was agreed during stage 2 specification work that the UE specific connection identifier should be generated by and carried on application level (see section 19.2 of TS 36.300)
The text reads as follows:

MME communication context identifiers that are assigned by the MME for S1-MME dedicated procedures and eNB communication context identifiers that are assigned by the eNB for S1-MME dedicated procedures shall be used to distinguish UE specific S1-MME signalling transport bearers. The communication context identifiers are conveyed in the respective S1-AP messages.
Now details have to be looked at about when and in which way the respective context identifications have to be exchanged on S1 / X2.

Further, it might be wise to provide a high level differentiation of common and dedicated signalling messages on application level, but this may be looked at not before ASN.1 coding discussions start, which might give another review occasion of current general message encoding as defined  UTRAN xAPs.

2.2
Addressing

2.2.1
Dedicated signalling connections

To get a clear picture, one should distinguish between the connection establishment phase, the already established connection and the connection release phase.
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For the initial signalling connection establishment, it is assumed that the requesting node has routing information available that allows to select the appropriate corresponding node. This might be based on an UE identification provided via RRC signalling to the eNB in order to address the MME containing UE specific MM contexts or mapping of mobility information to eNB addresses configured in the MME.

At initial signalling connection establishment, the requesting node needs to create a dedicated signalling connection context instance and allocate a corresponding xAP UE identity which is unique within the requesting node for the reference point instance and signal it within the message that initiates the dedicated signalling connection setup. On receipt of the initiating message, the corresponding node will have to create a dedicated signalling connection context instance and allocate a corresponding xAP UE identity which is unique within the corresponding node first for that reference point instance, memorise the requesting node XAP UE Identity and provides the corresponding- and the requesting node xAP UE identity back to the requesting node, which has to memorise the corresponding node xAP UE identity within the respective signalling connection context instance.

During the ongoing connection each node just needs to provide the xAP UE identity for the receiving node (i.e. the context id for the message target). The same holds for the release phase, which is shown in the figure above for completeness reasons.

There were discussions, whether the xAP messages during the established connection should carry both, the context address of the message originating node and the one of the associated context in the target node. Reasons for that where audit processing in case the context identifiers have got confused in the originating node, so that the target node has a (second) chance to identify the context based on a identifier that points at the context in the originating node.

Without going into details and discuss the issue too much, it can be stated, that the originating node context address will not be needed in most of the cases, provided that the implementations in the involved nodes are stable and reliable enough to make this kind of failure rather seldom and cause rather the whole node to reset than to try to process a single connection. It is therefore proposed to keep the “state of the art” dedicated connection signalling model and avoid unnecessary parameters.

2.2.2 Common signalling connections

Common signalling connections are utilised to transport messages dedicated to the node or, more precisely, to a signalling relation between two nodes “as a whole”. Therefore, there is no need to handle signalling between two nodes based on context identifiers, instead, the signalling transport addresses, utilised for dedicated signalling connections are sufficient for the exchange of xAP messages.

Consequently, there doesn’t seem to be a need to define RNL node identifiers in the E-UTRAN xAPs.

3
Conclusion and Proposal

It is proposed to discuss the paper and to draw conclusions accordingly.

If felt appropriate, parts of the discussion part could be used for stage2/3 specification.
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