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Decision/Action requested

To agree on the inclusion of Automatic Neighbour Relation Lists in LTE.
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3
Rationale

Automatic Neighbour Relations has been discussed extensively in the concept of self optimizing networks. The purpose of this contribution is to present a solution for how this can be done, and to agree on adopting this concept to LTE. This contribution is based on [2, 4, 5 and 6], and the same contribution is submitted to RAN2 [7], RAN3 [8] and SA5 [9].
3.1
Background
The manual planning and management of Neighbour Cell relations in a Radio Access Network, such as GSM and WCDMA, is resource consuming and error prone. In [1], section 4.1.3, Use Case 2, it is suggested that the LTE standardizes functions for optimizing Neighbour Cell relations. This contribution takes that idea step further and argues that neighbour Cell relations should be automated.

The purpose of Neighbour Cell Lists in GSM and WCDMA is to allow the RBS to give their connected UEs a defined set of cells to measure on. In GSM and WCDMA, there is a need for this list to be short. The reason is that when GSM and WCDMA were standardized, it was not feasible to have the UE measure all possible neighbours. For LTE, the situation is different. It is assumed that a LTE UE can decode any Measurement Cell Identity on a given frequency. For this reason, Neighbour Cell Lists will not be needed as instructions for the UE to perform measurements, as we know them from GSM or WCDMA.

Although there is no need to specifically broadcast Neighbour Cell Lists in LTE, there is still a need for each eNodeB to have Neighbour Cell relations defined. This, as the eNodeB needs to manage to which neighbour eNodeBs an X2 interface needs to be maintained. As the purpose of the list has changed, we give it a new name: Neighbour Relation List.

3.2
Scope of ANRL.
The ANRL function covers the case when a new potential neighbor appears for a cell.

For each cell defined in an eNodeB, each neighbor cell has an entry in the Neighbor Relation List. In the case of a newly defined cell, this list may be empty.

3.3
Introduction
Two concepts are central to this contribution: the Measurement Cell Identity and the Cell Identity (PLMN level), see [3]. For the purpose of this contribution, they are abbreviated MCI and CIPL:

· The Measurement Cell Identity (MCI) is a Layer 1 identifier for a cell. The MCI is integer, not long enough to be unique for a RAN. We assume the MCI to have 510 unique values. When planning the LTE RAN, each cell in the network is assigned a MCI. As there are only 510 MCIs, MCIs will be reused several times in a large network. Of course, when planning a network, the planner tries to distribute the MCIs so a cell has no neighbor with the same MCI as itself. Furthermore, the planner tries to distribute the MCIs so one cell does not have two neighbors with the same MCI. However, it is vital to this discussion that one can not guarantee that these attempts to distribute the MCIs are successful. Especially in the case of Home eNodeBs, the planner has no or little control over the location of Home eNodeBs, than for macro eNodeBs.

· The Cell Identity (PLMN level) (CIPL) is a Layer 3 identifier for a cell. The CIPL is a unique identifier for a cell. It is unique at least within a PLMN, but typically within a country, or even globally. The level of uniqueness is FFS [3].  It is assumed that an eNodeB can use the CIPL to lookup a transport layer address to another eNodeB in order to establish an X2 interface to this eNodeB. For example, the CIPL could be used in a request to a Domain Name System (DNS) to resolve the IP address of another eNodeB.

The MCI is part of the L1 information in a cell. In other words, a UE doing measurements on a cell will automatically be aware of its MCI. As the CIPL is part of Layer 3, it will not be as easily retrieved by the UE.

An Automatic Neighbour Relation List function will need to execute three steps:

1. The ANRL function needs to be able to determine that a new potential neighbor cell has appeared.

2. The ANRL function needs to be able to determine the identity of the neighbor. This identity needs to be sufficiently unique so that an automatic function can use it. (In contrast, a human planner can do with “less unique” identifiers, as she has the ability to employ common sense).

3. Using the identity from the previous paragraph, the eNodeB serving the cell needs to be able to set up a connection to the potential neighbor eNodeB using the X2 interface.

3.4
Cell Identity (PLML Level) broadcast

This function relies on cells broadcasting their identity on global level (CIPL) Cell Global Identifier at regular intervals.
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Figure 2: CIPL broadcast

This function works as follows:

The eNodeB serving cell A has an ANRL function. The eNodeB instructs UEs to do measurements (but not on cells that are black listed). The eNodeB may use different policies for instructing the UE to do measurements, and when to report them to the eNodeB.

1. The UE sends a measurement report regarding cell B. This report contains Cell B’s MCI, but not its CIPL.
When the Cell receives the UE measurement reports containing MCI which is not in the Cell’s Neighbor Relation List, the following procedure is used.

2. The eNodeB instructs the UE, using the newly discovered MCI as parameter, to read the CIPL. To do so, the eNodeB may need to schedule a gap sufficiently large to allow the UE to read the CIPL in the neighbor cell, this as the UE need to decode the new cell’s broadcast of its CIPL.

3. When the UE has found out the new cell’s CIPL, the UE reports the detected CIPL to the serving cell eNodeB.

4. The eNodeB uses this information to:

a. Lookup a transport layer address to the new eNodeB.

b. If needed, setup a new X2 interface towards this eNodeB

c. Update its Neighbor Relation List.

d. Reports the changed Neighbor Relation List to Domain Manager

e. Domain Manager reports changed Neighbor Relation List to NMS.

The serving cell eNodeB can now contact the new cell eNodeB and do a regular handover, if necessary.

3.5
Manual support for ANRL
The ANRL function is assumed to handle all Neighbour Relation List tasks automatically. However, operators have requested manual support functions. This section describes these manual functions, Blacklists and Whitelists. Blacklists prohibit cell relations, while Whitelists force cell relations.
3.5.1
Blacklists

The ANRL function is implemented in the cells served by an eNodeB. The ANRL function for a cell will automatically add neighbour cells discovered by its connected UEs. A basic assumption with ANRL is that all neighbour relations needed by a cell can be found using that algorithm.

It is envisioned that an operator would like to prohibit certain cell relations.  This could be called “Blacklisting”. 
The reason for supporting Blacklists is that there will be occasions when a cell is not suitable as a neighbour, even if the radio conditions indicate it is within range of a UE. For example, a distant cell may have a very good propagation path in a very limited area around a UE, but will be completely unacceptable as soon as the UE moves even just a small distance.
Blacklists are managed using O&M.

Policy to remove BlackList entries is FFS.
3.5.2
Whitelists

The ANRL function is implemented in the cells served by an eNodeB. The ANRL function for a cell will automatically add neighbour cells discovered by its connected UEs. A basic assumption with ANRL is that all neighbour relations needed by a cell can be found using that algorithm.

However, it is envisioned that an operator at times would like to add neighbour relations manually. This could be called “whitelisting”.

Reasons why Whitelists are needed include:

· At initial roll-out, where few UEs are available, the operator may want to populate the neighbour relation lists manually, in order to have neighbour relations already from day one.

· When adding a cell to an existing network, the operator may want to add or modify the neighbour relation lists manually.

· An operator might not want to use the Automatic Neighbour Relation List algorithm.
Whitelists are managed using O&M.

Policy to remove WhiteList entries is FFS.
4
Proposal

For ANRL to work, activities are needed in RAN2, RAN3 and SA5. The sollowing sections describe what is needed in each group:

4.1 RAN2
It is proposed that RAN2:

· Agrees on the high level solution as described in this contribution.

· Provides solutions for the UE to perform and report measurements for any cell of a given frequency.
· Provides solutions for the UE to read and report a CIPL for a given MCI.
4.2 RAN3
It is proposed that RAN3:

· Agrees on the high level solution as described in this contribution.

· Provides solutions for the eNodeB to translate a CIPL to a transport layer address (FFS if this needs to be standardized by 3GPP).

· Provides solutions for the eNodeB to setup a X2 interface to a new eNodeB.

4.3
SA5
For managing ANRL, the following requirements are needed in SA5:

1. A Blacklist function shall be added to LTE.

2. The Blacklist is modeled as part of NRM IRP specification so that, via Itf-N interface, a) NMS can configure list and b) EM can report any list changes. 

3. A Whitelist function shall be added to LTE

4. The Whitelist is modeled as part of NRM IRP specification so that, via Itf-N interface, a) NMS can configure the list and b) EM can report any list changes.
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