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1 Introduction 
Why fragmentation should be avoided, source of fragmentation, fragmentation methods and methods to avoid/reduce fragmentation have been already described in ‎[1]. Therefore in the present contribution we propose to specify

a) fragmentation as mandatory functionality where all applicable fragmentation methods could be used;

b) use Path MTU discovery on S1-U (X2-U) or IPSec tunnel as deployment choice;

c) use configuration of domain MTU in the SAE GW/eNB as deployment choice;

d) provide functionality to signal the MTU supported by SAE/LTE network to the Ue at the establishment of the SAE bearer whereas the Ue shall not use MTU large than signalled by the network.
2 Fragmentation and fragmentation methods
Fragmentation can not always be avoided, as discussed in ‎[1]. Therefore fragmentation shall be considered as mandatory functionality. However, multiple fragmentation methods could be used (see ‎[1] for detailed discussion):

a) fragmentation of end-to-end IP packet (possible only in case of IPv4 and formally speaking further in case the “do not fragment” (DF) bit has not been set);

b) fragmentation of S1-U (X2-U) tunnelling IP packet (independent of version of IP); and/or

c) fragmentation of IPSec tunnelling IP packet (independent of version of IP).

It is proposed to consider usage of any particular fragmentation method stated above as a choice at network deployment. 

3 MSS clamping

Usage of MSS clamping (see ‎[1] for detailed discussion), if applicable, shall be considered as a choice at network deployment. 
4 Path MTU discovery

The IP host in the Ue or the IP host connected to the Ue (e.g. the Ue is used as a router), as any IP host, may or may not use Path MTU Discovery. Hence it is considered out of 3GPP jurisdiction to specify the usage of Path MTU Discovery for the end-to-end IP flow.

Similarly to the choice of fragmentation methods, the usage of Path MTU Discovery for S1-U (X2-U) or respective IPSec tunnel shall be considered as a choice at network deployment.
5 Configuration of domain MTU in SAE Gw and eNB
MTU is typically a property of an administrative domain the link belongs to. It shall be considered as deployment choice to configure the S1-U/X2-U link MTU in the eNB/SAE GW according to the MTU of the network domain the node belongs to.
6 Configuration of domain MTU in the Ue
Considering that the network is aware of the MTU supported by the domain the SAE/LTE nodes belong to or at least of the S1-U link (see ‎[1] for detailed discussion), MME shall have possibility to configure the link MTU at the establishment/modification of SAE bearer (included in NAS: SAE bearer establishment/modification) according to the S1-U path MTU known to the MME for respective eNB. In the case SAE bearer has been configured with specific MTU, the Ue shall not attempt to use MTU larger than that.
MTU has to be defined in the Ue independent if the network has explicitly configured the MTU for particular SAE bearer or not. In order to make performance more predictable, it is proposed that 3GPP also defines default link MTU that the Ue shall use if link MTU for specific SAE bearer has not been configured by network. It is proposed to set the default link MTU in the Ue to 1500 octets.
7 Proposal

We propose corresponding changes to be captured in TS 36.300 as described in ‎[2] and send LS to RAN2 and SA2 to inform RAN2 and SA2 about the corresponding decisions made by RAN3.
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