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1. Introduction

This paper is discussing requirements on the user plane protocols of the S1 (between evolved packet core and eNode Bs) and X2 (between eNode Bs) interfaces in order to support functions like loss-less intra-LTE mobility, QoS differentiation over the transport and radio interface.
This contribution together with [1] and [2] including proposed changes to TR 23.912 is presented for approval .
2. Overview SAE / LTE User Plane Architecture and Protocols
Figure 1 shows an overview of the SAE / LTE user plane architecture. The central node in this figure is called UPE and performs user data header compression (e.g. ROHC) and user data ciphering, any other functionality of this node is out of the scope of this contribution. The S1-UP interface is used to tunnel user plane data between the UPE and the eNode B. Similarly the X2-UP interface is used to forward user data between eNode Bs when the UE is moving in active mode. 
It is assumed that the transport protocols used on these interfaces to tunnel user plane data will differ from the transport protocols used to transfer control plane messages on the S1-CP and X2-CP interface, due to the different requirements (e.g. on loss-less delivery).
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Figure 1 Overview of SAE / LTE User Plane Architecture
Figure 2 shows an overview of the user plane protocol stack for the S1 and X2 interfaces. Since the user IP packets are compressed and ciphered in the UPE (PDCP and Security Layer), it is assumed that some form of tunneling protocol is required over the S1 and X2 interface in order to make it possible to route the packets to the right context in the target eNode B / UPE. This tunnel protocol is most likely on based on IP in the bottom (although other protocols are possible). IP will make it possible to route the packets to target node as well as provide support for transport layer QoS differentiation (e.g. by using Diffserv), however it will most likely not be used to identify the end-user context in the target node (see discussion in section 3 below). 
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Figure 2 Overview S1 and X2 User Plane Protocol Stacks
3. Functionality of S1 and X2 tunneling protocols
3.1. Overview

It is assumed that the following basic functions need to be provided by the S1 and X2 user plane protocol layers:

-
Indication of which UE context in the target node the packet belong to

-
Indication of which QoS flow the packet belong to

-
Support for packet forwarding over X2 in order to support loss-less handovers

In addition the following functions should be considered depending on requirements:

· Support for in-sequence delivery during a handover (detailed requirements are FFS)

· Support for error handling mechanisms making it possible for one user plane protocol entity to detect if a peer protocol entity has gone down (detailed requirements are FFS)

· Support for MBMS (detailed requirements are FFS)
· Support for mechanisms to detect congestion or packet losses on the S1 (detailed requirements are FFS)
3.2. UE Identification

Since it is assumed that the PDCP/SL PDU will be ciphered, it will not be possible for the eNode B to detect which UE the packet belongs to by looking at the end-user PDU. It is also probably not so useful to use the IP address of the tunneling layer to identify the UE since this would require the eNode B to use a unique IP address for each UE that is currently active in the eNode B, meaning that a large number of IP addresses needs to be assigned to each eNode B.

Proposal: It is proposed that the S1 and X2 tunneling protocols have the functionality to identify the UE context in the target node. Furthermore it is proposed that support of this feature is provided in a layer above the IP tunnel (protocol details are FFS).
3.3. QoS Flow Identification

In order to support QoS differentiation of different flows and users over the radio interface (i.e. in the scheduler) and in the CN it is required that the S1 and X2 user plane protocols provide information about which flow the user packet belongs to. In theory it would be possible to use the same QoS differentiation used on the transport layer (e.g. in the IP header) also to indicate the flows to be used on the radio interface, however this would restrict the flexibility on how QoS is supported over the different interfaces. It might be so that there are different requirements on the transport layer QoS and the radio and core network QoS. For example it might be enough to just support 2-4 transport layer QoS classes, but up to 16 radio layer QoS classes due to different requirements on granularity. 

Proposal: It is proposed that the S1 and X2 tunneling protocol provide the functionality to indicate which radio QoS flow context (e.g. Radio Bearer / SAE Bearer) the packet belongs to making it possible to have different QoS prioritization on the transport network layer (e.g. supported in the IP tunneling layer) and the radio/core network layer (supported above the IP layer). 
3.4. Support for Packet Forwarding
RAN3 has agreed to support user plane mobility in active mode by using packet forwarding between the eNode Bs (over the X2 interface). In addition it has been agreed that the handover procedure in active mode should be supported directly between the eNode Bs. The evolved packet core will therefore not participate in the intra-LTE handover preparation; instead it will just be updated about the mobility by the RAN. Once the evolved packet core has been updated about the mobility it will start sending the DL packets towards the new eNode B.
It is therefore required that the tunneling protocols on the S1 and X2 makes it possible for the target eNode B to receive packets in parallel from the UPE and the source eNode B. This leads to requirements that the S1 and X2 tunneling protocols should work well together using same mechanisms. Having the same tunnel mechanism will also reduce the complexity of the node performing packet forwarding since it does not need to decode and re-encode any tunnel packets. Potentially it is possible to use the same tunneling end point in the target eNode B for both flows.

Proposal: It is proposed that the S1 and X2 tunneling protocols should support packet forwarding. It also proposed to adopt a working assumption that the S1 and X2 interfaces are using the same tunneling mechanisms.
3.5. Support for In-order Delivery

During handover the packets will arrive in the target eNode B from the UPE and the source eNode B in parallel. Although it is not clear if the packet belonging to the same flow needs to be delivered in the absolute same order that they arrived in the UPE it is most likely beneficial (e.g. for the PDPCP/SL entity) if the packets are delivered somewhat in order over the radio interface. Similar issue exists for UL packets arriving in the UPE from different eNode Bs.

If absolute in order delivery would be required it would most likely be required to support a sequence number in the S1 and X2 tunneling protocol. Otherwise at least some mechanism would probably be required to minimize the possibility for out of order delivery.
It should be studied if a sequence number is needed in the S1 and X2 tunneling protocols in order to provide in-sequence delivery.
3.6. Error Handling

It might be beneficial to have mechanism also over the user plane where one user plane protocol entity can detect if a peer protocol entity has gone down. The benefits with this functionality could be that if one eNode B detects that the UPE serving some UEs are not responding, it can trigger the release of the UE context so that the terminal will re-register to the network and be assigned a different UPE.

It should be studied if “keep alive” or other error handling mechanisms should be included in the S1 and X2 tunneling protocols.

3.7. Support for MBMS

In order to support MBMS services there might be a need to have some support from the S1 tunneling protocols. One possible function could be time synchronization for DL macro diversity. Details are FFS.
The support MBMS services in LTE might require additional functions in the S1 user plane protocols (FFS).

3.8. Mechanism to detect packet losses
It might be beneficial to support mechanism in the S1 user plane protocols making it possible for the eNode B to detect packet losses on the S1 interface e.g. due to congestion. The detection of transport network congestion could be used by the admission control and other RRM algorithms. In order to support this it might be required to introduce sequence number is in the S1 tunnel protocols.

It should be studied if a sequence number is needed in the S1 tunneling protocols in order to support packet loss detection mechanisms in the eNode B.
4. Conclusions

It is proposed:

· To use the same basic user plane tunneling protocol on the S1 and X2 interface.

· That the UE/QoS flow context indication in the S1 and X2 tunneling protocols should be handled above the tunnel-IP layer.
· That the support/requirements for in-sequence delivery over S1 and X2 should be studied.

· That the support/requirements for “keep alive” or other error handling mechanisms in the S1 and X2 tunneling protocols should be studied.

· That the support MBMS services in the S1 user plane protocols should be studied.

· That the support/requirements for packet loss detection in the S1 protocol should be studied.

Changes to TR 25.912 it presented in [1] and [2].
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