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1 Introduction

This contribution is to investigate the details of data forwarding mechanism in U-Plane handling to process the buffered U-Plane packets according to the QoS parameters of relevant services during handover.
2 Discussion

2.1 Background

As stated in TR25.912, with respect to Intra-LTE-Access Mobility Support for UEs in LTE_ACTIVE, the HO procedure comprises the following steps, as depicted by Figure 1:

1)
The UE context within the “Source RRC” contains information regarding roaming restrictions which where provided either at connection establishment or at the last TA update. 

2)
The “Source RRC” entity configures the UE measurement procedures according to the area restriction information. Measurements provided by the ”Source PHY/MAC” entity may assist the function controlling the UE’s connection mobility.

3)
Based on measurement results from the UE and the ”Source PHY/MAC”, probably assisted by additional RRM specific information, the “Source RRC” decides to handover the UE to a cell controlled by the “Target RRC”.

4)
The “Source RRC” issues a HO Request to the “Target RRC” entity passing necessary information to prepare the HO at the target side. 

5)
The “Target RRC” requests the “Target PHY/MAC” to configure the required resources.

6)
Admission control is performed by ”Target PHY/MAC” to increase the likelihood of a successful HO.

7)
If the resources can be granted the “Target RRC” is informed by the “Target PHY/MAC”. 

8)
The HO preparation is finished at the target side, information for the UE to reconfigure the radio path towards the target side is passed to the “Source RRC”.  

9) 
The UE is commanded by the “Source RRC” entity to perform the HO, target side radio resource information is contained. 

10) The UE gains synchronisation at the target side.

11) Once the UE has successfully accessed the cell, it sends an indication to the “Target RRC” that the handover is completed.
12) The MME/UPE is informed that the UEs data path has to be switched to the target side and TNL resources towards the source side can be released.

13-14) The “Target RRC” triggers the release of resources at the source side which is performed after probably unsent buffered user data have been forwarded to the target side.
15)
If the new cell is member of a new Tracking Area, the UE needs to register with the MME/UPE which in turn updates the area restriction information on the target side.
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Figure 1: Information flow for Intra-LTE-Access Mobility Support
2.2 Data forwarding

From the C-Plane handling flow above, it’s thought to be a need to define a concrete mechanism applicable to U-Plane data forwarding with an assumption that the user data packets are forwarded from the source eNodeB to the target eNodeB during HO execution procedure.

A mechanism for data forwarding described here is that, flexible time scheduling to control the data forwarding from the source eNodeB to the target eNodeB for various services, based on their QoS attributes, i.e. in the source side, the start point for data forwarding procedure can be decided according to the various QoS parameters, so does the receiving window length handling in the target side. As specified in the current 3GPP for UMTS network, QoS parameters of services related to the radio access network already include the followings: 
·Traffic Class

·Maximum Bit Rate

·Guaranteed Bit Rate
·Delivery Order
·Transfer Delay
·Traffic Handling Priority
·Error Ratio
2.2.1 Start point for data forwarding

Those QoS parameters previously specified for UTMS network, at least their counterparts, would be redefined for evolved 3GPP system architecture, so solutions with those parameters for time scheduling on data forwarding could be seen acceptable. Another aspect is that “data forwarding during HO” means that it happens after the step 8 in figure 1 when the source side receives a “HO Response” message from the target side, or the moment the source side sends a “HO Command” message to the UE, and before the step 13 in when the source side receives “Release resource” indication. But what is the exact start point to trigger data forwarding?

Regarding the time point to do data forwarding from the source side to the target side, it is convenient to take “Error Ratio”, one of the QoS parameters listed above, as an example to show how to employ QoS parameters of user services to decide when the source side should initiate data forwarding for different services, and it is obvious that other QoS parameters in the above list or not should be further studied before taken into account in the process of time point selection for data forwarding.
For example, data forwarding is preferred beginning in the source side as early as possible for such services which are “Error Ratio” non-sensitive, which could be understood as low requirements for packet error occurrence, and correspondingly in the figure 1 provided in section 2.1, the time period from step 8 to step 9 is the best choice for the beginning of data forwarding. On the contrary, it is thought to be sensational to select late data forwarding for services which are “Error Ratio” sensitive. The latest beginning of data forwarding can occur in the period between the “HO complete” message is produced at the step 12 in figure 1, and the occasion the source side receives one “Release resource” message at Step 13. Actually, during the HO execution, the source side may have no knowledge of the delivery status of “HO complete” message of Step 12, so the moment of Step 13 could presumably be the latest forwarding occasion suitable to be chosen by source side. 

The primary idea to make such differentiation in start point selection for data forwarding is on the one hand that services “Error Ratio” non-sensitivedo not worry about data loss much in case they recover from HO failures, and on the other hand that these services are usually delay sensitive with very stringent delay requirement, which acts as a good reason for looking for an early data forwarding point.
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Figure 2: Flexible time occasion for data forwarding in Intra-LTE-Access HO.
To show the advantages of the flexible start point for data forwarding, an example is presented in Figure 2. The figure depicts a case in which one service adopts an early forwarding point near the moment the “HO command” is distributed. It is lucky that the data forwarding process for this service ends before the HO is complete, so there is no data loss caused by HO for the service and the most important point for this case is that there exists little HO delay for this service, from which it’s deemed that flexible forwarding point is helpful for system to guarantee QoS of services. 

2.2.2 Window for data receiving

After the buffered user data have been forwarded to the target side, the issue needing take care could be the way how the target side treats those data. It is proposed that on the target side a variable receiving window for different services is set on the basis of their QoS parameters. For example, transfer delay, in order for those services to be processed with little data loss caused by HO, as well as with little HO delay. From the perspective of data receiver side, a small enough window can possibly make sure that there is little HO delay to be introduced for a certain service, while a big window can collect a full version of the buffered user data. So the problem coming is how to dimension a flexible well-pleasing window, which can satisfy different requirements of service’s QoS (e.g. some services care data loss, but others only concern HO delay). 

3 Conclusion

When the source eNodeB forwards buffered user packet to the target eNodeB, taking a flexible data forwarding start point is helpful for system to guarantee QoS of services, and from the perspective of data receiver side, an variable receiving window can possibly make sure that there is no HO delay to be introduced and a full version of the buffered user data can be collected for services.

4 Proposal

It is proposed to discuss the definitions of data forwarding start point and receiving window on the basis of service’s QoS parameters for U-plane handling during HO for LTE.

It is proposed to include description on flexible data forwarding point and variable receiving window based on service’s QoS parameters for U-plane handling in Section 2.2 into the internal TR of RAN3.
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