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1. Introduction
As indicated by RAN#29, it is essential that the joint RAN2,3 – SA3 WG meeting at least answers the following question:

1) Which control/user plane functions cannot be located in the ENB due to security reasons ?

In addition the January meeting was also allowed to answer a second question:

2) Where should the different control/user plane functions be located ?

We tried to answer question 1) in ref [1]. In this contribution we try to answer question 2). The resulting proposed LTE architecture is presented in section 5.

2. Which Control plane / User plane functions ?

2.1. User plane

Identification of the potential user plane functions seems relatively straightforward:
1. HARQ

2. ARQ

3. UP Ciphering

4. UP Header Compression

Since no strong requirement for increase in user plane security has been identified, we assume that UP Integrity is not required.
2.2. Control plane

The identification of the main control-plane functions is less unambiguous. We identified the following main functions:

1. CP AS Integrity
2. CP NAS Ciphering

3. CP NAS Integrity

4. UE Mobility handling LTE_ACTIVE

5. UE Mobility handling LTE_IDLE

6. Cell Resource Management (admission control, allocation & scheduling)

7. Logical Channel Management
8. Radio Bearer Management

9. Common Radio Resource Management (intra-LTE and potentially inter-LTE)
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Note that based on the rationale in ref [1], we assume that CP AS Ciphering does not need to be supported.

Figure 1: LTE architecture
3. Which functions cannot be located at the ENB ?
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Ref [1] concluded that apart from user plane ciphering, NAS ciphering and NAS integrity, all other functions could potentially be located in the ENB. This is reflected in figure 2.
Figure 2: Updated LTE architecture

4. Where to locate the different control/user plane functions?

4.1. User plane

The only remaining function that needs to be allocated is outer ARQ. Already previously, we have indicated our preference for locating this function in the ENB (see ref [2]) for performance and protocol stack simplicity reasons.
4.2. Control plane

In this section, we will look at the remaining control plane functions and determine what would be its optimal location:

1. CP AS Integrity
As already indicated earlier (see ref [3]), we would prefer to place the handling of the UE mobility in LTE_ACTIVE in the ENB. As a consequence, also CP AS Integrity should be located at the ENB.

1. UE Mobility handling LTE_ACTIVE
As already indicated earlier (see ref [3]), we would prefer to place the handling of the UE mobility in LTE_ACTIVE in the ENB.
2. UE Mobility handling LTE_IDLE
As already indicated earlier (see ref [3]), we would prefer to place the handling of the UE mobility in LTE_IDLE in the anchor node.
3. Cell Resource Management (admission control, allocation & scheduling)
Cell Resource Management can realistically only be placed at the ENB. 
4. Logical Channel Management
Given the proposed allocation of the HARQ and ARQ UP functions, it seems preferable to place Logical channel management, containing the management of these UP entities as well as AS Integrity Protection, also in the ENB.
5. Radio Bearer Management
Given the proposed allocation of the UP ciphering and PDCP, it seems preferable to place what we called “Radio Bearer Management”, consisting of the management of these UP entities as well as the management of the UP/NAS ciphering and NAS IP, also in the anchor node.

There seem to be 3 options to handle Radio Bearer management related signalling towards the UE:
a. Handled by RRC in the ENB
i.e. the anchor communicates LTE bearer changes to the ENB and the ENB communicates these changes with the UE.

b. Handled by “upper RRC” in the anchor
We assume that in most cases, there is no strong reason to make the ENB aware of changes in UP ciphering/PDCP configuration. For most part, such changes will not have any impact on the lower layers. 
Therefore it seems defendable to have anchor and UE communicate directly on Radio Bearer management issues. Note that this might still be via a container contained in “lower RRC signalling”

c. Handled by NAS signalling in the anchor
This is the same option as b), but instead of calling this “upper RRC”, we consider this signalling as part of “NAS signalling”. 

To us, the approach c) seems the most preferable, since it will avoid an intermediate protocol layer. As a result, the signalling related to UP ciphering and PDCP will be handled together with the other NAS signalling.
6. Common Radio Resource Management (intra-LTE and potentially inter-LTE)
So far we have argued that we see no strong motivation for frequent inter-ENB control signalling related to RRM (see ref[4]). 

However we acknowledge that in more complex radio environments, with several frequency layers and RAT’s, it might be beneficial to have a more central load control entity. 
In our opinion, this more central should be an optional entity, and if present, only involved in a “slower” load control/allocation activity.
4.3. Resulting LTE architecture

The resulting LTE architecture is shown below:
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Figure 3: Proposed LTE architecture
5. Proposal
It is proposed to discuss the above reasoning, and see whether the functional allocation as described in section 4.3 can be agreed.
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