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Introduction

During the last meeting there was a proposal to use a connectionless approach to query the CN before sending the Initial Direct Transfer.  This contribution discusses this topic and the pros and cons of this approach.

Discussion

There are several aspects to be considered.  Firstly, we look at how the permanent UE identity which is required to evaluate all access restrictions can be obtained.  Then we look at the HLR impact and finally, identify the relevant cases where such a connectionless query could save time.  Although some of the discussion is not directly in the RAN3 area of expertise, it is provided to have a full understanding.

How much time is available

The UE behaviour for CS and PS side are different.  According to 24.008:

For CS attach: The UE waits for 20s before aborting the RRC signalling connection.  It then waits for 15 seconds and tries again.  Typically the UE tries this 4 times.

For PS attach:  The UE repeats the Attach request 5 times at 15 second interval (total 75seconds) before aborting the connection.  The cycle repeats after a 15s gap.

Since it is normal to attempt to attach to CS first and then to PS, we re limited by the 20s time out.  Once the CS has been successful, one can expect the UE will send a PS attach over the same RRC connection and hence the RAN can use the same CN operator for the PS attach as the one that was successful for the CS side.

However, if the UE sends CS and PS simultaneously, care must be taken to co-ordinate the CNs attempted for each domain and not repeat the attempts for both domains.  Since PS domain has significantly longer time outs, a simple approach would be try the CS side first.

The RRC Connection request message, contains the full TMSI with LAI when available.  So even if the RRC Initial Direct transfer only contains part of the TMSI/P-TMSI, it is still possible for the RNC to correlate different attempts for the CS side.  This will not normally be possible for PS side because the RAN does not have the full P-TMSI, but we have larger time interval.

If Gs is present, then the combined attempt goes towards the PS side with the PS time out values listed above.

Thus we can conclude that in the worst case we have a minimum of 20 seconds (including the radio interface delay) and in other cases, considerably more.  Even if the attempt fails the procedure is repeated and these repeats can be correlated with the previous attempts to effectively increase the available time.
How frequently does this happen

Under normal operation when a UE previously registered with one of the CN operators, the NRI in the (P-)TMSI will provide the routing function.  For Rel-6 UEs, the UE indicates the selected network.

Hence this is applicable only for UE that were previously registered with other networks not part of the operators sharing this RAN space.

This can then be split into home users of the shared operators coming back after roaming and (typically international) roamers from other operators.
Obtaining the IMSI and Authentication of the UE

The NAS message in the Initial Direct Transfer message does not normally contain the permanent UE id but instead only contains the temporarily id (TMSI or P-TMSI) allocated by the MSC or SGSN and which only has local significance in the issued note.   Hence the first requirement is to obtain the UE permanent id, the IMSI.

There are two ways to obtain this – either by interrogation of the previous node that issued the TMSI or P-TMSI or by querying the UE itself.  Without going into the details of how this is done, suffice to say in this context that both these procedures can only be done by a CN and not by the RAN autonomously.

Once the UE id is obtained, the next step is the mutually authentication of the UE and the network by the NAS Authentication procedure.  From RANAP point of view, these are just seen as Direct Transfer messages.  

In the connectionless procedure, there are two ways to do this:

1) Send the NAS message to one CN first and have it obtain the UE id and to authenticate the UE.  After obtaining the IMSI and authentication, if UE access is not allowed, then the CN sends the reject with the UE id to the RAN.  The RAN can then send the Connectionless query to all the other CNs along with the UE IMSI.

2) Send the connectionless query to all the nodes simultaneously and have each CN obtain the UE IMSI either from the previous node or by querying the UE.    While it might just be possible to do so, this is not the expected behaviour in the network today and how the previous node will react will be largely implementation dependent.  Also the 24.008 UE identity request and response Direct transfer messages over RANAP will have to be handled in a connectionless manner.  
Authentication is even more difficult.  Besides the issue of obtaining the authentication vectors, there cannot be two simultaneous authentication requests towards the UE.  Hence some co-ordination will be required at the minimum between the CN nodes of the different vendors.  Clearly, second approach will require significant changes to the existing architectural principles and is hence is not considered viable.

To obtain the IMSI and to perform authentication, it is required to first establish an SCCP connection and send the NAS message to at least one of the CN nodes..
Updating the HLR and insert subscriber data procedure

The next step, after authentication and initial access of the access rights of the UE by the CN, is to update the HLR and obtain the subscriber data to further check user access restrictions.  This is done using MAP update location procedure and if the UE is allowed to roam to the network will automatically triggers an Insert Subscriber data procedure by the HLR.

Here again in the current specification, the HLR is only updates after successful authentication and expects to see only one ongoing procedure at any time.  Should receive a second Location update, it can safely abort any other ongoing procedures on the assumption that the UE has moved to another MSC/SGSN before the procedure could complete.

Since any changes to MAP will only work with the updated HLR and MSC/SGSN will have to work with all versions of the HLR (in case of roaming users), an HLR or MAP update will not solve the problem.

Hence simultaneous HLR update and insert subscriber data is not considered feasible and hence connectionless query can only be used to check roaming restrictions configured in the MSC/SGSN.
The reject causes and frequency of MSC initiated ones

The following are the list of LA update reject causes specified in 24.008.  And whether the rejection is from the HLR or MSC.

	Cause value
	Purpose
	Originator

	# 2:
(IMSI unknown in HLR)
	IMSI not known in the HLR
	HLR

	#3, #6: Illegal MS/ME
	Invalid/stolen SIM/Mobile
	HLR/EIR

	#11 PLMN not allowed
	Roaming not allowed in this PLMN
	MSC:  for national roaming scenarios and  where HLR cannot be contacted.
HLR in other cases

	#12 LA not allowed
	Regional subscription
	HLR

	#13 Roaming not allowed in this location area
	Geographical Network sharing for national users only
	MSC

	#15 No suitable Cells in the LA
	Force UE to move to another RAT
	MSC where configured (typically national roamers).

HLR when subscriber data prevents access to a certain RAT


Thus it can be seen that the MSC initiated ones, highlighted in yellow are the only ones that can benefit from a connectionless query procedure.   And these are (apart from one exception where HLR cannot be contacted) for national roamers only.  

Summary

From the above discussion, we can draw the following conclusions:

1) Most cases where the UE is moving with the network and with Rel-6 terminals, it is possible to uniquely identify which CN to contact.

2) Under normal operation, we have enough time to query many CN operators

3) The scenario where the RAN does not know which CN operator to contact is limited to home users of the shared operators coming back after roaming and roamers (typically international) from other operators

4) For these cases, establishing an SCCP connection and sending the NAS message to one of the CN is a must to obtain UE id.

5) As seen from above, for international roamers, the rejection in almost all cases (except when HLR cannot be contacted) come from the HLR and hence using connection less procedures does not benefit here.

Hence the remaining scenarios are home users of the shared operators coming back to the network after roaming and national roamers that a connectionless query could be helpful.

Proposal

To address the above issue, an alternative solution mentioned in the SA2 TS is for the RNC to maintain a simple list of user PLMNids that each CN operator handles.
For home users of the shared operators and national roamers, once the CN obtains the UE id and informs the RAN and based on the above list, the RNC will always know which CN operator to contact and will almost always succeed in reaching the right operator on the second attempt.  

Thus in almost all cases where the Connectionless approach could be used, a simple table in the RNC is sufficient to limit the max number of CN attempts to two.  This is well within the timeout period available.

In worst case scenarios, the RAN could store the CN list and cause values across CS Attach attempts over different RRC connection attempts.

This combination provides a much simpler approach compared to defining new connectionless procedures over Iu and provide the same results in terms of delay figures and failure cases.

It is proposed to have a working assumption that the connectionless query will not be used.  If a scenario where it is beneficial is identified, then it can be reconsidered.
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