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Introduction

During the last two RAN3 meetings, it was discussed how to provide the Node B with the means to set appropriately the TNL QoS (e.g. Diffserv) in case of IP transport. It was agreed:

1- to go for an RNL solution (i.e. information carried by NBAP)

2- to go for a new TNL QoS IE, the semantic of which still remains to be defined.

This paper discusses the semantic of the TNL QoS IE. New issues relevant to the operator and which were not considered so far are explained to help define the IE.

Definitions

Traffic category solution: the values of the TNL QoS IE are vendor-specific. The intent is to associate a value to each of the (vendor-specific) traffic categories.
DSCP solution: the value of the TNL QoS IE is the DSCP that the receiving node has to use for uplink traffic.
Traffic Characteristics solution: the TNL QoS IE includes information to characterise the requirement of the traffic (e.g. delay or bitrate; however, the actual information is not defined). This solution is according to Motorola's preference, as far as we understand it.

Traffic category solution
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Traffic Characteristics solution
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Notation
We note fX, protocol the setting of the QoS field by the node X in the protocol protocol (X({SRNC, DRNC, NB}, protocol({RNSAP, NBAP, IP}). For instance:

· fSRNC, RNSAP represents the setting by the SRNC of the TNL QoS IE field in RNSAP. It takes as input the traffic category and gives as output a TNL QoS value. The traffic categories are specific to each vendor;
· fDRNC, IP represents the setting by the DRNC of the DSCP for uplink packets over the Iur. It takes as input the received value of the TNL QoS IE from RNSAP (=fSRNC, RNSAP(traffic category)) and possibly other internal information;

· fDRNC, NBAP represents the setting by the DRNC of the TNL QoS IE field in NBAP. It takes as input the received value of the TNL QoS IE from RNSAP and possibly other internal information.
In the previous text, "sets" means either "hard-coded" (operator has no control on the function f) or "configurable" (operator can define the function f by the means of a mapping table).

The resulting DSCP for an uplink flow belonging to a given traffic category is:

· on Iub, no drift: fNB,IP ○ fSRNC,NBAP (traffic category),

· on Iub, drift: fNB,IP ○ fDRNC,NBAP ○ fSRNC, RNSAP (traffic category),

· on Iur: fDRNC, IP ○ fSRNC, RNSAP (traffic category).
1st step towards a solution (operator requirement #1): inter-operability

It shall be possible to inter-operate vendors over the Iur.

Analysis

A node B receives requests from the CRNC and it has to interpret the received TNL QoS value to set the DSCP field. Because of the drift case, the Node may receive TNL QoS values according to different vendors. In all cases, the Node B shall be able to interpret correctly the received values.

[image: image1.emf] 

DRNC (Iur) or Node B (Iub)   RNC  

Flows are classified as belonging to  a given Traffic Category.   (This process is vendor - specific  because traffic categories are  vendor - specific)  

Incoming flows  

Traffic  category#1  

    DSCP  Marking  

DSCP#j  

DSCP#1  

Each Traffic Category is mapped  on one DSCP value  

Traffic  parameters  

Traffic  category# 2  

Traffic  category# n  

RNSAP/   NBAP  


In order that the Node B be able to interpret the received TNL QoS IE, it is necessary that:

· either the TNL QoS IE is completely specified, so that the meaning of the field is independent of the vendor. The DSCP solution and the Traffic Characteristics solution fall into this category;

· or the values set by different vendors for the TNL QoS IE cannot overlap:

· this is possible by configuration: fSRNC, RNSAP and fSRNC,NBAP shall be configurable;

· or the DRNC is able to translate the received TNL QoS IE from RNSAP into a TNL QoS IE in NBAP such that each value from vendor1 is possibly allocated a new value on the Iub, i.e. fDRNC,NBAP performs such a translation. We can see that fDRNC,NBAP shall be configurable and needs to be dependant on the vendor of the SRNC. Because of that, we do not believe this last bullet is viable.

2nd step towards a solution (operator requirement #2): adaptability to the transport network – part 1
To make best use of the transport network, it shall be possible for the operator to have two different DSCP for two different traffic categories. 
Analysis (SRNC=CRNC to make it simple)
Formally, it shall be possible that, for each i ≠ j, there is a configuration that allows:

fNB, IP ○ fRNC, NBAP (i) ≠ fNB, IP ○ fRNC, NBAP (j). (1)
Case 1: fNB, IP  and fRNC, NBAP cannot be configured by the operator

Ruled out for obvious reasons.

Case 2: fNB, IP can be configured by the operator and fRNC, NBAP cannot

In that case, the requirement (1) implies that fRNC shall be injective (i.e. two traffic categories have different values of TNL QoS).
Case 3: fNB, IP cannot be configured by the operator but fRNC, NBAP can.

In that case, fNB, IP shall be injective (i.e. two TNL QoS values have different DSCP).

The simplest implementation would then to have fNB, IP being simply the function identity, "copy the TNL QoS value in the DSCP field", and there is no reason anyway to have any other more complex function.

This case corresponds to the "DSCP solution" in Nortel's paper R3-031367.

Case 4: fNB, IP and fRNC, NBAP can both be configured by the operator

This allows to fulfil the requirement.

3rd step towards a solution (operator requirement #3): adaptability to the transport network – part 2

It shall be possible to go through different Diffserv domains, taking the Iur also into account.

Analysis

The DRNC receives a TNL QoS IE from the Iur. It can use this IE:

1- to set the TNL QoS IE on the Iub,

2- and to set the DSCP field for uplink packets on the Iur.

With the DSCP solution, and in case the Diffserv domains are not the same on the Iur and on the Iub, the DRNC has to translate the received value of TNL QoS IE (=DSCP value) received from RNSAP into a new DSCP value to include in the TNL QoS IE sent on NBAP. However, may be that there is no surjective mapping (i.e. it is not possible to use every PHB of the Diffserv domain of the Iub).

=> In that case, the DSCP solution can still work but it does not make full usage of the capabilities of the transport network over the Iub.  It is not optimum. Therefore, Orange can agree to rule out the DSCP solution as the only solution.

Conclusion

According to the previous analysis, and in order to fulfil the operators' requirements, it appears that: 

· either the TNL QoS IE needs to be fully specified (but it cannot be the DSCP). One solution could be the Traffic Characteristics solution,

· or the TNL QoS IE needs to be configurable in the SRNC (fRNC, RNSAP), DRNC (fDRNC, IP) and Node B (fNB, IP). Note that it is then possible to have fRNC, NBAP = fRNC, RNSAP and fDRNC, NBAP = Identity, which is simple.
In other words, a solution could be: the setting of the TNL QoS IE over Iur (RNSAP) and Iub (NBAP) shall be configurable (and the configuration can be the same for both interfaces). In case of drift, the DRNC can copy the received TNL QoS IE as is in NBAP. Finally, the setting of the DSCP field for uplink traffic shall be configurable (dependant on the Diffserv domain).
Examples of CRs are available in R3-031687 and R3-031688.
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