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1. Introduction

The handling of early UE was discussed several times in TSG-RAN and also the RAN-WG2, RAN-WG3. In order not to cause any system impact when activating some features that are not working in some UE implementations, it has been agreed that the UE version information (such as IMEI-SV or indication) should be available in RNC.  A revised Study Item description[2] was provided by RAN-WG2#32. 

The study item description revised by RAN-WG2#32 [2] said:

The candidates, as a complement to the new TR (equivalent to 09.94), were:

1) Hooks included into some early RRC messages; hook may be IMEI-SV, derived from IMEI-SV, or other indication

2) Extension mechanism to the RRC messages allowing rel-99 corrections (e.g. when rel-4 changes needs to be backwards compatible)

3) IMEI-SV solution to the CN, with an indication to the RAN; indication may be derived from IMEI-SV or may be IMEI-SV itself.
This contribution discuss point No.3 i.e. “IMEI-SV solution to the CN, with an indication to the RAN; indication may be derived from IMEI-SV or may be IMEI-SV itself.”
2. What kind of information should be available in RNC

According to the study item description [2], the indication derived from the IMEI-SV that is to be transferred from the CN to the RAN, has two candidates:

Candidate No.1 : IMEI-SV itself

Candidate No.2 : bitmap derived from IMEI-SV 

The following sub-chapters discuss the impacts of these two candidates.

2.1  Candidate No.1: IMEI-SV transferred from the CN to the RNC

The CN has to initiate IDENTITY REQUEST message to the UE asking for the IMEI-SV. This is current message in 24.008 and therefore no impact on UE side. 

In the Iu interface the IMEI-SV should be transferred from the CN to the RNC, it has to be in the RANAP: DIRECT TRANSFER message(CN->RNC) and PAGING message. Addition to that, RANAP: RELOCATION REQUEST message and RELOCATION REQUIRED message should also include IMEI-SV when in the SRNS Relocation (assuming the IMEI-SV is transferred in the Source RNC to Target RNC Transparent Container).

The RNC has to have a IMEI-SV data base to map information e.g. what features that should not be activated for a particular version of the UE or a fault is present in a particular version of the UE. An example has been given in [3], “say 40 UE manufacturers, 10 models each, 5 software versions per model gives 2000 entries, all with potential different treating”. The OAM process has to be carried out in order to update the data base. One consequence is that, it may be difficult to manage when the data base become bigger and bigger. However, this kind of OAM process is not needed to standardize. 

Our understanding of this candidate is that, after the RNC receives the IMEI-SV, the RNC can trigger its own special action to handle the faulty UE. That means the action that the RNC takes is not necessary to standardize. 

One advantage of this candidate is that, a quick action can be taken by the operator as soon as a fault is found in a version of UE by means of updating the IMEI-SV data base in the RNC. However, since the way to handle the faulty UE is not necessary to specify in standard, it would be difficult for all the vendors to handle the UE in a fair manner. Moreover, it might be difficult for the RNC vendor to choose an action that can work for all UEs from different vendors.

Summary of this “IMSI-SV” candidate:

· No impact on UE

· IMEI-SV has to be added in RANAP: DIRECT TRANSFER message(CN->RNC), PAGING message, RELOCATION REQUEST message and RELOCATION REQUIRED message(assuming the IMEI-SV is transferred in the Source RNC to Target RNC Transparent Container)

· RNC has to create a new huge IMEI-SV data base (however no need to standardize)

· No need to specify the way of handling the faulty UE in the standard

· Quick action can be taken by operator as soon as a fault is found in a version of UE

2.2  Candidate No.2: Bitmap derived from IMEI-SV transferred from the CN to the RNC

2.2.1 Content of the bitmap

Bitmap derived from IMEI-SV with each bit indicates what fault(s) is(are) or not present in that UE. This is shown as below:
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For example: 

· Bit 0=0 means the fault A is not present

· Bit 0=1 means the fault A is present

· Bit 1=0 means the fault B is not present

· Bit 1=1 means the fault B is present

· ......

Figure 1  The bitmap

The content of the bitmap can be kept empty if no fault is found so no special handling is needed. However, the bit has to be allocated and the way of handling the faulty UE has to be defined in standard when a fault in a version of UE is found later. One question may be that how many bits should be defined in advance? Since ASN.1 in RANAP has a extension mechanism, there is no need to worry how many bits would be enough for future.

This bitmap has to be transferred from the CN to the RNC in the RANAP: DIRECT TRANSFER message(CN->RNC), PAGING message and also, RELOCATION REQUEST message and RELOCATION REQUIRED message when in the SRNS Relocation(assuming the bitmap derived from IMEI-SV is transferred in the Source RNC to Target RNC Transparent Container). When such bitmap is received, the RNC simply just perform appropriate handling according to the indication in the bitmap.

2.2.2 Impact on the CN

The impacts on the CN is shown as follow. 

The CN can obtain the IMEI-SV from the UE by initiating IDENTITY REQUEST message (This is current message in 24.008 and therefore no impact on UE side).  Once the IMEI-SV is obtained, the CN needs to convert the IMEI-SV to the bitmap. There are two alternatives to perform this conversion:

· The IMEI-SV data base is kept in every CN node by the OAM

· A dedicated CN node perform the IMEI-SV bitmap conversion. EIR (Emergency Identity Register) could be a candidate. 

The first alternative is simple than the other because only OAM process is needed. One consequence is that, it may be difficult to manage when the data base become bigger and bigger. However, this kind of OAM process is not needed to standardize.

The second alternative, the EIR is introduced in GSM system in order to detect a stolen mobile using IMEI. This alternative, however would cause much more work in the standardization: A new procedure, which is to request the conversion from the IMEI-SV to the bitmap from the MSC/SGSN to EIR, need to be defined in the f interface (between MSC and EIR) and Gf interface(between SGSN and EIR). The MAP specification is used in the f and Gf interfaces therefore significant impact on MAP specification is foreseen. Moreover, it has to also add a new functionality in EIR to handle the IMEI-SV. 

Based on above discussion, the IMEI-SV data base kept in every CN node by the OAM is easier since there is no need to do the extract standardization work on MAP specification.

2.2.3 Other potential issue

Regarding this “bitmap derived from IMEI-SV” candidate, there is one potential issues to be confirmed. If the IMEI-SV data base is kept each in MSC and SGSN respectively, it could happen that different contents contained in each data base during the refreshment. The refreshment could be a short time period but if relocation is processing during this short time period, the target RNC may receive two different bitmaps from MSC and SGSN (assuming the CN send the bitmap to the target RNC).  This issue, however, can be ignored because the refreshment will not happen frequently and even if two different bitmap is received, the RNC can always handle the last received bitmap as the only one.

Summary of this “bitmap derived from IMEI-SV” candidate:

· No impact on UE

· The bitmap should be added in RANAP: DIRECT TRANSFER message(CN->RNC), PAGING message, RELOCATION REQUEST message and RELOCATION REQUIRED message (assuming the bitmap derived from IMEI-SV is transferred in the Source RNC to Target RNC Transparent Container).

· The content of the bitmap can be kept empty if no fault is found; However, the bit has to be allocated and the way of handling the faulty UE has to be defined in the standard when a fault in a UE is found later.

· The IMEI-SV data base is kept in every CN node by the OAM (however no need to standardize)

3. Evaluation of two candidates

From the study in 2.1 and 2.2, it can be seen that both candidates do not have impact on the UE; the level of impact on both RNC and the CN are almost the same. A clear difference is that whether the way of handling the faulty UE has to be specified or not. From the perspective of standardization, the candidate No.2 (i.e. bitmap derived from IMEI-SV) should be the adopted because by specifying a standard way to handle the faulty UE, all RNC vendors can handle all the UE from different vendors in a same and fair manner.

4. Conclusion and Proposal

The Early R99 UE handling issue, with regards to the solution of “IMEI-SV to the CN, with an indication to the RAN” (based on the study item description in [2]), two candidates: IMEI-SV itself to be transferred from the CN to the RNC or Bitmap derived from the IMEI-SV transferred from the CN to the RNC, have been studied. 

It is concluded that the candidate No.2 (bitmap derive from IMEI-SV) has more advantage than the other.

NEC proposes to adopt the second candidate (i.e.  bitmap derive from IMEI-SV to be transferred from the CN to the RNC).

References

[1] R2-022655 Study Item Description Early UE handling in UTRAN
[2] RP-020449 Methods to handle early mobiles (source Vodafone Group)






_1095602765.doc


0    1    2    3    4    5    6    7
















