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1. Overall Description:

CN1 would like to thank SA5 for their LS and discussed the CN1 actions listed therein. 

CN1 sees no need to introduce an activation/deactivation procedure for tracing on a SIP level, due to the following reasons:

· all SIP signalling related to a user is already signalled between P- and S-CSCF, therefore both entities hold all information relevant for tracing;

· non-integrity protected messages (besides REGISTER) are rejected by the P-CSCF and not sent further on to S-CSCF. CN1 regards that this case should be subject to tracing, but sees no requirement that the S-CSCF needs to activate tracing for such a failure procedure which is local to the visited netowrk.

· other failure cases at the P-CSCF (e.g. message is incorrectly integrity protected) are handled on the IPSec layer, i.e. the SIP layer does not get aware of e.g. message discarding. CN1 sees no requirement to introduce a tracing mechanism at the IPSec layer;

· as S- and P-CSCF are aware of all SIP signalling going on, CN1 thinks that an entity should not be able to put the SIP related tracing task to a remote entity.

If SA5 is of the opinion that such a mechanism is still needed, then CN1 asks SA5 to give a more detailed list of requirements, especially 

· to indicate which data needs to be traced at the different entities;

· to give more guidance e.g. by message flow diagrams;

· to indicate more clearly when such a request for activation/deactivation can take place, e.g 

· only when other SIP messages are sent or also stand-alone (Transporting a activate/de-activate in existing SIP flows is much easier than sending them stand-alone); 

· only when a user is registered (As neither S- and P-CSCF are allocated for an unregistered user, CN1 does not assume that this is needed).

Furthermore CN1 wants to indicate that if such a mechanism needs to be introduced in SIP, this will involve also IETF work: 

· if the activate/deactivate indication can be transported in already existing call flows (without adding further message flows), then a new SIP header is needed;

· if this indication must be transported independently of existing call flows than it needs to be evaluated if this indication can be sent by an existing SIP message - currently there seems to be no appropriate message in SIP. Defining a new SIP message involves a lot of effort and has not a good chance to be accepted by IETF.

2. Actions:

To SA 5 group.

ACTION: 
CN1 kindly asks SA5 to discuss the above made statements and reply to CN1 if a SIP based tracing activation/deactivation mechanism is required. If such a mechanism is required, SA5 is asked to specify the requirements in more detail, as shown above.
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