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1 Introduction

Currently the necessary Iub Link Management procedures within NBAP specifications are ffs. It is beneficial to discuss the behaviour of the Network Elements (NEs) in the event of an Iub signalling link failure. This paper’s focus is on the behaviour of the RNC and Node B in the event of a signalling link failure. This paper does not focus on how link failures are detected and reported. The need for understanding the RNC and Node B behaviour in the event of a link failure is important because the actions taken at the NEs must be compatible. 

2 Discussion

It is assumed that there is some mechanism that is activated immediately after the L2 signalling protocol (SAAL-UNI) has been established that monitors the Iub signalling link health. This L2 mechanism is responsible for reporting the signalling link failures to the L3. It is also assumed that the L2 mechanism has attempted re-establishing the link a number of times before reporting the link failures to the L3. The L3 behaviour at the RNC and the Node B varies based on the detection of the link failure. Due to a variety of circumstances, it is possible that the RNC and the Node B can detect link failures at different times. In such an event, the NE that detects the link failure first may take actions affecting the state of calls and then re-establish signalling before the other NE determines anything is amiss above the L2 level.  This possibility for actions unknown to the other NE may lead to an incompatible state. This paper proposes that NEs delay the link re-establishment procedures for a time interval to avoid such scenario. 

Link failures may be categorised as two types based on the duration of the link failure: 1) A link fails but re-establishes before the expiration of a predefined time interval TLO, 2) The link fails for a prolonged period of time greater than TLO.  The timer value TLO represents the time in which re-establishment is allowed to occur with no actions taken by a NE.  The timer value TLO is operator settable and is based on timer values in L2 activity detection schemes.  The first category of link failures may occur because of link bouncing due to events like processor failures leading to errors during software switchover etc.  The second category of link failures represents a failure that requires NE action.  This second category of failure requires the introduction of the timer TDelay_reestablish. This timer ensures that both NEs detect the signalling link failure and take appropriate actions.  The timer value TDelay_reestablish is operator settable and is based on the timer value TLO and the timer values in the L2 activity detection schemes. The following sections discuss how link failure and link re-establishment are to be handled by the RNC and the Node B based on the link failure type. The timer values TLO, and TDelay_reestablish utilised are in the domain of implementation specific O&M and are not described here in the paper.

2.1 Link Failure handling at the Node B

If the Node B detects the failure of the Iub signalling link, it shall start a link outage timer TLO. If the link re-establishes before the TLO expires no action shall be necessary on the part of the Node B. If the link outage persists after the timer TLO expires, the Node B shall locally release all radio links. The Node B shall also stop all activity on the common channels (FACH, BCCH, DSCH, SCH, etc.,) and turn off transmitter power for all physical channels. The Node B shall wait for a time equal to TDelay_reestablish to ensure that the RNC has also detected the link failure, before attempting to re-establish the signalling link.

2.2 Link re-establishment handling at the Node B

When the Node B detects a signalling link failure and after the Iub signalling link is re-establishes, the Node B shall send an Audit Required message to the RNC. The Node B shall expect the RNC to respond with an NBAP AUDIT REQUEST message. If there is no response from the RNC, the Node B shall repeat the Audit Required message. The usage of the Audit procedure on link re-establishment ensures that resource states between the Node B and the RNC are synchronised. Call state synchronisation occurs due to the delay in re-establishment of the signalling link.

2.3 Link Failure handling at the RNC

If the RNC detects the failure of an Iub signalling link, it shall start the link outage timer TLO. If the link re-establishes before timer expiry, the RNC shall not take any action. If the link outage persists after the timer expires, the RNC shall release all radio links associated with the Node B.  The handling of radio links to Ues depends on the state of the UEs. The radio links for UEs in macro diversity shall be released by the RNC by using the radio link delete procedure. The RNC shall release radio links to UEs that are using a DCCH on common channels. The UEs which are attempting to connect to the cell and are in the midst of signalling shall be allowed to drop to idle mode. The RNC shall wait for a time period TDelay_restablish, which is long enough for Node B to detect the link failure, before attempting to re-establish the signalling link. 

2.4 Link re-establishment handling at the RNC

The RNC after link re-establishment shall send to the Node B an AUDIT REQUEST message to initiate the audit process. The RNC shall ignore an AUDIT REQUIRED message received from the Node B after sending the AUDIT REQUEST message.

3 Proposal

Include section 2 on handling of the link outage by the RNC and the Node B in section 8.2.3 on Iub link management of TSG RAN specification 25.433 v1.4.4.


























































































































