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Introduction
In RAN2#95bis meeting, apple has proposed a series of CRs to correct RRC Connection Release with GERAN redirection [1]. In this contribution, we share our views on this issue.
Discussion
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Our real networks have suffered from fake base stations for a long time. Traditionally, the fake base stations are fake GERAN BSs. They leverage the loophole of one-way authorization to send fraud SMS to UEs. Thanks to bidirectional authorization in LTE, we had not seen fake LTE BS until this year. Unfortunately, this year, some fake LTE BS schemes have been published. The common point is that they can kick UE to another fake GERAN BS and then send fraud SMS to UE through the fake GERAN BS again. 
In order to attract UEs to connect to the fake LTE BS rather than stay in RRC_Idle, The fake BS is always configured with a different TAC which is different from the nearby BSs. As soon as the UE reselect to the fake LTE BS, UE recognizes the TAC in SIB1 is not in its TAU list. UE sends TAU request to the fake BS. Then the fake LTE BS sends TAU reject and follow with an RRCConnectionRelease message. The RRCConnectionRelease message contains GERAN redirection information, which redirects the UEs to another fake GERAN BS. Then the traditional fraud procedure is performed again in the Fake GERAN BS.
[bookmark: OLE_LINK5]In RAN2#95bis meeting, apple has proposed to add ‘redirectedCarrierInfo to geran is only included after successful security activation’ to RRCConnectionRelease for Rel-10/11/12/13.[1] This method is one of the ways to protect release message. Actually in our real network, CSFB is performed before AS security activation. So we need to upgrade all our LTE eNBs to activate AS security before CSFB. In addition, the compatible impact on CSFB also needs consideration. When a Rel-10 UE supporting this feature camps on a Rel-8 LTE eNB, the RRCConnectionRelease containing CSFB message is not AS security protected. The Rel-10 UE may probably ignore the redirection message, which causes Rel-10 UE cannot perform CSFB in Rel-8 LTE network. This problem can be solved by UE bypass this check whenever realizes the release of BS is before Rel-10. However, the problem is, if the fake BS pretend as a Rel-8 BS, the UE will not perform this check, either. 
In general, the key point is to protect UE from being redirected to GERAN by fake LTE eNB. We propose RAN2 to discuss this problem.
Proposal: RAN2 is kindly asked to discuss this problem.
Conclusions
In this paper, we have discussed redirection to GERAN and have the following recommendations:
Proposal: RAN2 is kindly asked to discuss this problem.
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