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1. Introduction 
RAN3 is working on different deployment scenarios and different split options on the network side. In this paper we look into RAN2 impacts due to these different options especially mobility involving NR SeNB and security requirements in NR SeNB.

2. Discussion

2.1 Mobility involving NR SeNB
DC mobility resulted in L2 reset both on MCG and SCG side depending on the scenario. For example, mobility involving MCG generally results in both MCG and SCG L2 reset and mobility involving SCG involves reset of SCG L2. We look into the scenario where NR gNB is the secondary eNB. 
RAN3 is working on following main deployment scenarios for NR:
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[The discussion below should be transparent to Option 3/3a, 4/4a and 7/7a of deployment scenarios being discussed in RAN3 as these options discuss the choice between EPC and NG-CN]
Scenario 1: a full protocol stack is supported in the gNB. 

It is our assumption that one or more cells will be controlled by the gNB. For tight interworking, LTE cell may have overlaid coverage or vice versa. Mobility between gNBs when configured as SeNBs in tight interworking should use LTE DC inter-SeNB mobility as baseline i.e. resetting the whole SCG protocol stack and setup with the received configuration. This should include LTE enhancements for SCG change like RACH less handover.

Observation 1: Inter SeNB mobility involving gNBs could be based on inter SeNB mobility in DC. 
Any mobility between cells belonging to the same gNB in tight interworking needs further study. For example, PSCell change within the same SeNB can take place without any impact on MCG resources or without the need to re-establish NR-PDCP for a SCG bearer. If random access procedure is not required then the need for NR SCG-MAC reset should be studied further.
Observation 2: Intra SeNB mobility involving cells belonging to the same gNB should be studied further.

Scenario 2: Centralisation of upper layers on NR protocol stack. 
RAN3 is discussing following split options between CU and DU:
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Starting from the top of the protocol stack, if NR-PDCP is centralised for a SCG bearer then any mobility between SCG gNB cells won’t require resetting of NR-PDCP entity. This is different compared to DC SCG Change procedure. 
If SCG-RLC is centralised and does not relocate with mobility then probably there is no need to re-establish SCG-RLC with PSCell change procedure as well.
SCG-MAC is currently reset with SCG change procedure and should be studied further if it can be avoided with different options e.g. when common scheduler is used for different transmission points.

Observation 3: Mobility involving different split options between CU-DU may result in different configurations to be provided in the HO Command.

Scenario 3: Urban macro deployment and load balancing between cells. 
Signalling reduction may not be achieved if cells are of comparable size but throughput gains may still be possible and hence not ruled out. Any mobility should be modelled as Inter MeNB HO. DC configuration is released and may be included in HO Command for inter MeNB mobility. Same mechanism may be used for tight interworking 
Observation 4: Inter MeNB mobility where either LTE or NR is the master should be based on LTE DC inter MeNB HO (both options of keeping and removing SeNB).
From UE point of view, there is no need to visualise different deployment options and split options. UE shall act based on the received HO command, based on LTE DC, with few possible enhancements depending on different deployments and split options for which UE shall be transparent and should focus on:
· If NR SCG-PDCP needs to be reset

· If NR SCG-RLC needs to be re-established

· If NR SCG-MAC needs to be reset

Proposal 1: Different deployments and split options shall not be visible to the UE. However, different configuration should be possible and studied further. 
2.2 Security for SCG bearer in tight interworking
It is proposed by [2 ] [3] that NR security should not be linked to cell identity and security keys should be changed only if PDCP entity is relocated. 

For tight interworking, when PSCell change occurs or intra SeNB SCG change occurs then it should not be mandatory to perform SKeNB change. However, PDCP Count rollover and shortage of DRB identities should result in the change of keys.
Proposal 2: Security in tight interworking to be studied along with standalone NR security
3. Conclusion
We propose RAN2 to discuss and agree on following observations and proposals:

Observation 1: Inter SeNB mobility involving gNBs could be based on inter SeNB mobility in DC. 
Observation 2: Intra SeNB mobility involving cells belonging to the same gNB should be studied further.
Observation 3: Mobility involving different split options between CU-DU may result in different configurations to be provided in the HO Command
Observation 4: Inter MeNB mobility where either LTE or NR is the master should be based on LTE DC inter MeNB HO (both options of keeping and removing SeNB).
Proposal 1: Different deployments and split options shall not be visible to the UE. However, different configuration should be possible and studied further

Proposal 2: Security in tight interworking to be studied along with standalone NR security

4. References

[1] R3-162527: TR 38.801 V 0.6.0
[2] R2-166909: Security consideration for NR, Huawei
[3] R2-166781: Security in NR Ericsson
