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Introduction
Within the course of Release 13, two Work Items including 3 functionalities for LTE WLAN radio interworking:
· “LTE-WLAN RAN Level Integration and Interworking enhancements” in RP-150510 

· Functionality LWA: to provide a RAN level aggregation solution with upgraded WLAN (connected to the eNB via an introduced Xw standard interface) based on transfer of LTE PDCP packets over WLAN,
· Functionality RCLWI: to provide RAN controlled traffic steering between LTE and WLAN,
· “LTE-WLAN RAN Level Integration supporting legacy WLAN” in RP-151615 but without upgraded WLAN

· Functionality LWIP: IP tunnelled traffic between eNB and UE over WLAN based on transfer of LTE PDCP packets over WLAN.
Still the traffic from a user preferred WLAN (within homes, businesses etc.) remains out of control of the operator because such traffic is controlled by the UE.
Only the functionality LWIP (IP tunnelled traffic between eNB and UE over WLAN) could provide quality of service and service continuity for the user’s traffic when connected to the user preferred WLAN traffic to the operator.
Discussion
1. Problem Description

In Release 10, the offloading between LTE/Wi-Fi radio accesses is controlled by the UE while prioritizing the user preference for WLAN which are kept local to the UE. The Core Network is though made aware of the UE location and connection to a WLAN thanks to ANDSF providing the WLAN location, as per TS 24.312 section 5.6.24 ANDSF / UE Location / WLAN Location.

In Release 13, the LTE-WLAN RAN Level Integration and Interworking enhancements are meant to allow the RAN to control the offloading between LTE/Wi-Fi radio accesses or both to allow the best access network for different individual LTE data streams. This feature is based on a WLAN mobility set provided by the eNB. Thus the WLAN set is controlled by the eNB.
When it comes to a user connected to a user preferred WLAN, such user preferred WLAN is not provided to the eNB. Then, user’s traffic from the user preferred WLAN cannot benefit from quality of service and service continuity provided by the mobile radio operator.
Observation: It is beneficial for the radio operator to provide quality of service and service continuity for the user’s traffic when the user is connected to a user preferred WLAN.

2. Solution to the Problem
The system architecture Figure below based on TS 23.402 [1] shows, by connecting the user preferred WLAN to the 3GPP access, how the user’s traffic from/to a user preferred WLAN can be controlled by the operator. 

[image: image1]
Figure: Non-Roaming Architecture within EPS

However, the LWIP feature would allow to establish an IP secured tunnelling between eNB and UE over the user preferred WLAN.
The user preferred WLAN identifier would need to be provided to eNB as part of the current WLAN mobility set framework. Currently, as part of the WLAN status monitoring procedure, the WLAN identifiers are included when the WLAN connection is successful [3]. A trivial change to the specification as shown in the proposed text below, would allow to provide the UE associated user preferred WLAN identifier to the eNB.
Proposal: RAN2 to discuss and agree to include the user preferred WLAN identifier along with       
                 failureInternal indication when the UE connects to another WLAN based on user preferences.
Conclusion

It is proposed to discuss and decide on the following: 
Observation: It is beneficial for the radio operator to provide quality of service and service continuity for the  

                       user’s traffic when the user is connected to a user preferred WLAN.

Proposal: RAN2 to discuss and agree to include the user preferred WLAN identifier along with       

                 failureInternal indication when the UE connects to another WLAN based on user preferences.
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Appendix

The following text proposal considers changes to Running CR to TS 36.331[3].
5.6.X.5
 WLAN Status Monitoring

The UE shall:

1> if WLAN connection is successful:

2> set the status in VarWLAN-Status to successfulAssociation;

2>
set the wlan-IdentifiersAssociated in VarWLAN-Status to the one belonging to the successfully connected WLAN; 
2>
if timer T360 is running:

3>
stop timer T360;
3> perform WLAN Connection Status Reporting procedure in Section 5.6.X.3; 
1> if WLAN connection fails: 
2> if the failure is due to WLAN radio link issues:

3>
set the status in VarWLAN-Status to failureRadioLink;
2>
if the failure is due to internal UE problems related to WLAN (e.g. connection to another WLAN based on user preferences or user turning off WLAN connection):

3>
set the status in VarWLAN-Status to failureInternal;
3>
if the failure is due to connection to another WLAN based on user preferences:

4> set the wlan-IdentifiersAssociated in VarWLAN-Status to the connected to WLAN;
2>
if the failure is due to connection rejection from WLAN:

3>
set the status in VarWLAN-Status to failureConnReject;
2>
else:

3>
set the status in VarWLAN-Status to failureOther;
2>
perform WLAN Connection Status Reporting procedure in Section 5.6.X.3;
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