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1
Introduction
In 3GPP RAN2 #91Bis, good progress was made for Relay operation. However, there are some remaining open issues. In this document, we discuss all the open issues and propose solution.
2
Discussion
2.1 Open issue 1: L2 ID Collision and AS involvement

As discussed in RAN2#91Bis, that SA3 has requested to reserve three LCIDs for PC5-SP messages. Upper layers to establish one to one communication between two UEs (including one to one communication for Relay operation) will use these messages. As indicated in [1], that there are two phases in one to one communication:

Phase 1: One to one connection establishment.

Phase 2: User data exchange between two UEs after connection establishment.

It is clear that once connection is established between two UEs then chances of L2 ID collision can be ignored because chance of two pair of UEs using same source and destination L2 addresses is very low.
In case of Phase 1, it is possible that there can be L2 ID collision. CT1 has agreed in [2] a mechanism where upper layer handles detection and correction of L2 ID collisions. 
	10.x.2.5
Direct link setup procedure not accepted by the target UE
If the direct link setup request cannot be accepted, the target UE shall send a DIRECT_COMMUNICATION_REJECT message. The DIRECT_COMMUNICATION_REJECT message contains a PC5 Signalling cause value set to one of the following cause values:
#1:

Direct communication to target UE not allowed; or

#2:

Authentication failure.

For a received DIRECT_COMMMUNICAITON_REQUEST message from a Layer 2 ID (for unicast communication), if the target UE already has an existing link established to the UE known to use this Layer 2 ID or is currently processing a DIRECT_COMMUNICATION_REQUEST message from the same Layer 2 ID, but with User Info different from the User Info IE included in this new incoming message, the target UE shall send a DIRECT_COMMUNICATION_REJECT message containing PC5 Signalling Protocol cause value #3 "Conflicting Layer 2 ID usage".
Upon receipt of the DIRECT_COMMUNICATION_REJECT message, the initiating UE shall stop timer T4100 and abort the Direct link setup procedure.


Observation 1: During one to one connection establishment there can be L2 ID collision. CT1 has specified mechanism to handle the detection and correction of L2 ID collision.

Proposal 1: No special mechanism is required at AS layer to detect / correct L2 ID collision.
2.2 Issue 2: Interruption minimization
	FFS if additional optimization to minimize interruption when moving from out-of-coverage to in-coverage are needed and whether T300 is needed.  


When UE is moving from out of coverage to in-coverage, then UE will already have a connection to a Relay UE (if Relay UE is available). It is already agreed that Remote UE can connect to a Relay if RSRP is below a configured threshold. Therefore, when UE is moving from out of coverage to in-coverage it can keep on using Relay as long as RSRP is below configured threshold. If eNB has not provided Mode 2 resource pool then UE is required to connect to eNB, an UE can use exception pool only after some time. As an optimisation compared to Rel-12 we can allow Remote UE to use exception pool. However, it is possible that UE will take quite a long time before RSRP goes above the threshold and UE will keep on using exception pool. Exception pool in Rel-12 was considered small pool, which was designed for small duration. To avoid complexities of again getting into exception pool discussion we think it is better not to optimise Rel-12 behaviour. 
Observation 2: When UE is moving from out of coverage to in-coverage, it can keep on using Relay UE (if available) as long as RSRP is below configured threshold.

Proposal 2: No need for any additional optimization to minimise interruption when Remote UE is moving from out-of-coverage to in-coverage. 

2.3 Issue 3: Control of Remote UE behaviour

It is agreed that there is a threshold for Remote UE to transmit Model B discovery message. So if Model B is supported Remote UE operation is controlled because Remote UE will not perform communication with Relay before performing discovery. However, in case of Model A discovery it is agreed that it is up to UE implementation to start discovery monitoring. Due to this, once Remote UE detects any Relay it is free to start D2D communication (to connect to the Relay UE) any time if SIB provides transmission pool (even when Remote UE is in very good coverage). It is therefore important that Remote UE behaviour be controlled.

Proposal 3: Remote UE is required to respect configured threshold for any D2D (discovery/communication) transmission for Relay operation.
2.4 Issue 4: Remote UE behaviour with respect to stopping Relay Operation

When Remote UE is in IDLE state it can start using Relay UE if RSRP goes below a threshold. When RSRP goes above this threshold Remote UE should stop performing Relay operation.

Proposal 4: When Remote UE is in IDLE state it can start using Relay UE if RSRP goes below a threshold. When RSRP goes above this threshold Remote UE should stop performing Relay operation.
Proposal 4a: To avoid ping pong effect hysteresis is introduced.

When Remote UE is in Connected state it is up to eNB to allow the UE to connect to Relay UE or not. Similarly, once Remote UE is allowed to connect to Relay UE and Remote UE is still in RRC_CONNECTED state it is up to eNB to indicate Remote UE to stop Relay Operation. Since this Remote UE can be using normal D2D and Relay operation simultaneously so RRCConnectioReconfiguration message should have explicit indication to stop Relay Operation.

Proposal 5: Remote UE can be using normal D2D and Relay operation simultaneously so RRCConnectioReconfiguration message should have explicit indication to stop Relay Operation.

2.5 Issue 5: AS involvement in deciding when to switch allowed traffic between Uu and PC5
In Rel-12 it is possible to use WAN and D2D simultaneously. From AS layer point of view using Uu or PC5 for allowed traffic is same. So nothing is required to be specified in AS specification with respect to path switch for allowed traffic.

Proposal 6: Nothing is required to be specified in AS specification with respect to path switch for allowed traffic.

2.6 Issue 6: Discovery and communication collision, how/when to prioritise one over other

In Rel-12, communication was prioritised over discovery; however, due to Relay operation it is important to transmit/receive discovery messages. To take care of this situation eNB can indicate if Rel-12 behaviour is followed or discovery is prioritised over communication.
Proposal 7: eNB can indicate if Rel-12 behaviour is followed or discovery is prioritised over communication.
2.7 Issue 7: PDCP header for one to one communication

SA3 has made following agreements [3]:

	6.X.6.4
Security contents in the PCDP header

The 16-bit KD-sess ID and 16-bit Counter parameters are carried in the PDCP header, along with any MAC that is needed for integrity protection. This is illustrated in the Figure 6.X.6.4-1.
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Figure 6.X.6.4-1: Security contexts of the PDCP header for one-to-one communications




KD-sess ID and counter are 16 bit value similar to PTK ID and counter field in Rel-12 PDCP header. However, for one to one case PGK ID field of Rel-12 PDCP header is not required. We think that it is important to keep the flexibility hence SDU Type field of Rel-12 PDCP header should also be used. Considering all these points, Rel-13 PDCP header is shown in Figure 1:
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Figure 1: PDCP PDU format for one-to-one communication
Proposal 8: Consider PDCP PDU format given in Figure 1 as PDCP PDU format for one to one communication.
3
Conclusion 

In this contribution, we discussed open issues of Relay operation. We propose:
Proposal 1: No special mechanism is required at AS layer to detect / correct L2 ID collision.
Proposal 2: No need for any additional optimization to minimise interruption when Remote UE is moving from out-of-coverage to in-coverage. 

Proposal 3: Remote UE is required to respect configured threshold for any D2D (discovery/communication) transmission for Relay operation.

Proposal 4: When Remote UE is in IDLE state it can start using Relay UE if RSRP goes below a threshold. When RSRP goes above this threshold Remote UE should stop performing Relay operation.
Proposal 4a: To avoid ping pong effect hysteresis is introduced.

Proposal 5: Remote UE can be using normal D2D and Relay operation simultaneously so RRCConnectioReconfiguration message should have explicit indication to stop Relay Operation.

Proposal 6: Nothing is required to be specified in AS specification with respect to path switch for allowed traffic.

Proposal 7: eNB can indicate if Rel-12 behaviour is followed or discovery is prioritised over communication.

Proposal 8: Consider PDCP PDU format given in Figure 1 as PDCP PDU format for one to one communication.
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