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1 Introduction

LWA had been discussed during the previous RAN2 meetings and in the running CR [1] an LWA bearer has been defined as:

LWA bearer: in LTE-WLAN Aggregation, a bearer whose radio protocols are located in both the eNB and the WLAN to use both eNB and WLAN resources.

Editor's note
It is FFS if other types of bearers are to be defined.

In this contribution, we will discuss the architecture options for LWA and details on the bearer handling. 
2 Architecture and protocol aspects
2.1 Overview of protocols

As per WID objectives [2], the protocol architecture for LTE-WLAN aggregation (LWA) should be based on Release-12 LTE Dual Connectivity solutions 2C and 3C. Figure 1 shows architecture option 3C as envisaged in the WID. Option 3C resembles the Rel-12 dual connectivity split bearer architecture, where the WLAN termination (WT) takes the role of the secondary eNB. In option 2C, which is also mentioned in the WID and is implicitly included in the figure, there would be no split/aggregation at the PDCP layer, i.e. data would always be routed via WLAN. For both options, new functionality is needed in order to adapt PDCP packets to be transported by WLAN. Such new functionality related to the adaptation of PDCP packets is illustrated by PDCP* in Figure 1. 

[image: image1]
Figure 1: LTE-WLAN aggregation architecture based on Rel-12 Dual Connectivity solution 3C.

2.2 Protocol options 2C and 3C
In the following we would like to discuss the differences between architecture options 3C and 2C. Functionality-wise, also in option 3C all data can be routed via WLAN to/from the UE by means of a static routing configuration like it was done in Rel-12 dual connectivity split bearer for the uplink, and as intended for 2C for both downlink and uplink.
As defining new bearer types comes with a significant specification impact due to for example the complexity for defining RRC procedures. 

We believe that for those reasons we should consider not to distinguish between 2C and 3C as different bearer type options, but rather specify one LWA bearer and enable both 3C- and 2C-like functionality by means of routing decisions. This would not have an impact on UE-complexity, support for the additional required functionality for 3C (e.g. reordering) could be indicated by a capability bit, and for 2C the reordering timer would be assumed to be always set to 0.
Observation 1 Functionality of architecture option 2C can be achieved with option 3C and static routing decisions.
Observation 2 Defining new bearer types comes with significant specification impact and should not be done if unnecessarily.
As we agreed in RAN2#89bis, the work on UL transmission in WLAN is currently down-prioritized for aggregation and therefore we propose to also down-prioritize work on 2C, which requires UL support. 
Proposal 1 Specify one LWA bearer that enables both 2C and 3C type traffic routing 
3 Bearer handling for LWA
In this section we discuss RRC procedures for bearer handling for LWA. When the UE receives the RRCConnectionReconfiguration the UE shall perform the WLAN reconfiguration, i.e. apply WLAN association/reassociation as discussed in [4] and bearer type reconfiguration. Only bearer type reconfiguration from MCG to LWA bearer type and back are permitted.

In Dual Connectivity, moving bearers is done by SCG Change procedure which includes RACH and re-establishment of PDCP/RLC. One important difference to DC is that no RACH (i.e. as included in SCG change) exists to synchronize the reconfiguration between UE and WT. We however think that eNB implementation can solve this issue:
· MCG ( LWA type change: This procedure may be triggered together with WT addition request or WT modification request – The WT addition/modification is unsynchronized with the UE applying the modification of the bearer type after receiving the corresponding RRCConnectionReconfiguration. One issue that could potentially happen that the UE receives LWA PDCP PDUs via the WLAN path even before the reconfiguration to LWA bearer type had taken place. This can however be prevented by eNB implementation that refrains from sending LWA PDCU PDUs via the WLAN path too early after issuing the RRRCConnectionReconfiguration to the UE. Note that a WLAN association success indication (as proposed for WLAN association) is not useful here, as bearer configuration happens independently of the LWA and mobility set configuration. 
· LWA ( MCG type change: During this procedure, due to potential unsynchronization of UE and WT, the UE may have switched to MCG bearer type earlier than WT, and LWA PDCP PDUs sent via WLAN may be discarded by the UE. Also in this case, eNB implementation can make sure that lost data is retransmitted via the LTE path to the UE. Retransmissions can be optimized by issuing the PDCP status report, which can be requested within the RRCConnectionReconfiguration triggering the type change. For UL data, that may be lost on the WLAN path (if supported), the PDCP data recovery can be triggered by RRC as well.
Observation 3 Procedure for synchronized bearer reconfiguration (e.g. corresponding to SCG change) is not available.
Observation 4 eNB implementation able to solve issues with sending data via WLAN too early/late at bearer type reconfiguration from/to MCG to/from LWA.
The Table 1 summarizes RRC and user plane procedures for the different bearer type reconfigurations. The procedures are different depending on whether LTE handover (i.e. inclusion of mobilityControlInfo) is done at the same time as the bearer type change. 

Table 1 RRC and user plane procedures for the different bearer type reconfigurations
	Bearer type change (from rows to cols)
	No bearer
	MCG
(without mobilityControlInfo)
	MCG
(with mobilityControlInfo)
	LWA
(without mobilityControlInfo)
	LWA
(with mobilityControlInfo)

	No bearer
	-
	Establishment
Legacy
	Establishment
Legacy
	Not allowed
	Not allowed

	MCG
	Release
	Modification
Legacy
	Handover
Legacy
	Modification

MCG RLC nothing
PDCP nothing
	Handover*
MCG MAC reset
MCG RLC reest.
PDCP reest.

	LWA
	Release
	Modification


PDCP data recovery needed only if UL in WLAN
	Handover
MCG MAC reset.
MCG RLC reest.
PDCP split reest.
	Modification


PDCP data recovery needed only if UL in WLAN 
	Handover*
MCG MAC reset
MCG RLC reest.
PDCP split reest.



(* see discussion in 3.1)
In [4], we discuss the UE RRC procedures for mobility set configuration changes. We see that the mobility set changes are independent from bearer configurations, and as long as the WT stays the same the bearer configurations can be kept.
3.1 On LTE handover while keeping LWA bearer
When there is LTE side handover to a new eNB (inter-eNB handover) the aggregation needs to be released. This is obvious in case the target eNB does not have LWA possibility. Even if target eNB has LWA, it is more straightforward to release the aggregation and initiate it again by the target eNB, as it is done for dual connectivity in Rel-12. 

Proposal 2 In case of LTE inter-node handover, LWA is released, and added again if needed.

It is noteworthy that an intra-eNB handover does not impact Xw. During such procedure the UE would need to re-establish RLC and PDCP (e.g. due to KeNB refresh). Indeed, the UE should do RLC and PDCP re-establishment during intra-eNB handover and that is expected to be possible while LWA is kept activated. An issue may arise however for PDCP when the KeNB had been changed, but switch from transmission of PDCP PDUs based on old and new key is not synchronized with the key change in the PDCP receiver. In dual connectivity this issue does not exist due to the RACH procedure that triggers this switch in the SeNB. For LWA, this issue had also been further explained in [7]. 
For DC in Rel-12, the following text was introduced in TS 36.331: When performing handover, while dual connectivity continues, both KeNB and S-KeNB are refreshed. In such case E-UTRAN performs handover with SCG change i.e. an RRCConnectionReconfiguration message including both mobilityControlInfo and mobilityControlInfoSCG. Where mobilityControlInfoSCG implies the RACH procedures to the SeNB. 

The deciphering key at the PDCP receiver is changed during the PDCP reestablishment procedure (which had also been specified for the split bearer in DC). It is however unclear how the PDCP receiver reacts when receiving PDUs based on old key from WT, while PDCP receiver applies the new key. To avoid this issue, no PDCP PDUs based on the old key shall be sent anymore after PDCP reestablishment.

Observation 5 An issue may arise when PDCP receives PDUs based on old key, after key had been changed during PDCP reestablishment.
Observation 6 While in DC, transmission of PDCP PDUs based on old and new key is switched by SeNB at RACH procedure (SCG-change), corresponding procedure does not exist for LWA.

Beside these issues for PDCP at KeNB change, for LWA, eNB-assisted WLAN authentication is currently discussed. As proposed in [5], this scheme is to be based on the KeNB as well. It would imply that at KeNB refresh (i.e. at intra-eNB handover), the UE would probably need to re-authenticate in WLAN with the updated key. However, these security details are up to SA3.
Observation 7 In case eNB-assisted WLAN authentication is applied for LWA, and will be based on KeNB key derivation, the UE would probably need to re-authenticate in WLAN when KeNB is changed.

Based on the discussion above, and with reference to [7], we list the following issues and solution alternatives for handling intra-eNB handover with KeNB change in LWA: 
· Do not keep LWA: WT release and WT addition 
· Implies LWA bearer release or reconfiguration to MCG bearer
· New WLAN authentication implicitly included, i.e. no issue with eNB-assisted authentication
· New WT, thus no issue with PDCP data arriving with old key 
· Procedural delays are involved due to WT release and WT addition that need to be performed sequentially for the case of same WT
· Keep LWA: keep the WT
· Requires procedure to synchronize key for WLAN authentication to solve problem of eNB-assisted authentication scheme based on KeNB
· Whether it could be allowed that UE continues using WLAN authentication based on old key (for some time) even if new KeNB is provided to the UE (and WT)might need input from SA3. 

· The synchronization procedure could be as follows: WT receives new authentication key from eNB first; then eNB reconfigures UE to use this new key. Then, UE would re-authenticate with WLAN since WT is using new key.
· Requires procedure to ensure that PDCP reestablishment in UE is synchronized with switch of PDCP PDU transmission based on old key to new key in WT
· The issue is that WT does not know when to flush PDCP data based on old key; and only continue transmitting based on new key. 

· WT could be informed by eNB by e.g. buffer flush indication (as proposed in [7]). It would need to be ensured that the buffer flush indication is received by the WT before PDCP reestablishment is done in the UE. This, in turn may however lead to a delay of data transmission. The provision of a new authentication key to the WT, as mentioned above for the eNB-assisted WLAN authentication scheme, could also be seen as the indication to flush the buffer.
· In an implementation option, the eNB could also simply wait until it is sure that WT sent all remaining PDUs based on old key, before triggering reconfiguration and PDCP reestablishment of the UE to use the new key

· Due to synchronization and key refreshment issues, also this option involves delays.
From the above analysis, it becomes clear that releasing LWA also for the intra-eNB handover without keeping the WT is a considerably simpler option than trying to keep LWA. From the delay and performance perspective it is not directly clear which option would have better performance in the end.
Observation 8 Not allowing keeping LWA during intra-eNB handover results in a simple operation that is possible with the currently agreed procedures.

Observation 9 Keeping LWA during intra-eNB HO seems to imply that further eNB-WT indication would need to be defined to synchronize key change in WT and UE.
Proposal 3 In case of LTE intra-node handover, LWA is released, and added again if needed.

4 Conclusion
Based on the discussion in the previous sections we make the following observations and proposals:
Observation 1
Functionality of architecture option 2C can be achieved with option 3C and static routing decisions.
Observation 2
Defining new bearer types comes with significant specification impact.
Observation 3
Procedure for synchronized bearer reconfiguration (e.g. corresponding to SCG change) is not available.
Observation 4
eNB implementation able to solve issues with sending data via WLAN too early/late at bearer type reconfiguration from/to MCG to/from LWA.
Observation 5
An issue may arise when PDCP receives PDUs based on old key, after key had been changed during PDCP reestablishment.
Observation 6
While in DC, transmission of PDCP PDUs based on old and new key is switched by SeNB at RACH procedure (SCG-change), corresponding procedure does not exist for LWA.
Observation 7
In case eNB-assisted WLAN authentication is applied for LWA, and will be based on KeNB key derivation, the UE would probably need to re-authenticate in WLAN when KeNB is changed.
Observation 8
Not allowing keeping LWA during intra-eNB handover results in a simple operation that is possible with the currently agreed procedures.
Observation 9
Keeping LWA during intra-eNB HO seems to imply that further eNB-WT indication would need to be defined to synchronize key change in WT and UE.


Proposal 1
Specify one LWA bearer that enables both 2C and 3C type traffic routing
Proposal 2
In case of LTE inter-node handover, LWA is released, and added again if needed.
Proposal 3
In case of LTE intra-node handover, LWA is released, and added again if needed.
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