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Discussion and decision
1 Introduction

In legacy LTE design, the current data transfer procedures require the use of the Service Request procedure. This entails the download of a UE context to the eNB and the establishment of the radio bearers. If all that is intended is the transfer of a possibly small data packet, and perhaps its response, and the UE was in RRC IDLE state, these procedures lead to a substantial increase in radio resource utilisation. In order to reduce this signalling, which is significant especially when it is spent to send IoT small data, therefore SA2 agreed to the following solutions for NB-IoT [1]
SA2 has agreed, for normative work, to progress Solution 2 (i.e. Control Plane solution for Data over NAS) as a mandatory feature for the UE and the Network and Solution 18 (i.e. User Plane solution with keeping AS context in eNB) as an optional feature.

In this contribution, we provide an necessary RRC enhancements or impacts on mandatory control plane solution 2 that mainly uses the pre-established NAS security for transfer of data over NAS while transitioning from idle mode to connected mode, details of the solution are also included in Annex B for reference.
2 Discussion

This Control Plane solution for Data over NAS, solution 2 in SA2 TR 23.720 [2], piggybacks uplink small data onto the initial NAS uplink message that is extended and it uses an additional NAS message for carrying downlink response small data. The efforts for setting up the user plane, i.e. related RRC messages and AS security setup, can be avoided. This solution does not preclude delivery of very infrequent large data (e.g. software update/software patches).The data transfer on the radio interface depends on the NB-IoT RAN design which still needs to be discussed by RAN2 as indicated by SA2 note.

"NOTE: 
RAN may decide to optimize RRC connection establishment procedure to minimize signalling for CIoT devices."
This contribution focuses on RAN changes and open aspects specific to solution 2, we mainly focus the discussion after the UE is already attached to the network and uses solution 2 to transfer the data. The discussion on the initial attach and common aspects for solution 2 and 18 are covered in [3], and the RLC related aspects in [4]. 
It is important to confirm than from RAN side, this solution 2 mainly implies at least not to use legacy Security Mode Command, as well as, RRC Connection reconfiguration procedures.

Proposal 1. To agree that when data is sent over NAS using solution 2, the following RRC procedures are not necessary: Security Mode Command and RRC connection reconfiguration exchanges.
2.1 Radio bearer configuration
Solution 2 is a control plane (CP) based solution that does not establish any DRB and that sends the data over SRB in the RAN side [3],. On this regard, SA2 also indicated [2] that the NAS signaling connection for small data (SD) transmission vs control signaling needs to be differentiated in the RAN side.

NOTE 2:              For congestion control, the establishment of a NAS signalling connection for small data transmission needs to be differentiated from NAS signalling connection for control signalling. The differentiation can be applied between the UE and CIoT RAN, and between CIoT RAN and C-SGN.”
As explained in [3], our understanding is the following RRC establishment cause of mt-Access, mo-Signalling, mo-Data, delayTolerantAccess-v1020 would still be applicable for NB-IOT. Therefore from RAN side, the establishment of signaling and data could be done by using mo-Signalling vs mo-Data or delayTolerantAccess-v1020 without need of any special handling due to sending this data over CP instead than UP.
Proposal 2. To confirm and inform SA2 that, from RAN side, the RRC establishment cause can be used to differentiate the establishment of a connection due to a NAS signalling connection for small data transmission (i.e. through mo-Data  in case of exceptional reporting or delayTolerantAccess-v1020 in case of normal reporting) vs NAS signalling connection for control signalling(i.e. through mo-Signaling).
2.2 Small data transmission in msg 3 vs. msg 5

There have been proposals to consider sending data already in msg.1 during RACH, however this would require inputs from RAN1 to better understand the physical layer limitation. On other hand, considering the collision probability while NB-IoT sending data directly in msg.1, and we would prefer to keep LTE RACH preamble as initial baseline i.e. it is preferable to send the SD at least in msg.3, msg.5 or even later. If msg3 is used, this would go over SRB0, and the size of the IoT SD would need to be strictly limited as it cannot be segmented. The maximum size limit allowed would  require RAN1 input e.g. whether it is viable to sending data in the order 200 bytes [2]. Therefore, our preference is to at least considering sending the SD in message 3 or message 5 and further discuss the expected data size, in order to determine whether message 3 or 5 might be preferred. Another aspect to consider is that if the RRC establishment cause is sent in msg. 3, our preference is to still use it, as explained in [3]; however, this indication could end-up being sent in the same message as the SD leading to unnecessary transmissions if the network decides to reject it in congestion situations in order to prioritize other more priority transmissions.
Proposal 3. To agree that it is preferable in Rel.13 time frame to send the NAS PDU containing small data at least after sending msg.1 (e.g. message 3 or 5).

Proposal 4. To discuss the trade-offs and preference of sending the first IoT data over NAS in message 3 vs. message 5 for solution 2.
2.3 AS/NAS interaction
Assuming that the first data over NAS is sent in certain RRC message (still to be decided), the AS level has an associated RRC establishment cause for the connection and the AS level also knows that solution 2 is been used, as explained in [3], the NAS layer would take care of forwarding the NAS PDU to the appropriated NB-IOT CN node e.g. based on the NAS Data Type e.g. IP or non IP or SMS. 
Proposal 5. To confirm that the NAS PDU carrying the small data or signaling and the NAS related Data type are transparent to the AS layer.
2.4 Handling of multiple data packets

As per [2], the following note indicates that even with control plane transmission using NAS messages, multiple small data packets could be transmitted in consecutive ‘UL Information Transfer’ message. 
NOTE 3: In case of multiple small data packet transmission, subsequent small data packets are contained in UL NAS transport without requiring establishment of RRC connection.
Based on legacy RAN TS 36.331, the UL NAS message has the following description in the initiation section. The understanding is that when larger data transfer is required, this could be segmented in the upper layers. The DL/UL information transfer does not impose any maximum size limitation. Whether the NAS layer impose a limitation in the NAS PDU is our of scope of RAN.
A UE in RRC_CONNECTED initiates the UL information transfer procedure whenever there is a need to transfer NAS or non-3GPP dedicated information, except at RRC connection establishment in which case the NAS information is piggybacked to the RRCConnectionSetupComplete message.
Proposal 6. To confirm that UL/DL information transfer RRC messages are used to exchange multiple small data packet transmission using solution 2.
3 Conclusion

In this contribution, we discussed the necessary RRC changes for NB-IOT feature and have the following proposals:
Proposal 1.
To agree that when data is sent over NAS using solution 2, the following RRC procedures are not necessary: Security Mode Command and RRC connection reconfiguration exchanges.
Proposal 2.
To confirm and inform SA2 that, from RAN side, the RRC establishment cause can be used to differentiate the establishment of a connection due to a NAS signalling connection for small data transmission (i.e. through mo-Data  in case of exceptional reporting or delayTolerantAccess-v1020 in case of normal reporting) vs NAS signalling connection for control signalling(i.e. through mo-Signaling).
Proposal 3.
To agree that it is preferable in Rel.13 time frame to send the NAS PDU containing small data at least after sending msg.1 (e.g. message 3 or 5).
Proposal 4.
To discuss the trade-offs and preference of sending the first IoT data over NAS in message 3 vs. message 5 for solution 2.
Proposal 5.
To confirm that the NAS PDU carrying the small data or signaling and the NAS related Data type are transparent to the AS layer.
Proposal 6.
To confirm that UL/DL information transfer RRC messages are used to exchange multiple small data packet transmission using solution 2.
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5 Annex A

Diagram of the small data transmission using pre-established NAS security solution 2 [2]
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Figure 1. CIoT MO small data transmission [2] 
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Figure 2. CIoT MT small data transmission [2]
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