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Introduction
During last meeting, layer 2 based UP solutions was adopted [1]. And in that case, UE’s MAC address is needed at WT for routing. This contribution will discuss further details.
Discussion
If layer 2 based UP solution is used, UE’s MAC address is needed for WT to identify and forward the PDCP packets in WLAN domain during LWA operation. UE needs to report its MAC address to eNB and eNB will notify WT over Xw interface. It has been agreed in RAN3#89bis meeting that the WLAN MAC address will be used to correlate and identify a UE across eNB and WT at least in the initial setup of the Xw UE association, see [2] for details.
There are some discussions that UE’s MAC address should be treated as a private element, and some privacy protection mechanism is needed. However, UE’s MAC address is already known to AP, AC and other operator network element, so there is no need to hide such information to eNB. On the other hand, unlike other user credential like IMSI, we do not think exposing UE’s MAC address will have any impact on UE’s WLAN safety operation.
Proposal 1: UE’s WLAN MAC address could be directly reported to eNB, and there is no need to introduce additional privacy protection mechanism.
For the reporting schemes, there may be 3 options:
1. UE report in UE capability
2. UE report in Measurement report procedure
3. UE report in new RRC signalling
Option 3 requires new message solely for the purpose of reporting a MAC address, and that seems low efficient.
Option 1 is easier and straight forward way. An “LWA capable” UE may report its WLAN MAC address along with other “capability” values for just one time. As UE may dynamically activate/deactivate during LWA operation, UE only needs to report for once and not for the following procedures. This implementation is rather easy and clear in design. Besides, while UE performs eNB HO, it does not need to report it again as the target UE may acquire it from MME, thus to avoid unnecessary air interface waste.
In option 2, when UE reports on LWA related measurement report events, it could report its MAC address along with other available measurement results, based on eNB configuration. But UE may report for more than 1 time as the measurements events may be triggered multiple times. To avoid that, unnecessary UE implementation complexity will increase.
Considering all these, option 1 is proposed.
Proposal 2: For “LWA capable” UE, UE’s WLAN MAC address is reported to eNB in UE capability.
Conclusion 
It is proposed to discuss and capture the following proposals at RAN2:
Proposal 1: UE’s WLAN MAC address could be directly reported to eNB, and there is no need to introduce additional privacy protection mechanism.
Proposal 2: For “LWA capable” UE, UE’s WLAN MAC address is reported to eNB in UE capability.
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