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Introduction
[bookmark: OLE_LINK83][bookmark: OLE_LINK39][bookmark: OLE_LINK38][bookmark: OLE_LINK37]The issue of whether the UE acknowledges execution of eNB commands for LTE/WLAN aggregation and interworking was discussed in the past RAN2 meetings, but has not been resolved yet. In this paper, we discuss the merits of an explicit acknowledgement that includes UE state after the UE attempts to follow the eNB’s direction. We observe that having the UE feedback the WLAN association status could be beneficial for LTE/WLAN aggregation (i.e. after splitting bearer addition / release / change configuration) and internetworking (i.e. after traffic steering command).  In additional, we think that adding the WLAN association status IE to the RRC Connection Reconfiguration message is undesirable due to WLAN association latency and that a separate acknowledgement message is preferred after the UE receives the LTE/WLAN aggregation request or traffic steering command.  
[bookmark: OLE_LINK41][bookmark: OLE_LINK24][bookmark: OLE_LINK17][bookmark: OLE_LINK16]Acknowledgement for LTE/WLAN aggregation
Does UE need to perform acknowledgement upon LWA?
[bookmark: _GoBack]For LTE/WLAN aggregation (LWA) aspect, the eNB needs to be aware that the UE has successfully associated with the WLAN AP prior to scheduling transmissions on the WLAN link. The UE may send a failure report when UE can’t associate with any APs within a specified group of APs for LWA access even though the signal strength of some of these APs is sufficiently good. For instance, UE identifies there are some unspecified QoS-related failures (e.g. long access latency due to the excessive congestion). When receiving such failure reports, eNB may either release the split bearer configuration or configure other candidate WLAN AP groups. Therefore, we think that acknowledgement of WLAN association is required. Note that we call the acknowledgement message as a WLAN status report in the following discussion since the message not only confirms the bearer configuration but also indicates the failure reason as well. Apart from UE-based feedback, another alternative is let the AP send the WLAN status report to the eNB via a standardized interface. Under this alternative, the WT is required to recognize the associated UE and the reported UE ID needs to be specified. In addition, backhaul latency between the eNB and the AP may delay use of the LWA feature. For this reason, we think that it is useful to adopt a simple UE based feedback mechanism.
Does the WLAN status report need new RRC signaling?
We assume that the RRCConnectionReconfiguration message will be used to configure LWA. Normally, when the UE receives the RRCConnectionReconfiguration, it is required to respond with an RRCConnectionReconfigurationComplete message after the successful completion of the reconfiguration request. There are two possible options as depicted in Figure 1. 


Figure 1, LWA signaling flow
Option 1 uses a new WLAN status IE which is transmitted via the RRCConnectionReconfigurationComplete message after WLAN association. However, this option may result in unacceptable delay of RRCConnectionReconfigurationComplete due to the need to wait for WLAN association to complete, a procedure that may take a few seconds. Option 2 uses a new RRC message which is transmitted separately from the RRCConnectionReconfigurationComplete message. As shown in Figure 1, similar to DuCo specification, UE can send the RRCConnectionReconfigurationComplete message before the UE attempts WLAN association (in DuCo, this message is sent before the UE performs random access with the SeNB). Once WLAN association is successfully completed, the UE will send the WLAN status report after which the LWA feature can be put to use.
What is the content of the WLAN status report message?
The WLAN status report is used to indicate the association status and failure cause. We suggest reusing IEEE 802.11 association status codes [1]. According to the IEEE 802.11 specification [1], 2 octets are required for the IE and UE can acquire the values from the WLAN association response frame in order to indicate the same in the RRC message. (e.g. code value=’0’ in the IE refers to successful association followed).  
Proposal 1: For LWA, UE sends WLAN status report and may include the failure reason when the association was unaccomplished.
Proposal 3: Use a new RRC message (separate from RRCConnectionReconfigurationComplete message) for the WLAN status report.
Proposal 2: The UE may also send the WLAN status report when moving across group of APs or when WLAN association fails.
Proposal 4: Reuse 802.11 association status codes in the WLAN status report message.
Acknowledgement for network controlled interworking
Does UE need to perform acknowledgement upon receipt of traffic steering command?
Once the traffic steering command is sent, the UE is responsible for initiating connectivity with the appropriate PDNs over WLAN access and it may seem that there is no need for an explicit acknowledgement from the UE. However, when offloading is unsuccessful, a WLAN status report indicating the failure cause can facilitate eNB to perform fast recovery without the eNB having to figure out the failure reason by itself. Moreover, it takes time for the eNB to detect that the traffic steering command was not successful and from a performance (load balancing) viewpoint, it is desirable to get immediate feedback. Therefore, we think the WLAN status report is also needed for network-controlled interworking (NCIWK). Note that only UE-based feedback for the WLAN status report message is feasible for NCIWK.
Can the WLAN status report be common to LWA and NCIWK?
We do not see any difference for WLAN status report between LWA and NCIWK, thus the same message format and content is suggested for both. 
Proposal 5: For NCWIK, UE sends WLAN status report and may include the failure reason when the association was unaccomplished.
Proposal 6: The WLAN status report message is common for LWA and NCIWK.
Conclusions
Based on the discussion, we propose the following:
Proposal 1: For LWA, UE sends WLAN status report and may include the failure reason when the association was unaccomplished.
Proposal 3: Use a new RRC message (separate from RRCConnectionReconfigurationComplete message) for the WLAN status report.
Proposal 2: The UE may also send the WLAN status report when moving across group of APs or when WLAN association fails.
Proposal 4: Reuse 802.11 association status codes in the WLAN status report message.
Proposal 5: For NCWIK, UE sends WLAN status report and may include the failure reason when the association was unaccomplished.
Proposal 6: The WLAN status report message is common for LWA and NCIWK.
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Appendix
Table 1 shows the IEEE802.11 association status code specified in [1]: 
Table 1, status code
	Status code
	Name
	Meaning

	0
	SUCCESS
	Successful

	1
	REFUSED, REFUSED_REASON_UNSPECIFIED
	Unspecified failure

	2
	
	TDLS wakeup schedule rejected but alternative schedule provided

	3
	
	TDLS wakeup schedule rejected

	4
	
	Reserved

	5
	
	Security disabled

	6
	
	Unacceptable lifetime

	7
	
	Not in same BSS

	8–9
	
	Reserved

	10
	REFUSED_CAPABILITIES_ MISMATCH
	Cannot support all requested capabilities in the Capability Information field

	11
	
	Reassociation denied due to inability to confirm that association exists

	12
	
	Association denied due to reason outside the scope of this standard

	13
	
	Responding STA does not support the specified authentication algorithm

	14
	
	Received an Authentication frame with authentication transaction sequence number out of expected sequence

	15
	
	Authentication rejected because of challenge failure

	16
	
	Authentication rejected due to timeout waiting for next frame in sequence

	17
	
	Association denied because AP is unable to handle additional associated STAs

	18
	REFUSED_BASIC_RATES_ MISMATCH
	Association denied due to requesting STA not supporting all of the data rates in the BSSBasicRateSet parameter

	19
	
	Association denied due to requesting STA not supporting the short preamble option

	20
	
	Association denied due to requesting STA not supporting the PBCC modulation option

	21
	
	Association denied due to requesting STA not supporting the Channel Agility option

	22
	
	Association request rejected because Spectrum Management capability is required

	23
	
	Association request rejected because the information in the Power Capability element is unacceptable

	24
	
	Association request rejected because the information in the Supported Channels element is unacceptable

	25
	
	Association denied due to requesting STA not supporting the Short Slot Time option

	26
	
	Association denied due to requesting STA not supporting the DSSS-OFDM option

	27
	
	Association denied because the requesting STA does not support HT features

	28
	
	R0KH unreachable

	29
	
	Association denied because the requesting STA does not support the phased coexistence operation (PCO) transition time required by the AP

	30
	REFUSED_TEMPORARILY
	Association request rejected temporarily; try again later

	31
	
	Robust management frame policy violation

	32
	
	Unspecified, QoS-related failure

	33
	
	Association denied because QoS AP has insufficient bandwidth to handle another QoS STA

	34
	
	Association denied due to excessive frame loss rates and/ or poor conditions on current operating channel

	35
	
	Association (with QoS BSS) denied because the requesting STA does not support the QoS facility

	36
	
	Reserved

	37
	
	The request has been declined

	38
	INVALID_PARAMETERS
	The request has not been successful as one or more parameters have invalid values

	39
	REJECTED_WITH_SUGGESTED_ CHANGES
	The TS has not been created because the request cannot be honored; however, a suggested TSPEC is provided so that the initiating STA may attempt to set another TS with the suggested changes to the TSPEC

	40
	
	Invalid element, i.e., an element defined in this standard for which the content does not meet the specifications in Clause 8

	41
	
	Invalid group cipher

	42
	
	Invalid pairwise cipher

	43
	
	Invalid AKMP

	44
	
	Unsupported RSNE version

	45
	
	Invalid RSNE capabilities

	46
	
	Cipher suite rejected because of security policy

	47
	REJECTED_FOR_DELAY_PERIOD
	The TS has not been created; however, the HC may be capable of creating a TS, in response to a request, after the time indicated in the TS Delay element

	48
	DLS_NOT_ALLOWED
	Direct link is not allowed in the BSS by policy

	49
	NOT_PRESENT
	The Destination STA is not present within this BSS

	50
	NOT_QOS_STA
	The Destination STA is not a QoS STA

	51
	
	Association denied because the Listen Interval is too large

	52
	
	Invalid FT Action frame count

	53
	
	Invalid pairwise master key identifier (PMKID)

	54
	
	Invalid MDE

	55
	
	Invalid FTE

	56
	
	Requested TCLAS processing is not supported by the AP.

	57
	
	The AP has insufficient TCLAS processing resources to satisfy the request.

	58
	
	The TS has not been created because the request cannot be honored; however, the HC suggests the STA transitions to other BSSs to setup the TS.

	59
	GAS_ADVERTISEMENT_ PROTOCOL_NOT_SUPPORTED
	GAS Advertisement Protocol not supported

	60
	NO_OUTSTANDING_GAS_ REQUEST
	No outstanding GAS request

	61
	GAS_RESPONSE_NOT_ RECEIVED_FROM _SERVER
	GAS Response not received from the Advertisement Server

	62
	GAS_QUERY_TIMEOUT
	STA timed out waiting for GAS Query Response

	63
	GAS_QUERY_RESPONSE_ TOO_ LARGE
	GAS Response is larger than query response length limit

	64
	REJECTED_HOME_WITH_ SUGGESTED_CHANGES
	Request refused because home network does not support request

	65
	SERVER_UNREACHABLE
	Advertisement Server in the network is not currently reachable

	66
	
	Reserved

	67
	REJECTED_FOR_SSP_ PERMISSIONS
	Request refused due to permissions received via SSPN interface

	68
	
	Request refused because AP does not support unauthenticated access

	69-71
	
	Reserved

	72
	
	Invalid contents of RSNE

	73
	
	U-APSD Coexistence is not supported.

	74
	
	Requested U-APSD Coexistence mode is not supported.

	75
	
	Requested Interval/Duration value cannot be supported with U-APSD Coexistence.

	76
	
	Authentication is rejected because an Anti-Clogging Token is required.

	77
	
	Authentication is rejected because the offered finite cyclic group is not supported.

	78
	CANNOT_FIND_ALTERNATIVE_ TBTT
	The TBTT adjustment request has not been successful because the STA could not find an alternative TBTT.

	79
	TRANSMISSION_FAILURE
	Transmission failure

	80
	REQUESTED_TCLAS_NOT_ SUPPORTED
	Requested TCLAS Not Supported.

	81
	TCLAS_RESOURCES_EXHAUSTED
	TCLAS Resources Exhausted.

	82
	REJECTED_WITH_SUGGESTED_ BSS_TRANSITION
	Rejected with Suggested BSS Transition.

	83
	
	Reserved

	92
	REFUSED_EXTERNAL_REASON
	(Re)association refused for some external reason

	93
	REFUSED_AP_OUT_OF_MEMORY
	(Re)association refused because of memory limits at the AP

	94
	REJECTED_EMERGENCY_ SERVICES_NOT_SUPPORTED
	(Re)association refused because emergency services are not supported at the AP.

	95
	QUERY_RESPONSE_ OUTSTANDING
	GAS query response not yet received.

	96-99
	
	Reserved

	100
	MCCAOP_RESERVATION_ CONFLICT
	The request failed due to a reservation conflict

	101
	MAF_LIMIT_EXCEEDED
	The request failed due to exceeded MAF limit

	102
	MCCA_TRACK_LIMIT_EXCEEDED
	The request failed due to exceeded MCCA track limit

	103–65 535
	
	Reserved
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