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1 Introduction
At RAN#67, a new Work Item on LTE-WLAN Radio Level Integration and Interworking Enhancement [1] was approved. The main goal of this WI is to specify an aggregation solution for LTE-WLAN based on SCE DuCO 3C and 2C addressing the ten requirements stated in [1]. 
In either of the solutions using “bearer switch” or “bearer split” mechanism differentiation of the traffic and some form of QoS at the level of a “DRB” is possible and it shall be done over the WLAN access.
The procedure to setup the QoS for a DRB over the WLAN access is dependent on the UP solution adopted. This contribution sketches how such a procedure may be put in place for a particular UP solution, described in [2]. 
2 Discussion
We consider the User Plane Architecture for LTE-WLAN Aggregation based on DuCo Sol. 2C using any WLAN (un-trusted or unsecured access) described in [2] and shown in Figure 1.
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Figure 1: User Plane Architecture for LTE-WLAN Aggregation based on DuCo Sol. 2C using any WLAN (un-trusted or unsecured access)

This architecture can accommodate any type of WLAN deployment in which an IP forwarding path may be established between a terminal device served by the WLAN and an outside node. This solution uses a new concept of WDRB that is transported end-to-end between the MeNB and the UE being encrypted using IPSec.  
2.1 QoS handling over WLAN

A RAN based solution for cellular – WLAN interworking shall be able to provide a similar type of QoS profile for each RAB no matter on which access (cellular or WLAN) it is served. 

The WLAN network is assumed that it has a WLAN controller (WLC). For each of the WDRBs served over WLAN, the MeNB shall send a QoS reservation request to the WLC. The reservation shall include the QoS profile and a DSCP value to be used on the outside IP header for all the packets of the same RAB. The WLC shall derive the QoS to apply between WAG and the WLAN Access Point for downlink user plane IP traffic. The WLAN Access Point is then assumed to map this QoS to the corresponding IEEE 802.11 Access Class. Figure 2 below details the steps in setting up the DRB over the WLAN access.

NOTE:
The QoS used between WAG and WLAN Access Point and its transmission are implementation dependent.

The UE supports aka reflective QoS mechanism: 

-
When the UE receives an IP packet, it shall store the 5-tuple corresponding to the IP flow together with the IEEE 802.11 Access Class used on the air; 

-
When the UE needs to send an IP packet, it shall derive the IEEE 802.11 Access Class to be used on the air from the previously stored information for the IP flow. If there is no stored information for this IP flow, the UE uses the default IEEE 802.11 Access Class. 
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Figure 2: WLAN Radio Bearer Setup
3 Conclusion

This contribution recommends RAN2 the following:

Proposal1: RAN2 shall consider for each User Plane solution what mechanisms may be used in providing differentiated services over WLAN at the level of DRB.
4 References
[1] RP-150510, New WI proposal: LTE-WLAN Radio Level Integration and Interworking Enhancement
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