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1 Introduction
In RAN2#90 meeting, RAN2 has the following aggrement.
	Agreements
For WLAN Aggregation…
2
The eNB provides the UE with a group of APs (e.g. by SSID, HESSID or BSSID) among which WLAN mobility mechanisms apply while still supporting aggregation, i.e., the UE may perform mobility transparent to the eNB
3
UE mobility across such groups of APs is controlled by the eNB e.g. based on measurement reports provided by the UE. 


And RAN2 sent a LS to SA3 on authenticaion and encryption between UE and WLAN for aggregation [1]. In this paper, we first clarify the reasons for allowing authenticaion between the UE and WLAN access of LWA (LTE-WLAN Aggregation) based on eNB assistance. Then based on the agreements on UE mobility of RAN2 #90, we propose that when UE mobility across such groups of APs is controlled by the eNB, the eNB shall be enhanced to have the ability to provide assistance on the WLAN authenticaion of LTE-WLAN aggregation. 
2 Discussion
2.1 Need to shorten the WLAN authenticaion
In the past, the offloading traffic from LTE to WLAN is restricted to non-IMS (IP Multimedia Subsystem) traffic. But in the next five years, market survey [2] forcasts that the higher QoE (quality of experience) is necessary for services such as TV everywhere, health nomitoring, enterprise voice, online gaming, media streaming and voice over Internet protocol (VoIP) services. That means different technical barriers to be overcome on mobility support for LWA. 
The original WLAN authentication procedure specified in TS 33.402 [3] is decribed in Fig. 1. After UE finishes the association with WLAN, an EAP-AKA’ procedure including the server-side and client-side authentication is executed. Because this is a complicated message exchange between UE and AAA server, it costs a long time about 3~5 seconds and has difficulty to support the QoE requirement of real-time services, such as 150 ms of VoIP. Therefore, we suggest that RAN2 shall discuss the methods to shorten the WLAN authentication of LWA.

Observation 1: Authentication of the UE with WLAN directly to the CN is an existing solution, but has difficulty to support the QoE requirement of real-time services.

Proposal 1: RAN2 shall discuss the methods to shorten the WLAN authentication of LWA.
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Figure 1

Besides, RAN and WLAN protocol architecture of LWA at the UE and network side will be based on Release-12 LTE Dual Connectivity solutions 2C and 3C described in TR36.842, that means the messages from eNB to UE via WLAN access are PDCP PDUs. The main PDCP functionalities are the encryption of user plane data, and the encryption and integrity protection and verification of control plane data. If WLAN encryption is performed in LWA, therer will be two encryptions performed of user plane data simultaneously. This is not efficient and may be another concern to shorten the WLAN authentication and encryption of LWA. The requirement and necessary to have further encrypt of the encrypted message of LWA needs to be discussed in detail.
2.2 WLAN authentication of LTE-WLAN aggregation

Based on the assumption that the UE has registered in 3GPP network, the necessary to execute a full WLAN authenticaion needs to be well-examined based on the above discussion. Some contributions had addressed this issue and a LS has been sent to SA3 to define a mechanism allowing authenticaion between the UE and WLAN access for LWA operation based on eNB assistance without the need for connectivity to a CN ndoe (such as AAA) and to evaluate the security impacts of this mechanism. Therefore, based on the agreements on UE mobility of RAN2 #90, we propose that when UE mobility across such groups of APs is controlled by the eNB, the eNB shall be enhanced to have the ability to provide assistance on the WLAN authenticaion of LTE-WLAN aggregation.
Proposal 2: When UE mobility across such groups of APs is controlled by the eNB, the eNB shall be enhanced to have the ability to provide assistance on the WLAN authentication of LTE-WLAN aggregation.
3 Conclusions
Observation 1: Authentication of the UE with WLAN directly to the CN is an existing solution, but has difficulty to support the QoE requirement of real-time services.

Proposal 1: RAN2 shall discuss the methods to shorten the WLAN authentication of LTE-WLAN aggregation.
Proposal 2: When UE mobility across such groups of APs is controlled by the eNB, the eNB shall be enhanced to have the ability to provide assistance on the WLAN authentication of LTE-WLAN aggregation.
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