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1. Introduction
In this discussion paper, we would like to discuss some RAN2 aspects and help to make progress in ACDC discussion.
2. Discussion
2.1 ACDC barring check in AS or NAS
Currenlty we have ACB, SSAC and EAB barring mechanisms. RRC is responsible for ACB check and EAB check as shown in Figure 1a. Regarding SSAC, RRC forwarded SSAC parameters to upper layers (i.e. MMTel) and upper layers are responsible for SSAC check as shown in Figure 1b. 
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Figure 1a













Figure 1b
Technically ACDC barring check can be in either RRC or in NAS. If ACDC barring check is done in RRC, NAS will provide category information to RRC to let RRC to perform ACDC barring check every time when the application initiates a connection establishment request. If ACDC barring check is done in NAS, then RRC will provide ACDC parameters to NAS. Our understanding is that CT1 decides that NAS maps an application into a category and provides the category to RRC upon connection establishment request from the application. This implies that RRC will perform ACDC barring check. Therefore, we propose:
Proposal 1: RAN2 to agree that ACDC barring check is done in RRC.

2.2 Interaction between ACDC and ACB
In [1], SA1 requires that ACDC shall override ACB when both ACDC and ACB controls are indicated. In other words, ACDC is not subject to ACB. The UE shall bypass ACB check when ACDC barring check is passed. This behavior is similar to the behavior in SSAC when the ACB skip indicator is configured for SSAC. Therefore we propose:

Proposal 2: RAN2 to capture ACDC is not subject to ACB in RAN2 agreement.
2.3 Cell selection/reselection upon ACDC barring
Parameters related to ACDC are broadcasted in a cell and therefore these parameters should be related to the cell which broadcasts these parameters. This implies if an application of the UE is barred in a cell, then it may or may not be barred on another cell which is on same frequency, another frequency or another RAT of the registered PLMN. Therefore, it should be discussed whether the device is allowed to select another cell of the current PLMN or another PLMN. If UEs are allowed to select/reselect another cell to initiate access for the barred application, those UEs may select the same other cell to access simultaneously. This may congest that cell. In addition, when the UE access is barred in a cell of the registered PLMN due to ACB, EAB or SSAC barring, the UE is not allowed to select another cell of the registered PLMN. We don’t see a need to have a different handling for ACDC barring from other barring mechanisms. Therefore we propose:

Proposal 3: ACDC should not impact cell selection and reselection as other barring mechanisms.
3. Conclusion: 
In this contribution we provide proposals below. RAN2 is kindly asked to discuss and make decisions.

Proposal 1: RAN2 to agree that ACDC barring check is done in RRC.

Proposal 2: RAN2 to capture ACDC is not subject to ACB in RAN2 agreement.

Proposal 3: ACDC should not impact cell selection and reselection as other barring mechanisms.
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