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1
Introduction
In this paper we discuss alternatives of the user plane for WLAN aggregation and conclude due to the principles of flow control that from our perspective it could be beneficial to reuse dual connectivity functionality (as specified in [4]) as much as possible. The paper also contains a discussion concerning IPSec tunnelling between eNB and UE.
2
Discussion
2.1
User Plane Interface for WLAN aggregation
Since the UP architecture for the WLAN aggregation is to be based on DC architecture 2C/3C, it follows that a bearer-specific granularity must be achieved for U-plane communication over the WLAN.

· The user plane should have the ability to distinguish PDCP-PDUs on bearer level. This is not possible by plainly transferring PDCP PDUs alone because there’s no bearer ID within the PDCP header fields.
· Establishing and releasing the user plane protocol between LTE and WLAN shall be easy and quick in order to keep service interruptions due to UE mobility as short as possible. 

· Using protocols providing for quick establishment/release of user plane connections may further increase performance by exploiting good radio conditions even when these exist only for a short time. 
Two main approaches can be identified after the last meeting (see figure 1). Both use some form of tunneling but the one is more aligned with the 3C architecture of DC while in the other approach the tunneling only terminates at the UE and whatever content is tunneled is hidden from the WLN.
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Figure 1: Comparison of UP approaches
2.1.1
DC 3C -like approaches

These approaches are using tunneling between eNB and WLN (or possibly even between eNB and UE). However, the tunneling is not hidden from the WLN and therefore the WLN can provide flow control feedback considering buffer states and delivery information of the WLN. L2 or GTP-U tunnels may be used, and the tunneling may be per bearer (in which case the bearers are separated by the tunnel identities) or per UE (in which case an additional adaptation layer is needed to maintain bearer granularity between eNB and UE).
The impact on the WLN can be reduced when L2 Ethernet frames are tunneled. In that case the targets can be addressed using the L2 MAC address of the Ethernet frame which may have benefits for mobility handling. This requires defining a new Ethertype indicating PDCP or adaptation layer payload, respectively, if bearer granularity is maintained by an adaptation layer between eNB and UE.

Observation 1: A new EtherType may be needed to indicate aggregated traffic and maintain the bearer level granularity between eNB and UE.

In Figure 2 we show an example stack where the L2 Ethernet frame is transferred from MeNB to the WLN and from there to the UE using Generic Routing Encapsulation (GRE) for a Flow Adaptation Layer under PDCP. GRE was chosen for the example since we expect support for GRE is available in most access points already today, which minimizes the impact on WLAN side, and allows for operation with legacy WLAN APs.
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Figure 2: Ethernet Frame carrying Flow Adaptation layer and transferred to WLN using GRE
2.1.2
Approaches where tunneled UP is hidden from the WLN


The impact on the WLN can be limited the more of the UP is hidden from or ignored by the WLN. However this limits or even prevents of giving flow control and delivery feedback to the eNB that considers the situation in the WLN. As the approaches differentiate with respect to their flow control capabilities it is worth having a closer look on the principles of flow control.
Observation 2: It may not be possible to provide flow control information from WLN to eNB if the IP tunnel is hidden from WLN.

2.2
Principles of flow control

In the paper [5] we provide an analysis of the flow control capabilities with respect to proper PDCP operation need to support aggregation proposing to stick with the LTE dual-connectivity principles in flow control. 
Using DC 3C-like approaches should allow the WLN to provide for bearer specific feedback about:
·  packets lost upon transfer from eNB to WLN,

·  delivery status as known at the WLN,
· a flow control data request from WLN to eNB according to buffer status at the WLN.
· Wi-Fi MAC Ack/Nack 
The GTP-U protocol as enhanced for the X2-U dual connectivity [4] already meets many of the needs listed above. Therefore we see benefits in reusing these Rel-12 efforts as far as possible for the WLAN/LTE aggregation enhancements, too.

· Termination of the bearer specific GTP-U at the WLN e.g. for transferring flow control information between WLN and eNB may require a new adaptation layer to be introduced to maintain bearer separation of the delivered PDCP packets.

Note that this doesn’t mean other DC 3C-like approaches should be precluded (as shown for example in Figure 2 above), but for such cases a mechanism needs to be provided to support above listed flow control principles. Otherwise some performance degradation (e.g. in throughput) is expected.

Observation 3: From RAN2 perspective, it would be beneficial to reuse dual connectivity functionality (as specified in [4]) as much as possible.

Proposal 1: Indicate to RAN3 that from RAN2 perspective it is beneficial to reuse dual connectivity functionality (as specified in [4]) as much as possible.

2.3
Using IPSec tunnelling between eNB and UE
Using IPSec tunnelling between eNB and UE was in the last meeting the most prominent approach where tunneled UP is hidden from the WLN (e.g. in [1], [2], [3]). Using IPSec provides for a secure communication channel and has limited impact on WLAN side as discussed in section 2.1 above. However, at the same time this leads to a huge number of security associations that has to be handled by the eNB. Note that additional tunnels are also needed to keep bearers separated. Also the security associations may need to be renewed quite frequently due to mobility.
Further considering the reduced flow control capabilities (see section 2.2) we conclude:
Conclusion: Using IPSec tunnelling between eNB and UE has disadvantages with respect to the additional performance requirements that it imposes on the eNB, higher delays with respect to mobility efficiency and limited flow control capabilities. This may reduce the achievable gains for LWA. Therefore we are in favour of a DC 3C-like approaches as discussed in section 2.1. 
Proposal 2: A DC 3C-like tunnelling approach shall be preferred over approaches where tunneled UP is hidden from the WLN.
3
Conclusion
List of above observations, conclusions, and proposals
Observation 1: A new EtherType may be needed to indicate aggregated traffic and maintain the bearer level granularity between eNB and UE.

Observation 2: If the UP tunnel is hidden from WLN, the flow control may not be possible to provide to eNB from WLN.

Observation 3: From RAN2 perspective, it would be beneficial to reuse dual connectivity functionality (as specified in [4]) as much as possible.

Based on these, we have concluded:

Conclusion: Using IPSec tunnelling between eNB and UE has disadvantages with respect to the additional performance requirements that it imposes on the eNB, higher delays with respect to mobility efficiency and limited flow control capabilities. This may reduce the achievable gains for LWA. 

Hence, we are in favour of a DC 3C-like approaches as discussed in section 2.1. We also think RAN2 should indicate to RAN3 that it is beneficial to reuse the DC-like functionalities as much as possible. 

Proposal 1: Indicate to RAN3 that from RAN2 perspective it is beneficial to reuse dual connectivity functionality (as specified in [4]) as much as possible.

Proposal 2: A DC 3C-like tunnelling approach shall be preferred over approaches where tunneled UP is hidden from the WLN.
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