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Discussion
1 Introduction

Some solutions have been proposed to use the RSSI report for channel selection and hidden node detection. In this contribution we evaluate the proposed solutions and analyse whether the RSSI report is really useful for the channel selection or hidden node detection on unlicensed frequency.
2 Discussion
2.1 Solution 1: Channel selection based on RSSI report
· UE reports RSSI results of unlicensed frequencies .
· eNB selects a frequency which has the lowest RSSI result as an operating frequency for the UE.
Assumption of this solution: The expected interference UE will experience when receiving data from LTE cell on unlicensed frequency is proportional to the RSSI results measured during the LTE cell does not occupy the frequency.
However in practice, if LBT succeeds and the LTE cell occupies the unlicensed channel, all exposed nodes around the UE will keep quiet. Therefore, UE will be interfered only by hidden nodes when receiving data from LTE cell. However, the RSSI measured during the LTE cell does not occupy the frequency includes not only interference from hidden node but also interference of exposed node. 
Therefore, this solution is reasonable only when there is the same interference from exposed nodes on every unlicensed frequency. However, it seems difficult to agree with this assumption.

For example, there are two channels, i.e. channel A and B as show in Figure 1. On channel A, there are two exposed nodes in LTE coverage while there is no hidden node. On channel B, there is a hidden node while there is no exposed node.

[image: image1.emf]LAA cell

UE

RSSI of 

channel A

measured 

by UE 

RSSI of 

channel B

measured 

by UE 

time

time

Hidden 

AP

LAA cell

UE

Exposed 

AP 1

Exposed

AP 2

Channel A Channel B

LAA cell

UE

RSSI of 

channel A

measured 

by UE 

RSSI of 

channel B

measured 

by UE 

time

time

Hidden 

AP

LAA cell

UE

Channel A Channel B

(A) Scenario that right channel selection is available using solution  1
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Figure 1 Example scenario: problem of solution 1
When LTE cell doesn’t occupy any channel, RSSI result of channel A is higher than that of channel B. So if the cannel is selected based on RSSI results, channel B will be selected. However, actually, if the channel is occupied by the LTE cell, all exposed nodes on channel A will keep quiet and the UE can obtain better radio quality from channel A than channel B. 

Observation 1 If eNB selects operating frequency based on RSSI report, wrong frequency could be selected when there is an exposed node on the frequency.
2.2 Solution 2: Hidden node detection by comparing percentage of time RSSI result exceeds a threshold
· UE reports percentage of time RSSI result exceeds a threshold.
· eNB compares the percentage reported by UE and the percentage observed by the eNB.
· If the percentage reported by the UE is much bigger than the percentage observed by the eNB, eNB consider there are some hidden nodes.
Assumption of this solution: There is no exposed node which affects eNB only. 
However in practice, it is likely that there is an exposed node which is invisible from UE considering the coverage of eNB. If such an exposed node occupies the channel for longer than a hidden node, then the percentage observed by the eNB could be bigger than the percentage reported by the UE.
For example, on a certain unlicensed frequency, there are two nodes near LAA eNB as shown in Figure 2. Node 2 is a hidden node of LAA eNB, i.e. the node 2 is invisible from LAA eNB, while it is visible from UE. On the other hand, node 1 is visible from LAA eNB but it is invisible from UE. So node 1 and 2 affects only eNB and UE, respectively.
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Figure 2 Example scenario: problem of solution 2
RSSI measured by eNB is higher than a threshold 30% of time while RSSI measured by UE is higher than a threshold 15% of time. So, if eNB determine the presence of the hidden node by comparing percentage reported by UE and the percentage observed by the eNB, the eNB will consider there is no hidden node even though hidden node is there.

Therefore, this solution is reasonable only where there is no exposed node which is invisible from UE. But considering the coverage of eNB, it is likely that such node exists in the reception coverage of eNB.
Observation 2 eNB cannot detect the hidden node by comparing the percentage of time RSSI result exceeds a threshold where there is an exposed node which affects eNB but doesn’t affect UE.
2.3 Solution 3 : Hidden node detection by comparing histograms of RSSI
· UE reports a histogram of RSSI results.

· eNB compares the histogram of RSSI reported by UE and the histogram observed by it.
· If the UE experiences a level of interference affecting its reception at a time the eNB experiences none, eNB consider there are some hidden nodes.
Assumption of this solution: the coverage of LTE cell is smaller than that of other system. So, if other system node is a hidden node to LTE cell, the LTE cell is also a hidden node to other system node.
However in practice, LTE cell may have bigger coverage than other node, e.g. WLAN AP. Then, though other system node is invisible from LTE cell, the LTE cell is visible from other system node. That is, such an node is an exposed node to the LTE cell.

If there is such an exposed node, the exposed node could affect UE but doesn’t affect eNB. So the RSSI measure by UE will have bigger results than RSSI measured by eNB at the same time even though there is no hidden node.
For example, On a certain unlicensed frequency, there are two exposed nodes near a UE as shown in Figure 3. Node 1 and 2 have smaller coverage than LTE eNB, so they are affected from the LTE cell but they nor affect to the LTE cell.

[image: image3.emf]LAA cell

UE

UE RSSI

eNB 

RSSI

time

time

Expose 

AP1

Expose 

AP2

Threshold

Threshold

(A) Scenario that false Hidden node detection does not happen by solution  3

(B) Scenario that false Hidden node detectionhappens by solution 3

LAA cell

UE

UE RSSI

eNB 

RSSI

time

time

Expose 

AP1

Expose 

AP2

Threshold

Threshold

No hidden node!

Detect hidden node!

(False detection)


Figure 3 Example scenario: problem of solution 3
So though comparing RSSI measured at the same time, the RSSI measured by UE will be bigger than the RSSI measured by eNB. So the eNB will consider there is a hidden node, but it is not there.
Therefore, this solution is reasonable only where there is no exposed node which has smaller coverage than LTE eNB. But it seems like a reasonable assumption that LTE cell has bigger coverage than other system, e.g. WLAN AP.

Observation 3 eNB will be mistaken in thinking that there is a hidden node by comparing the histograms of RSSI if there is an exposed node affected by eNB but doesn’t affect the eNB due to different coverage size near UE.
Based on the observations, we conclude that the proposed RSSI-based solutions are able to detect hidden node properly in only particular case. Before finding a solution that is universally available, RAN2 doesn’t need to have detailed discussion of RSSI reporting framework.
Proposal 1      The proposed RSSI-based solutions are able to detect hidden node properly in only particular case. Before finding a solution that is universally available, RAN2 doesn’t need to have detailed discussion of RSSI reporting framework.
3 Conclusion
In this contribution we evaluate the proposed solutions and make following conclusions:
Observation 1 If eNB selects operating frequency based on RSSI report, wrong frequency could be selected when there is an exposed node on the frequency.

Observation 2 eNB cannot detect the hidden node by comparing the percentage of time RSSI result exceeds a threshold where there is an exposed node which affects eNB but doesn’t affect UE.
Observation 3 eNB will be mistaken in thinking that there is a hidden node by comparing the histograms of RSSI if there is an exposed node affected by eNB but doesn’t affect the eNB due to different coverage size near UE.

Based on the observations, the proposal is
Proposal 1      The proposed RSSI-based solutions are able to detect hidden node properly in only particular case. Before finding a solution that is universally available, RAN2 doesn’t need to have detailed discussion of RSSI reporting framework.
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