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1 Introduction
At RAN2#89-bis meeting, it was agreed that the MeNB and the WLAN Logical Node (WLN) will be connected using an interface and further aspects of this interface were left FFS. In this contribution we look at the protocol options for user plane traffic on this interface and propose a way forward. 
2 Description of solutions
Three protocol options for carrying the user plane traffic between MeNB and WLN are considered:
· GTP based solution as used in the X2/Xn interface for dual connectivity.
· IP Tunnel based solution where the IP tunnel runs between the MeNB and the UE.
· IPsec Tunnel based solution which is similar to the IP tunnel solution above, but additionally running the IPsec protocol layer on the interface

2.1 GTP solution
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Figure 1) GTP solution – user plane

· X2-AP would be used to configure the mapping between a given GTP-U Tunnel endpoint identifier and a given UE MAC address.

· The UE would need to have informed the MeNB of its MAC address using RRC.
· The network would need to inform the UE of the WLAN gateway MAC address via RRC.  

· The WLAN-GW is required to perform new functionality which is not typical of a regular WLAN gateway, since for downlink frames it is required to perform a table look up to associate a frame received with a certain GTP TEID to a particular UE MAC address, and vice versa for the uplink.
· The UE is not required to obtain an IP address from the WLAN.

· Traffic is conveyed between the WLAN gateway and the UE at Layer 2 using the MAC address of the WLAN gateway and the MAC address of the UE.
· There are QoS handling issues in the WLAN (see later section).    
2.2 IP tunnel solution
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Figure 2) IP tunnel solution – user plane

· The UE has to obtain an IP address from the WLAN in the regular way via DHCP
· This IP address is used for tunnelling PDCP frames between the MeNB and the UE.
· The UE can obtain the IP address of the MeNB via RRC

· This will be the destination address that the UE uses for uplink packets addressed towards the MeNB.
· No special 3GPP specific functionality is required in the WLAN gateway to route traffic between the WLAN and the MeNB.

· Every packet that is carried over the WLAN has an additional IP header (outer IP header).

· Encryption can be achieved at the PDCP layer
· The regular WLAN mechanisms for QoS handling in the WLAN gateway and AP can be reused.  
· The MeNB and UE will need to convert the 3GPP QCI value associated with the PDCP frame into an appropriate value to be inserted in the DSCP (Diffserv Code Point) field of the outer IP header (see the section on QoS below) 
2.3 IPsec tunnel
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Figure 3) IPsec tunnel solution – user plane

· All features of  the IP tunnel solution as described above apply;  and, in addition:

· Encryption can be achieved at the PDCP layer and/or the IPsec layer.
· Establishment of the IPsec security association could potentially be achieved using IKEv2 (a protocol running between UE and MeNB) or else might be achieved via RRC.
3 Quality of service aspects
PDCP PDUs associated with multiple UEs and multiple radio bearers may be served via the WLAN.   In case of the conventional LTE based dual connectivity architecture, RAN level QoS control may be achieved via the MAC scheduler located within the SeNB.   In case of WLAN aggregation, there are two options: 

· Option 1: The WLAN obtains knowledge of the QoS and any priorities associated with different packets so that packets can be handled appropriately. 

· Option 2: The WLAN treats all packets as being of equal priority and serves them in a first-in-first-out manner. 

In our opinion Option 1 provides full flexibility in the prioritisation of packets after they have entered the WLAN. 
In contrast Option 2 has a number of problems.   Considering first the downlink, although it is possible for an MeNB to send packets to the WLAN in the correct priority order, this solution does not ensure that there is appropriate priority handling between the traffic of different MeNBs when multiple MeNBs supply traffic to the same WLAN.   In addition the WLAN may also be serving conventional  (non-WLAN aggregated) Wi-Fi traffic and the WLAN would not have sufficient information to know how to prioritise traffic received from an MeNB relative to the regular Wi-Fi traffic.   Considering the uplink, the problem is that if the WLAN does not know the priority of different packets then the WLAN gateway has no way to correctly schedule packets on the transport link up to the MeNB.  
Proposal 1: RAN2 to agree that the WLAN needs to be able to determine the QoS requirement associated with packets that it is serving.
With this requirement in mind, it can be observed that WLAN supports QoS on the air interface through the 802.11e feature which enables packets to be served over the air in priority order according to their QoS requirement.  In existing WLAN deployments, for downlink packets the AP determines the QoS to apply by looking at the Diffserv header in the IP packet.  

For the IP tunnel and IPsec tunnel solutions the MeNB and UE can set the Diffserv value in the outer IP header to an appropriate value to correspond to the QCI of the specific logical channel with which the payload is associated. 

The GTP solution is problematic in this regard, since the conventional WLAN solution for supporting QoS cannot be applied, since considering the downlink for example, the payload of the 803.2 MAC frame is a PDCP PDU.  New functionality would be required in the AP, which would be undesirable since there is a preference for the adopted solution to be applicable to legacy APs. 
4 Comparison of solutions
The IPsec tunnel solution does not appear to bring any benefit over the IP tunnel solution and potentially brings a few more complexities and costs, like the need to configure the security association in the additional (IPsec) layer.  Hence in our opinion the IP tunnel approach is more preferable than the IPsec solution.
Now comparing the IP tunnel solution with the GTP solution.  The main disadvantages of the GTP solution are that it requires new 3GPP specific functionality in the WLAN gateway for conveying frames whilst also requiring a new method for handling QoS in the AP which might preclude QoS being achieved in legacy APs.  The GTP solution also has UE impact since the conventional step of obtaining an IP address for the device and of the default gateway via DHCP is excluded.  The main disadvantages of the IP tunnel solution are that there is an additional IP overhead to be carried.  

In our opinion the disadvantages of the GTP tunnel solution are greater than the IP tunnel solution, hence:

Proposal 2:  3GPP adopt an IP tunnel solution.   

5 Conclusion

The following proposed for agreement in RAN2: 

Proposal 1: RAN2 to agree that the WLAN needs to be able to determine the QoS requirement associated with packets that it is serving.

Proposal 2:  3GPP adopt an IP tunnel solution.   
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