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1 Introduction
In RAN2#89bis meeting, RAN2 has the following aggrement.
	RAN2#89bis Agreements
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The “WLAN logical node” (WLN) is connected to the eNB. Beyond this no other CN interfaces are specified or required for aggregation. 
(FFS: Authentication of the UE with WLAN (via the eNB or directly to the CN)




In this paper, we first clarify the reason for shortening the WLAN authenticaion. Then based on the assumption that aggregation can only occur when UE is within the coverage of both LTE and WLAN and has been registered on 3GPP network [1], two WLAN authentication procedures via the eNB are discussed.
2 Discussion
2.1 Why we need to shorten the WLAN authenticaion
In the past, the offloading traffic from LTE to WLAN is restricted to non-IMS (IP Multimedia Subsystem) traffic. But in the next five years, market survey [2] forcasts that the higher QoE (quality of experience) is necessary for services such as TV everywhere, health nomitoring, enterprise voice, online gaming, media streaming and voice over Internet protocol (VoIP) services. That means different technical barriers to be overcome on mobility support for LTE-WLAN aggregation. 
The original WLAN authentication procedure specified in TS 33.402 [3] is decribed in Fig. 1. After UE finishes the association with WLAN, an EAP-AKA’ procedure including the server-side and client-side authentication is executed. Because this is a complicated message exchange between UE and AAA server, it costs a long time about 3~5 seconds and has difficulty to support the QoE requirement of real-time services, such as 150 ms of VoIP. Therefore, we suggest that RAN2 shall discuss the methods to shorten the WLAN authentication of LTE-WLAN aggregation.

Observation 1: Authentication of the UE with WLAN directly to the CN is an existing solution, but has difficulty to support the QoE requirement of real-time services.

Proposal 1: RAN2 shall discuss the methods to shorten the WLAN authentication of LTE-WLAN aggregation.
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Figure 1

2.2 WLAN authentication of LTE-WLAN aggregation

In this section, two options are shown to analyze the WLAN authentication via eNB of LTE-WLAN aggregation. However, before the discussion on how to shorten the WLAN authentication, the network selection needs to be clarified first.According to [4], two kinds of WLAN selection are shown. “Network-directed” AP selection is in accordance with the conventional WLAN mobility where mobility decisions are initiated and determined by the STA. The other is “network-controlled” AP selection which is similar to LTE mobility where AP selection is performed at the eNB based on UE measurements. If eNB has the responsibility to make a decision on AP selection and finishes the WLAN authentication in advance, it can inform the UE via RRC message to establish a safe WLAN link quickly with the specified AP. Therefore, network-controlled AP selection is preferred here and we suggest that eNB is enhanced to have the ability to provide assistance on the WLAN authentication of LTE-WLAN aggregation.
Proposal 2: eNB is enhanced to have the ability to provide assistance on the WLAN authentication of LTE-WLAN aggregation.
Option 1

In Fig. 2, after the eNB receives the authentication information from UE, the eNB may execute partial EAP-AKA’ authentication for UE and AAA server. For example, the server-side authentication is omitted or the client-side authentication is simplified. Then the eNB sends the authentication response back to UE including security information, such as MK (Master Key). How to simply the authentication procedure needs more discussion on integrity, key life time and protocol modification, etc., and is FFS.
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Figure 2

Option 2
In Fig. 3, there is no AAA entity, and after the eNB receives the authentication information from UE, the eNB may derive the security information from KeNB, and send the authentication response back to UE. For option 2, the authenticaion time is saved significantly, however, the integrity, key lift fime and protocol modification, etc., needs to be seriously considered.
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Figure 3

Since for both option 1 and 2, authentication of the UE with WLAN is via the eNB, there is an authenticaion information/response between the UE and eNB. Also, some authentication information such as PMK (Pairewise Master Key) needs to passed to the specified WLAN AP. In summary, option 1 may shorten the authentication procedure, but the simplified EAP authentication needs to be more discussed. Although AAA entity does not need in Option 2, the integrity of client-side authentication needs to be seriously considered. We suggest RAN2 to discuss the feasibility of the two options. 
Proposal 3: RAN2 shall take the options detailed in Section 2.2 into account for the discussion on WLAN authentication of LTE-WLAN aggregation.
3 Conclusions
Observation 1: Authentication of the UE with WLAN directly to the CN is an existing solution, but has difficulty to support the QoE requirement of real-time services.

Proposal 1: RAN2 shall discuss the methods to shorten the WLAN authentication of LTE-WLAN aggregation.
Proposal 2: eNB is enhanced to have the ability to provide assistance on the WLAN authentication of LTE-WLAN aggregation.
Proposal 3: RAN2 shall take the options detailed in Section 2.2 into account for the discussion on WLAN authentication of LTE-WLAN aggregation.
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