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1.
Introduction
In accordance with the ACDC WID in [1], RAN2 is to specify the necessary changes in the stage-3 specifications based on the ACDC requirements in SA1 in order to control the access attempts for the particular, operator-identified applications, based on the information and configuration of ACDC categories. In this context the RAN2 work should also take into account the outcome of the related CT1 work item.
In this contribution we discuss the RAN2 impacts and the open issues to meet the stage 1 ACDC requirements taking into account the latest update based on the agreed CR to TS 22.011 in [3] which was sent by SA1 in the incoming LS in [2]. In detail, we discuss the following aspects:
· Configuration of ACDC categories per MO (Management Object)
· Barring per ACDC category acc. to restriction level
· Applicability of ACDC in conjunction with other access control features
· Provisioning of barring information per ACDC category
· Interaction of RRC with upper layer
2.
Discussion
2.1
Configuration of ACDC categories per MO (Management Object)
Intention of ACDC is to prioritize certain applications in congestion situations, e.g. Disaster Message Board (DMB) service, Disaster voice messaging service, and to bar other types of applications. Acc. to the stage 1 requirements (see also Annex in section 5 below) a UE can be configured by its HPLMN with a number of ACDC categories (minimum value is 4, but maximum value is undefined) to which applications are associated to and for which the ACDC access control mechanism in idle mode shall be applied. 
CT1 is currently discussing the details of the association between the ACDC categories and the particular, operator-identified applications. Options under discussion are e.g. based on application IDs or APN. So far no agreements were made by CT1 on this aspect. However, CT1 agreed to create a new TS 24.105 for configuring the association in form of a new Management Object (MO) for ACDC specific use and agreed the scope of the new TS 24.105 in [4]. 
From RAN2 point of view we can assume that the details of the association between the ACDC categories and the particular, operator-identified applications is transparent on AS level and the responsibility of RRC is to broadcast per SIB the ACDC categories which are configured by the serving network along with the barring information per ACDC category.
Proposal 1: RAN2 is asked to agree that the association between the ACDC categories and the particular, operator-identified applications is transparent on AS level unless CT1 indicates otherwise.
2.2
Barring per ACDC category acc. to restriction level
According to the stage 1 requirements the ACDC categories configured in the UE by HPLMN shall be ordered according to their expected restriction/barring level, e.g. as shown below for 5 categories.
1. ACDC category 1 (highest category to which applications are associated which should be restricted the least)
2. ACDC category 2 
3. ACDC category 3
4. ACDC category 4 
5. ACDC category 5 (lowest category to which applications are associated which should be restricted the most)
On the network side the same order of prioritization shall be applied for broadcasting the barring information for the ACDC categories which are configured in the concerned network. However, in practice the case may happen that the number of ACDC categories configured in UE and broadcast by serving network may differ, i.e. 
· Case 1: the number of categories configured in the UE is less than the number of categories broadcast by the serving network

· Case 2: the number of categories configured in the UE is greater than the number of categories broadcast by the serving network

For the above cases the stage 1 requirements specify the rules for mapping of the different number of ACDC categories. Fig.1 and Fig.2 illustrate the rules for the cases 1 and 2 in accordance with our understanding. 
For case 1 as illustrated in Fig. 1, the categories 1 to 4 belong to the “match list”, i.e. for these ACDC categories barring information is broadcast by the serving network and have the same rank as the rank of the ACDC categories configured in the UE. The ACDC category 5 broadcast by the network is ignored by the UE as there is no matching category configured in the UE. Furthermore, all uncategorized apps will be barred using the barring information for the lowest category broadcast by the serving network, which in this example corresponds to category 6. In this context, we identified a small inconsistency between the following two stage 1 requirements:

Applications on a UE that are not assigned to any ACDC category shall be treated by the UE as part of the lowest ACDC category configured in the UE.
If the serving network broadcasts  more ACDC categories than the UE's configuration, the UE shall use barring information for the matching ACDC categories, and shall bar uncategorised applications using the barring information for the lowest  category broadcast by the serving network, and shall ignore barring information for unmatched categories.

If we consider the yellow highlighted stage 1 requirement above, all apps on the UE side that are not explicitly categorized shall be treated by the UE as part of the lowest category configured in the UE, i.e. category 4 in the example in Fig.1. However, as the serving network broadcasts 6 ACDC categories, we can assume that the UE shall bar all uncategorized apps using the ACDC barring information for the lowest category broadcast by the serving network, which is category 6. This is aligned with the green highlighted stage 1 requirement above.
We think that the green highlighted stage 1 requirement is the correct one to apply. To fix this inconsistency the yellow highlighted stage 1 requirement could be corrected, such as for example to:

Applications on a UE that are not assigned to any ACDC category shall be treated by the UE as part of the lowest ACDC category configured in the UE broadcast by the serving network. 
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Figure 1: Rules for mapping of the different number of ACDC categories (Case 1)
For case 2 as illustrated in Fig. 2 the categories 1 to 4 belong to the “match list”. The categories 5, 6 configured in the UE and all uncategorized apps will be barred using the ACDC barring information for the lowest category broadcast by the serving network, which is category 4 in this example. 
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Figure 2: Rules for mapping of the different number of ACDC categories (Case 2)
Proposal 2: RAN2 is asked to confirm the correct interpretation of the rules for mapping of ACDC categories for the cases when the number of ACDC categories configured in UE and broadcast by serving network may differ. If RAN2 confirms, then it is proposed to send an LS to SA1 (cc: CT1) to inform them about the inconsistency of case 1.
2.3
Applicability of ACDC in conjunction with other access control features
In LTE and UMTS up to Rel-12 various access control features are specified such as:
· ACB (in both LTE and UMTS)

· DSAC (in UMTS only)

· PPACR (in UMTS only)

· SSAC (in LTE only)

· CSFB (in LTE only)

· EAB (in both LTE and UMTS)

In accordance with the stage 1 requirements below multiple access control features including ACDC can be configured simultaneously in each RAT; however only in the case when both ACDC and ACB are configured, ACDC shall override ACB. In all other cases, our understanding is that either ACDC does not apply or the UE has to perform ACDC along with another access control feature. For instance, ACDC does not apply for IMS based services, i.e. IMS based services are subject to SSAC. On the other hand, if both EAB and ACDC are configured in the UE then the UE has to perform both types of access control.
-
The serving network shall be able to simultaneously indicate ACDC with other forms of access control.

-
When both ACDC and ACB controls are indicated, ACDC shall override ACB.

Proposal 3: RAN2 is asked to discuss the correct interpretation of the applicability of ACDC in conjunction with access control features other than ACB. If RAN2 thinks that the concerned stage 1 requirement requires further clarification, then it is proposed to send an LS to SA1 (cc: CT1) to provide feedback on the concerned requirement.

2.4
Provisioning of barring information per ACDC category
According to the stage 1 requirements ACDC shall apply for UEs assigned with the normal ACs 0 to 9. Furthermore, the serving network shall broadcast barring information for each ACDC category, and whether a roaming UE shall be subject to ACDC control. And last but not least, RAN sharing needs also be supported, so that ACDC can be applied for the different CNs individually.
With regards to the provisioning of barring information for UEs assigned with the normal ACs 0 to 9, and for each ACDC category there are different options in LTE and UMTS:

In LTE the stage 1 requirements can be met in a straightforward manner by re-using the current barring parameterization based on barring factor and barring time as signalled in SIB2 in AC-BarringConfig [5]. That means for each ACDC category broadcast by serving network, appropriate values for barring factor and barring time in accordance with the priority level of the ACDC category are signalled.
AC-BarringConfig ::=



SEQUENCE {


ac-BarringFactor




ENUMERATED {












p00, p05, p10, p15, p20, p25, p30, p40,












p50, p60, p70, p75, p80, p85, p90, p95},


ac-BarringTime





ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512}
}

In order to allow the serving network to configure an ACDC category without any barring, the barring factor value “p100” should be added. We think that this is compliant with the stage 1 requirements.

Proposal 4: RAN2 is asked to re-use legacy AC barring configuration for provisioning of barring information for each ACDC category in LTE and to introduce the barring factor value “p100” in order to allow the serving network to configure an ACDC category without any barring.
In UMTS there are basically two options to meet the stage 1 requirements due to the fact that barring per AC is currently performed based on a barred/not barred flag, e.g. for ACB in SIB3 per IE Cell Access Restriction (10.3.2.1) [6].
· Option 1: to re-use the existing barred/not barred flag for ACDC.
· Option 2: to adopt the LTE approach by using barring factor and barring time.
We think that option 2 is the simplest approach to comply with the stage 1 requirements due to the fact that option 1 may require too frequent changes of the ACDC barring information broadcast per SIB.

	Access Class Barred list
	CV-SIB3-MD
	maxAC
	 
	Default is no access class barred is applied.
The first instance of the parameter corresponds to Access Class 0, the second to Access Class 1 and so on up to Access Class 15. UE reads this IE of its access class stored in SIM.

	>Access Class Barred
	MP
	 
	Enumerated (barred, not barred) 
	 


Proposal 5: RAN2 is asked to adopt the LTE approach by using barring factor and barring time for provisioning of barring information for each ACDC category in UMTS.
With regards to the provisioning of the information on whether a roaming UE shall be subject to ACDC control our interpretation is that it targets UEs that are neither in their HPLMN nor in a PLMN that is equivalent to it. However, referring to the applicability of EAB as specified per field eab-Category in SIB14 [5], it could also target UEs that are neither in the PLMN listed as most preferred PLMN of the country where the UEs are roaming in the operator-defined PLMN selector list on the USIM. Unfortunately, the current stage 1 requirement is not fully clear about the roaming aspect, so a clarification by SA1 might be needed.
eab-Category
Indicates the category of UEs for which EAB applies. Value a corresponds to all UEs, value b corresponds to the UEs that are neither in their HPLMN nor in a PLMN that is equivalent to it, and value c corresponds to the UEs that are neither in the PLMN listed as most preferred PLMN of the country where the UEs are roaming in the operator-defined PLMN selector list on the USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN, see TS 22.011 [10].
Proposal 6: RAN2 is asked to discuss the correct interpretation of the roaming requirement. If RAN2 cannot reach consensus then it is proposed to send an LS to SA1 (cc: CT1) to provide feedback on the roaming requirement.

In the context of UMTS another aspect that is not clear is whether the provisioning of barring information for each ACDC category should be supported for both CS/PS-domain or for PS-domain only. Our understanding is that ACDC is only applicable to the PS-domain and not needed to be supported for the CS-domain. We think that ACDC is about control on starting up applications in times of congestions. Such applications run on smartphones and they run over the PS-domain only.
Proposal 7: RAN2 is asked to agree that the provisioning of barring information for each ACDC categroy in UMTS should be supported for PS-domain only. If RAN2 agrees, then it is proposed to send an LS to SA1 (cc: CT1) to inform them about the RAN2 agreement.
2.5
Interaction of RRC with upper layer
In Fig. 3 a high-level model of the interaction between RRC and upper layer in UE side is illustrated. 
· The UE has an ACDC MO wherein a number of ACDC categories are defined to which applications are associated which are subject to ACDC access control in idle mode.
· In the SIB the UE receives for each PLMN the following information:
(a) Barring information for each ACDC category configured in the serving cell
(b) Flag whether roaming UEs shall be subject to ACDC control
· The details of the interaction between RRC and upper layer (by “upper layer” the NAS and above are meant) are currently undefined. For instance, it is open which information needs to be exchanged between RRC and upper layer, and on which layer the ACDC barring check should be performed. We see two basic options:
· Option 1: RRC performs the ACDC barring check. As consequence, RRC does not forward the ACDC configuration received by serving cell to upper layer. Upper layer then indicates to RRC whether an RRC connection establishment is subject to ACDC control or not.
· Option 2: Upper layer performs the ACDC barring check. As consequence, RRC does forward the ACDC configuration received by serving cell to upper layer. Upper layer then indicates to RRC whether an RRC connection establishment is subject to an access control feature other than ACDC.
The interaction of RRC with upper layer is under discussion in CT1, so that RAN2 has to wait for the outcome of their discussion to further proceed on the specification of these RRC aspects.
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Figure 3: High-level model of the interaction between RRC and upper layer (UE side)
3.
Summary
In this contribution we discussed the RAN2 impacts and the open issues to meet ACDC requirements, and the following proposals have been made: 
Proposal 1: RAN2 is asked to agree that the association between the ACDC categories and the particular, operator-identified applications is transparent on AS level unless CT1 indicates otherwise.
Proposal 2: RAN2 is asked to confirm the correct interpretation of the rules for mapping of ACDC categories for the cases when the number of ACDC categories configured in UE and broadcast by serving network may differ. If RAN2 confirms then it is proposed to send an LS to SA1 (cc: CT1) to inform them about the inconsistency of case 1.
Proposal 3: RAN2 is asked to discuss the correct interpretation of the applicability of ACDC in conjunction with access control features other than ACB. If RAN2 thinks that the concerned stage 1 requirement requires further clarification then it is proposed to send an LS to SA1 (cc: CT1) to provide feedback on the concerned requirement.

Proposal 4: RAN2 is asked to re-use legacy AC barring configuration for provisioning of barring information for each ACDC category in LTE and to introduce the barring factor value “p100” in order to allow the serving network to configure an ACDC category without any barring.

Proposal 5: RAN2 is asked to adopt the LTE approach by using barring factor and barring time for provisioning of barring information for each ACDC category in UMTS.
Proposal 6: RAN2 is asked to discuss the correct interpretation of the roaming requirement. If RAN2 cannot reach consensus then it is proposed to send an LS to SA1 (cc: CT1) to provide feedback on the roaming requirement.
Proposal 7: RAN2 is asked to agree that the provisioning of barring information for each ACDC categroy in UMTS should be supported for PS-domain only. If RAN2 agrees then it is proposed to send an LS to SA1 (cc: CT1) to inform them about the RAN2 agreement.
With regards to the proposals 2, 3, 6, 7 a draft reply LS to SA1 has been submitted in [7] in case RAN2 agree to ask them to provide feedback on the concerned stage 1 requirements.
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5.
ANNEX
Reference: S1-151621 (CR0214r2 to TS 22.011)
4.3.5
Application specific Congestion control for Data Communication (ACDC)4.3.5.1
Service description
Application specific Congestion control for Data Communication (ACDC) is an access control mechanism for the operator to allow/prevent new access attempts from particular, operator-identified applications in the UE in idle mode. ACDC does not apply to UEs in connected mode. The network can prevent/mitigate overload of the access network and/or the core network. This feature is optional.
4.3.5.2
Requirements
4.3.5.2.1
General
The following requirements apply:
-
This feature shall be applicable to UTRAN and E-UTRAN.

-
This feature shall be applicable to UEs in idle mode only that are not a member of one or more of Access Classes 11 to 15.

-
The home network shall be able to configure a UE with at least four ACDC categories to each of which particular, operator-identified applications are associated. The categories shall be orderedas specified in sub-clause 4.3.5.2.2.

Note:
Provisioning of the ACDC categories in the UE is the responsibility of the home network, and the categorization is outside the scope of 3GPP.

Note:
A mechanism needs to be provided that enables the UE to verify that the provisioning of the configuration originates from a trusted source.

-
The serving network shall be able to broadcast, in one or more areas of the RAN, control information, indicating barring information per each ACDC category, and whether a roaming UE shall be subject to ACDC control.
-
The UE shall be able to control whether or not an access attempt for a certain application is allowed, based on this broadcast barring information and the configuration of ACDC categories in the UE.

-
The serving network shall be able to simultaneously indicate ACDC with other forms of access control.

-
When both ACDC and ACB controls are indicated, ACDC shall override ACB.

-
In the case of multiple core networks sharing the same access network, the access network shall be able to apply ACDC for the different core networks individually. For the mitigation of congestion in a shared RAN, barring rates should be set equal for all Participating Operators.
4.3.5.2.2
ACDC Categories

When configuring the UE with categories of applications, the home network shall proceed as follows: 

-
Applications whose use is expected to be restricted the least shall be assigned the highest ACDC category; and

-
Applications whose use is expected to be restricted more than applications in the highest category shall be assigned the second-to-highest ACDC category, and so on; and 

-
Applications whose use is expected to be restricted the most shall either be assigned the lowest ACDC category, or not be categorised at all. 

Applications on a UE that are not assigned to any ACDC category shall be treated by the UE as part of the lowest ACDC category configured in the UE. If the operator requires differentiation with respect to these uncategorized applications, the operator should avoid assigning applications to the lowest ACDC category. When applying ACDC, the serving network broadcasts barring information starting from the highest to the lowest ACDC category. The home network and the serving network may use different categorisation. The serving network decides if ACDC applies to roaming UEs. 

The number of ACDC categories in the UE may not be the same as the number of ACDC categories broadcast by the serving network. This may happen, e.g. when the UE is roaming and the number of categories broadcast by the serving network is different from the home network. Therefore the following rules shall apply: 

-
If the serving network broadcasts  more ACDC categories than the UE's configuration, the UE shall use barring information for the matching ACDC categories, and shall bar uncategorised applications using the barring information for the lowest  category broadcast by the serving network, and shall ignore barring information for unmatched categories. 

-
If the serving network broadcasts barring information for fewer ACDC categories than the UE's configuration, the UE shall use barring information for the matching ACDC categories and shall bar other applications using the barring information for the lowest  category broadcast by the serving network.
NOTE:
A matching ACDC category is an ACDC category for which barring information is broadcast by the serving network and that has the same rank as the rank of a configured ACDC category in the UE. An unmatched ACDC category is either an ACDC category for which barring information is broadcast by the serving network but with no corresponding ACDC category configured in the UE, or an ACDC category configured in the UE but with no corresponding barring information broadcast by the serving network.
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