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1
Introduction
In the RAN2#89bis meeting we observed in [1] that it is beneficial for WLAN interworking that the list of WLAN networks under the coverage of the eNB is maintained in the RAN. We also observed that the LTE-WLAN interface enables the knowledge of the WLAN networks under the coverage of the eNB.

In this paper we discuss WLAN detection in more detail and show further options based on UE measurement reporting.
2
Detection of LTE neighbour cells via ANR

In LTE the detection of unknown neighbour cells is based on UE reports to the serving cell, as part of the ANR feature. In ANR a UE will be configured to measure cells visible within a given list of frequencies. Once the eNB realizes that a cell reported by a UE is not yet in the eNB’s NRT it may ask the UE to provide further measurements of the neighbour cell, revealing for instance the cell’s global identifiers.

The purpose of ANR is to alleviate an operator’s network management burden and for that was introduced already with the first release of LTE. With ANR, a newly deployed eNB will be recognized by its neighbours, X2 connections can be set up, thereby enabling HOs between eNBs, all in automated fashion (see TS36.300 [4], section 22.3.3 and 22.3.4). 

3 
Detection of WLAN APs
3.1
ANR for WLAN APs
NOTE: For the purpose of the discussion in this document, it is assumed that both UP and CP interfaces are needed for the operation LTE-WLAN aggregation.

When introducing WLAN APs to the 3GPP network, both UP and CP interfaces need to be established between the eNB and a non-collocated WLAN AP before UP or CP data can be exchanged. We will assume that the eNB is not (a priori) aware of which WLAN APs are or will be under its coverage. Therefore, the following use cases exist for LWA operation:
Use case 1: Detect the WLAN APs within the eNB coverage.

Use case 2: Identify whether a given WLAN AP is within the eNB coverage.

Use case 3: Establish UP or CP interface towards a WLAN AP within the eNB coverage for use with LWA.

For uses case 1 and 2, an automated discovery function of the WLAN APs that are under the coverage of the eNB will be essential to avoid a high network management cost of manually configuring the available APs to each and every eNB. Like with LTE, the ultimate goal of detecting the WLAN “neighbour” cells is to establish an “X2-like” connection with them, to allow use of LWA. 

In particular, LTE ANR enables establishing X2 interfaces to neighbours without exchanging X2 interface endpoint parameters. Likewise for use case 3, an ANR mechanism for WLAN could enable establishing UP or CP interfaces, by referencing the APs e.g. by their BSSIDs. 
Hence, the use case of WLAN ANR is similar to what LTE ANR is solving, and similar solutions will be applicable. 

Observation 1: WLAN ANR can help in addressing the use cases indicated above.

WLAN ANR procedure

In analogy to LTE ANR, we see the sequence of steps for WLAN ANR procedure to look as follows:

1. eNB configures UE to report neighbouring WLAN APs (e.g. those broadcasting a certain SSID or having one of HS2.0-defined WLAN IDs)

2. UE reports WLAN IDs (e.g. BSSIDs) of APs which match the criteria (e.g. those which are broadcasting the specified SSID or having one of HS2.0-defined WLAN IDs)
The ANR process as such ends after step 2. These steps allow the network to obtain information about the WLAN APs, i.e. how to identify the WLAN AP based on the identifiers. But for the actual goal of being able to establish an interface, further steps are needed: 

3. eNB requests information about the APs based on its identifiers (e.g. BSSIDs) from a trusted network entity.

4. The trusted network entity provides the interface parameters (e.g. IP address and security keys) allowing establishment of the interface between the eNB and the AP. 

We would note that here the assumption is that there is a network entity that is trusted by both the eNB and the AP (e.g. AAA server). This should always be the case since the WLAN APs in the scope of this WID are assumed to be operator WLANs, i.e. deployed inside the operators CN. Nevertheless, we do see that the establishment of the interface may require some authentication between the eNB and the WLAN AP, e.g. via the trusted entity. The details of such authentication are out of scope for this contribution and should be handled by RAN3 (for the network interfaces) and SA3 (for the security aspects).

Observation 2: A trusted network entity may be required for establishing the LWA operation.

Proposal 1: Introduce an ANR procedure for discovering WLAN parameters (e.g. BSSID) to enable efficient configuration of LWA operation.
3.2
UE based WLAN Mobility History Report
Another way to partially address the use cases 1 and 2, in analogy to MDT and MRO, is to ask the UE to record the instances of associating with and leaving WLANs. Obviously this only works when the UE is already able to access the WLANs, so it may be less usable for the initial discovery of WLANs for LWA purpose, but the mobility history can be a complementary mechanism to ANR, e.g. it may replace subsequent ANR phases and it could be usable for WLAN interworking.

WLAN Mobility History report:

Similarly to LTE mobility history report, the UE could be tasked to construct a WLAN mobility history report that contains the history list of the latest visited WLANs. Such a history list would contain information about how long the WLAN was associated with the WLAN, the WLAN identities (e.g. BSSID), to which cell the UE was connected or camping at that time and further information like WLAN operator’s name. To correlate the information with eNBs, the LTE eNB CGI under which the UE was camping should be also included in the report, as well as a GNSS location if available (similarly to MDT).

Observation 3: The WLAN mobility history could be added to the existing LTE mobility history report.

The benefit of this solution is that it is under network control whether to retrieve a report that was indicated as available by the UE, and when to retrieve the report. It also enables network to collect of WLAN visitation history from multiple UEs, allowing e.g. WLAN coverage mapping and association between eNBs and WLAN APs. 
Proposal 2: Introduce a WLAN Mobility History Report to the UE Information procedure allowing an eNB retrieve WLAN↔LTE Cell mapping.
3.3
WLAN detection based on network tokens
In the ongoing RAN3 SI on MRJC the problem of matching a UE’s IDs in WLAN and RAN was discussed [3]. One of the proposed solutions where the eNB issues a token (which in RAN3 is called a Pseudo-Terminal Identifier or PTID, see [2] for details) to the UE is suitable also to establish the interface between WLAN APs and RAN nodes. This is done as follows:  
1. The eNB configures the UE with a Pseudo Terminal Identifier (PTID) to use with WLAN association. The eNB generates a (PTID) that contains both, addressing information to enable contacting this eNB and a UE identifier, and provides it to the UE via RRC signalling. Such PTID would be associated (within the RAN nodes) to another UE identifier (e.g., ECGI + C-RNTI). 
2. When the UE associates and authenticates to the WLAN, the UE provides the WLAN with the assigned PTID. The PTID can be included in the EAP-Identity Response message. We note that this does not have any impact on WLAN 802.11 specifications but has some impact on the AP behaviour, as noted in the [3]. The WLAN AP extracts the eNB addressing information from the PTID.
3. The WLAN uses the eNB address information to send a message containing the PTID and WLAN-ID(s) to the eNB. In this way the 3GPP RAN is aware of the offloading/aggregating UE and of the WLAN-AP being in the coverage area of the eNB.
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Figure 1: message flow for the PTID based method.

Since the addressing information provided by the eNB within the network token, the interface can be initiated from WLAN side while limiting the administrative effort on the WLAN side. For example the PTID might carry the address information about how to reach the eNB, e.g. TNL IP address to be used for initiating e.g. a SCTP association, and, if necessary, also the TLN address to be used for establishment of IPSec-SA. However, with the network token method the interface is established only during associating with an operator allowed AP. If the interface needs to be present before associating with a WLAN AP then an initial ANR procedure as described in section 3.1 is necessary anyway, but the network token based method but could be usable for WLAN interworking or for initial authentication of UE when starting the LWA.
Observation 4: The use of PTIDs allows establishing of eNB – WLAN AP neighbour relations

Proposal 3: Introduce provisioning of PTIDs from eNB to UE
4
Conclusion
In this contribution we highlighted different ways of detecting WLAN APs that can be part of eNB-WLAN aggregation.  Specifically, the following use cases were identified for LWA operation:

Use case 1: Detect the WLAN APs within the eNB coverage.

Use case 2: Identify whether a given WLAN AP is within the eNB coverage.

Use case 3: Establish UP or CP interface towards a WLAN AP within the eNB coverage for use with LWA.

To address these uses cases, we have considered various mechanisms: ANR, WLAN mobility history information and use of an eNB-provisioned authentication identity. We observed the following:
Observation 1: WLAN ANR can help in addressing the use cases indicated above.

Observation 2: A trusted network entity may be required for establishing the LWA operation.

Observation 3: The WLAN mobility history could be added to the existing LTE mobility history report.
Observation 4: The use of PTIDs allows establishing of eNB – WLAN AP neighbour relations
Based on the above, we propose:
Proposal 1: Introduce an ANR procedure for discovering WLAN parameters (e.g. BSSID) to enable efficient configuration of LWA operation.

Proposal 2: Introduce a WLAN Mobility History Report to the UE Information procedure allowing an eNB retrieve WLAN↔LTE Cell mapping.
Proposal 3: Introduce provisioning of PTIDs from eNB to UE
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