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1. Introduction
In RAN#67 meeting, it was agreed to setup a new WI of “LTE-WLAN Radio Level Integration and Interworking Enhancement”. For the LTE/WLAN aggregation part of the new WI, it is decided to re-use Rel-12 DC 3C, 2C as the baseline structure [1] . At RAN2#89bis meeting, some initial agreements are captured in the stage-2 running CR [2]. And a new logical node of “WLN” is defined as the termination point of WLAN side. However, several key issues for UP architecture are still open, like the interface between eNB and WLN, support of multiple bearer, data path and procedures etc. In the following sections, we’ll discuss about the key issues for LTE/WLAN aggregation UP, and propose candidate solutions for UP architecture with basic analysis.
2. Discussion
At RAN2#89bis meeting, there are two main options for UP, one is to setup a standard interface between eNB and WLN, and the other is to setup a direct IPSec tunnel from eNB to UE.
2.1. Discussions on Direct Tunnel from eNB to UE

Although the direct IPSec tunnel solution supports legacy WLAN network, it has severe drawbacks: 

· Severe Security Threat to Operator Network: This solution allows exposure of eNB IP address to UE and direct IP communication between eNB and UE. As some ports at eNB are reserved for internal maintenance tools, a malicious user could utilize this flaw to attack or even get control of the base station. This will expose a severe security threat to 3GPP network which are not acceptable to operators. In SA2’s SaMOG solution, the UE is just tunneled to ePDG which is only a packet gateway and completely different from eNB. In fact the reason for using ePDG but not PGW as the tunnel point is also for security concerns.
· NAT Issue: In current deployments, most operators’ cellular network and WLAN network are isolated and deployed by different vendors, which means both UE in WLAN and eNB are behind the NAT and in different private sub networks. And it is well known IPSec has a serious compatibility issue with NAT (packets passing NAT will be modified which causes IPSec authentication failure). Thus more complex techniques (like NAT-T) will be needed to solve the compatibility and tunnel setup issues. 
· Increased Complexity and eNB Signal Burden: It requires implementing IPSec tunnel on each eNB. Besides, other Operator devices needs to be upgraded to support additional techniques (like NAT-T) to make it work. Also the setup and maintenance of IPSec tunnel will exerts additional signal processing burden of eNB.

· Out of WI Scope: Current WI only addresses solutions that require to be standardized.
Based on the observations above, we could conclude the proposal as below:

Proposal 1: For LTE-WLAN Radio Level Integration, the direct IP tunnel based solution (from eNB to UE) could not be used as a practical solution for operator deployed network.

2.2. Interface between eNB and WLN
In the WI document [1], it is clearly indicated that a standard interface will be setup between eNB and WLN, for non-collocated scenarios. It is also necessary, considering the benefits of device interoperability and potential wide usage of WLAN aggregation. And as discussed above, we do not see any practical solutions that do not require the standard UP interface for WLAN aggregation. Thus it is proposed: 
Proposal 2: For LTE-WLAN Radio Level Integration, a standard UP interface of Xw between eNB and WLN is deployed, at least for the non-collocated scenarios.

To enable maximum reuse of existing structure, GTP-U/UDP/IP based protocol stack is recommended as the user plane protocol stack of Xw interface, between eNB and the WLN. As GTP-U is already a mature and simple protocol, the effort of using GTP-U would be less than developing a new UP protocol stacks.
Proposal 3: GTP-U/UDP/IP based protocol stack is recommended as the user plane of the standard interface between eNB and WLN. The details could be discussed at RAN3.
2.3. Support of Multiple Bearer

WLAN MAC does not have a field for the LCID or bearer ID information like 3GPP MAC. Once the PDCP PDU is transferred over WLAN, it is important that the LCID or bearer ID information is carried on together, otherwise the UE’s 3GPP chip would not be able to decide to which entity the PDCP packet belongs.

One natural solution to this is to insert an “LCID” field for bearer identification in front of PDCP PDU, to form a new payload structure shown in figure 1. As discussed in section 2.5, an adaptation layer of PWAL (PDCP-WLAN Adaptation Layer) is proposed, thus the new payload format is named as “PWAL PDU” in the following. 
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Figure 1 PWAL PDU – a new payload formats for PDCP PDU over WLAN

Proposal 4: It is proposed to define a new payload type as “PWAL PDU” for PDCP PDU transmitted over WLAN, which composes an LCID field for bearer identification and a corresponding PDCP PDU.
2.4. Identification & Routing of PDCP PDU over WLAN
Based on the detailed UP solutions, the metrics used for identifications of PWAL PDU are different. For layer 2 based UP solutions (“Ethertype”),  layer 2 header field (“Ethertype”) is used for identification; while for IP based solution, the IP tunnel itself or other IP header field (“IP Address”, “IP protocol”) is used to distinguish the packet type. 
Routing information is needed for PDCP packets in WLAN. For layer 2 based UP solutions, UE MAC address is needed, and for IP based solution UE WLAN IP address is needed. Option 1 is to carry on the “routing information” together in each PWAL PDU (i.e. as a specific header field). Option 2 relies on WLN to keep the mapping of TEID with the routing information. As the efficiency of option 1 is low, and option 2 is similar to existing GTP-U mechanism, option 2 is recommended.
Proposal 5: For routing of PWAL PDU over WLAN, WLN keeps a mapping of TEID with relative UE routing information (UE MAC address or IP address).
2.5. Detailed UP Solutions
In the following sub-sections we’ll discuss about the overall UP architecture and the detailed solutions of data path for PDCP PDU from eNB to UE. Due to the complexity of detailed WLAN deployments and different application scenarios, different solutions may apply. And we also noticed strong wish of operators to preserve and re-use the large number of legacy APs. Thus the following 2 solutions are proposed, and in both solutions, eNB is connected with WLN via the standard Xw interface.

2.5.1 UP Solution 1 - Layer 2 based Solution 
 Each WLAN MAC SDU is extended with an LLC/SNAP header and the “Ethertype” field is used to indicate the type of WLAN MAC SDU: like IP, ARP etc. This field can be utilized to indicate the PWAL PDU packets offloaded from 3GPP. We could either apply a new “Ethertype” value from IEEE, or just re-use existing “Ethertype” value. 
Scenarios: In this solution, AP needs to support the identification and processing of LLC/MAC PDU with new “Ethertype” value, so the Xw interface should be terminated at AP. For scenario where AP is connected with AC under the “split MAC” structure, AC could process the LLC/MAC data frames on behalf of AP (which means AP is almost used as an RF head), and send/receive the LLC/MAC frame via L2 tunnel (like CAPWAP tunnel) to AP, then WLN could be deployed on AC. Thus solution 1 is applicable to the following scenarios: 
· New AP, WLN on AP
· New AC under “split MAC” structure, WLN on AC
Identification & Routing of PDCP: In this solution “Ethertype” field of LLC/SNAP header is used to differentiate PWAL PDU with other IP packets at UE and WLAN AP. As the transfer is at layer 2, UE’s WLAN MAC address is used for routing at WLAN layer 2. At WLN side, it enforces PWAL PDU to be sent to the dedicated UE MAC address by looking up its local mapping table with TEID (i.e. ARP is not used for PDCP at WLN for layer 2 routing).
The system architecture based on DC 3C structure is illustrated in figure 2 and the protocol stack is illustrated in figure 3. 
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Figure 2 System Architecture for Solution 1 based on DC 3C.

A new adaptation layer PWAL (PDCP-WLAN Adaptation Layer) is included in both UE and WLN. At UE side, its main function is packet format adaptation between UE’s PDCP and LLC layer and delivering to the corresponding PDCP entity. At WLN side, its main function is packet format adaptation between WLN’s GTP and LLC layer, maintain mapping of TEID with UE’s WLAN MAC address and bearer identification. The LLC layer at WLN and UE need to be modified to support the identification and process of the “new” MAC SDU type.
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Figure 3 UP Protocol Stack for Solution 1
Pros & Cons: This solution is efficient for PDCP packet transferring. But the legacy APs need to be upgraded. For application scenarios, WLN should be on AP or AC with “split MAC” structure.
2.5.2 UP Solution 2 – IP based Encapsulation

In this solution, WLN encapsulates PWAL PDU in IP packet and deliver to UE. An IPSec tunnel may be setup from WLN to UE or WLN could use specific fields of IP header (like IP address, IP Protocol field) as the indications of the packet type. The details of using IP address or IP Protocol field for PDCP identification are provided in our previous contribution [3].
Scenarios: As the IP packets are transparent to WLAN, thus legacy AP could be supported under this solution and software only upgrade is needed on WLN. The applicable scenarios are:
· Upgraded AC, WLN on AC

· Upgraded AP, WLN on AP

· Standalone WLN
Identification & Routing of PDCP: In this solution, if IP tunnel is setup between WLN and UE, the IP tunnel itself will be used as identification for PDCP. For other alternatives, a specific IP header field (IP address or IP Protocol field) is used as the indications of the packet type. UE’s IP address at WLAN side is needed for routing. WLN needs to maintain a mapping between TEID and the UE WLAN IP address to decide the routing.
The system architecture based on DC 3C structure is illustrated in figure 4 and the protocol stack is illustrated in figure 5. A new layer PWAL (PDCP-WLAN Adaptation Layer) is included in UE and WLN. At UE side, its main function is packet format adaptation between UE’s PDCP and IP layer and delivering to the corresponding PDCP entity. At WLN side, its main function is packet format adaptation between WLN’s GTP and IP layer, maintain mapping of TEID with UE’s WLAN IP address and bearer identification.
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Figure 4 System Architecture for Solution 2 based on DC 3C.
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Figure 5 UP Protocol Stack for Solution 2
Pros & Cons: This solution is transparent to legacy AP, and only software upgrade of WLN is needed. It supports all WLAN deployment scenarios. It also avoids security issue and NAT problems of setup direct IP tunnel with eNB. But the packet transferring efficiency is not high.
2.5.3 UP Solutions Summary & Proposals:

The detailed solutions summary is listed in table 1. As the WLAN implementation scenarios are complex, considering the operator’s wish to maximum reuse existing infrastructure, and also to widen the usage of WLAN aggregation, legacy AP should be supported. In real applications, if IP egress point of WLAN is on AP (and AP could be upgraded) or on AC under “split MAC” structure, then solution 1 is recommended; for other scenarios especially where only legacy AP could be used, solution 2 is used. Thus both two solutions should be captured. 
Proposal 6: At WLN, PWAL PDU is put either in WLAN MAC PDU or IP packets and delivered to UE.
Proposal 7: It is proposed RAN2 to discuss and adopt the two solutions above as LTE/WLAN aggregation UP architecture baseline (The detailed form of solution 2 is FFS).
In both solutions for UP, a new adaptation layer is always needed in the protocol stack of WLN and UE to make format adaptation for PDCP PDU to be transferred over WLAN. This also avoids impacts to current PDCP layer.
Proposal 8: It is proposed to apply a new adaptation layer named as PWAL (PDCP WLAN Adaptation Layer) to make adaptation for PDCP PDU transferred over WLAN.
Another issue is the naming of “WLN”. The term does not give a clear explanation of the function of the node. As the main function of this node at UP is to achieve the aggregation function over WLAN, we would like to suggest use the term “WAF” – WLAN Aggregation Function for future RAN2 discussions.
Proposal 9: It is proposed RAN2 to use the term “WAF” (WLAN Aggregation Function) instead of “WLN” for future reference of WLAN termination point of Xw.
3. Conclusion
It is proposed to discuss the following proposals at RAN2 and capture the agreeable: 
Proposal 1: For LTE-WLAN Radio Level Integration, the direct IP tunnel based solution (from eNB to UE) could not be used as a practical solution for operator deployed network.

Proposal 2: For LTE-WLAN Radio Level Integration, a standard UP interface of Xw between eNB and WLN is deployed, at least for the non-collocated scenarios.

Proposal 3: GTP-U/UDP/IP based protocol stack is recommended as the user plane of the standard interface between eNB and WLN. The details could be discussed at RAN3.
Proposal 4: It is proposed to define a new payload type as “PWAL PDU” for PDCP PDU transmitted over WLAN, which composes an LCID field for bearer identification and a corresponding PDCP PDU.

Proposal 5: For routing of PWAL PDU over WLAN, WLN keeps a mapping of TEID with relative UE routing information (UE MAC address or IP address).

Proposal 6: At WLN, PWAL PDU is put either in WLAN MAC PDU or IP packets and delivered to UE.

Proposal 7: It is proposed RAN2 to discuss and adopt the two solutions above as LTE/WLAN aggregation UP architecture baseline (The detailed form of solution 2 is FFS).

Proposal 8: It is proposed to apply a new adaptation layer named as PWAL (PDCP WLAN Adaptation Layer) to make adaptation for PDCP PDU transferred over WLAN.

Proposal 9: It is proposed RAN2 to use the term “WAF” (WLAN Aggregation Function) instead of “WLN” for future reference of WLAN termination point of Xw.
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Table 1 UP Solutions Comparisons
	Solutions
	Solution 1
	Solution 2

	Contents
	Layer 2 based Solution
	IP Encapsulation

	PDCP Identification
	Ethertype Field
	Based on IP Tunnel or IP Address or IP Protocol Field

	PDCP Routing
	Based on UE WLAN MAC Address
Mapping at WLN
	Based on UE WLAN IP Address
 Mapping at WLN

	Impacts to non-3GPP standards
	Impacts to SNAP
	No

	UE Impacts
	Impacts to UE WLAN LLC
	Impacts to UE OS

	AP Impacts
	Impacts to AP LLC
	No1

	Scenarios
	WLN on AP, new AP
WLN on AC, “split MAC”, new AC
	Any

	Efficiency
	High
	Low

	Pros
	High Efficiency
	Transparent to Legacy AP1

	Cons
	Need IEEE approval for new value
Need AP upgrade2
	Overhead issue
Signal burden (for IP tunnel solution only)


Notes:

1. WLN not located on AP
2. WLN not on AC or not under “split MAC” structure
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