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1 Introduction

In RAN2#69, RAN2 decided to introduce the concept of the PCC(Primary CC) and SCC(Secondary CC) to manage CCs. The detailed function of the PCC is not finalised yet. The mobility management would be discussed based on the PCC cell. The followings are the agreements on the changing of the PCC.
	Agreements:

1)  DL PCC cell can change with handover procedure (i.e. with key change and RACH)

2)  FFS: whether DL PCC cell can change without key change (no PDCP/RLC reestab)
3)  FFS: whether DL PCC cell can change without RACH

4)  FFS: If security changes at DL PCC cell change, does the UE take the security input from the new DL PCC cell or from any other cell?




This contribution investigates the issues on the security key and CC configuration when changing the PCC.
2 Discussion
Security key change at DL PCC change
For the security mode, the security key (KeNB) can be generated based on the security intput (i.e., PCI) from a cell. In Rel8/9, eNB can have only one cell. However, considering the carrier aggregation, eNB can have maximun five component carriers and each component carrier can be served for each cell. If each cell also has a different PCI in Rel10, there can be 5 different KeNBs which are generated from 5 PCIs. 
In RAN#69, RAN2 decided that the PCC can be a special cell. Thus, the PCC can be a cell for the security input (i.e., PCI) and NAS mobility information. The security input (i.e., PCI) of the PCC can be used for generating a KeNB. The PCC is UE specific and can be changed among the other component carriers within the same eNB. In Rel8/9, even though the security key is calculated based on the security input (i.e., PCI) from a cell, that can be eNB specific. Also, in the carrier aggregation, our assumption is that there can be maximun 5 MAC protocol entities for each component carrier, but there is just one RLC and PDCP entity. In other words, the change of the PCC does not make the PDCP and the RLC changed. The security functions belong to the PDCP. Thus, the security key (KeNB) does not need to be changed.

It is still not clear how to maintain the security keys when the PCC changes. One approach is to keep the PCI of the PCC initially attached and that could be maintained as a security input before changing the PCC for handover. 
Conclusion 1: 
Security key should be eNB specific. Thus, DL PCC cell can change without security key change with no PDCP/RLC re-establishment.
Component Carrier configuration at DL PCC change
Figures 1 and 2 illustrate the change of the DL PCC and configuration to the other component carriers.
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Figure 1. The DL PCC change within the same eNB (intra eNB case)

In Figure 1, we show the DL PCC change within the same eNB and the inter-frequency handover. 
The DL PCC changes from CC3 to CC5 which is not configured. For this case, the handover procedure can be simplified because the UE can share the common elements in the same eNB. CC4 can be activated for UE to receive packets by activation signalling from eNB. CC5 can be simply configured by RRC connection reconfiguration and activated for the UE to use. Even though the PCC and configuration are changed, the UE can be informed of changing the configuration and activating the individual CCs.
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Figure 2. The DL PCC change to the different eNB (inter eNB case)
In Figure 2, we show the DL PCC change toward the different eNB and the inter-frequency handover. 
The DL PCC changes from CC3 to CC4 which is configured in the different eNB. For this case, if we apply Rel8/9 handover procedure, the UE cannot know the exact configuration information from the eNB before handover completes. The UE should be informed of the configuration and activation after handover completes. Using the carrier aggregation indicates that the UE uses multiple CCs to support high data rates. Even short interruption time before using multiple CCs can cause serious service quality degradation. Thus, in carrier aggregation, it is more important to minimize the service interruption time before the handover completion and the use of the multiple CCs for high data rates in target eNB.  

In the stage 2 handover for CA, RAN2 should discuss the method to reduce the handover interruption time to support multiple CCs in target eNB. The one approach is to reduce the service interruption time by completing the configuration and informing the UE of the configuration and activation information during the handover preparation and execution phase. The detailed method for preparing the handover for multiple CCs should be investigated for further study.
Conclusion 2:
In the stage 2 handover for CA, RAN2 should discuss the method to reduce the handover interruption time to support multiple CCs. 
3 Conclusion
Conclusion 1: 
Security key should be eNB specific. Thus, DL PCC cell can change without key change with no PDCP/RLC re-establishment.
Conclusion 2: 
In the stage 2 handover for CA, RAN2 should discuss the method to reduce the handover interruption time to support multiple CCs. 
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