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1 Introduction 

This document proposes to remove some text for the condition Handover relating to the HandoverPreparationInformation message in the securityConfiguration IE in section 6.3.3 of 36.331[1]. 

. 
2 Discussion 
The securityConfiguration IE in section 6.3.3  for the condition Handover there is some text that is not applicable for the UE condition which relates to the HandoverPreparationInformation message. 

Proposal 2

Remove some text in the condition Handover for the securityConfiguration IE in section 6.3.3 of 36.331[1] relating to the HandoverPreparationInformation message.
References

[1] R2-085979, 3GPP 36.331 v8.3.0 ver 2.0, E-UTRA, Radio Resource Control (RRC), Protocol Specification (Release 8).
3 Text Proposal

------- Start of modified section
–
SecurityConfiguration
The IE SecurityConfiguration is used to configure AS integrity protection (CP) and AS ciphering (CP and UP).

SecurityConfiguration information element
-- ASN1START

SecurityConfiguration ::=


SEQUENCE {


integrityProtAlgorithm



IntegrityProtAlgorithm


OPTIONAL,
-- Cond SMC


cipheringAlgorithm




CipheringAlgorithm



OPTIONAL,
-- Cond SMC


keyIndicator





KeyIndicator




OPTIONAL,
-- Cond Handover


nextHopChainingCount



NextHopChainingCount


OPTIONAL,
-- Cond Handover


...

}

-- ASN1STOP

	SecurityConfiguration field descriptions

	integrityProtAlgorithm

Indicates which integrity protection algorithm to use for SRBs

	cipheringAlgorithm

The same ciphering algorithm is assumed to be used for SRBs and DRBs

	keyIndicator

Indicates whether the UE should use the keys associated with latest available Kasme (details FFS).

	nextHopChainingCount

Parameter NCC: See TS 33.401 [32, 7.2.8.4]


	Conditional presence
	Explanation

	Handover
	The IE is mandatory present if the IE MobilityControlInfo is present in the RRCConnectionReconfiguration message; otherwise the IE is not needed.

	SMC
	The IE is mandatory present if the IE SecurityConfiguration is included in the SecurityModeCommand message; otherwise the IE is optional, continue.


------ End of modified section
4 Conclusion
It is proposed that RAN2 agrees in the proposal below and the corresponding TP: 
Proposal 2

Remove some text in the condition Handover for the securityConfiguration IE in section 6.3.3 of 36.331[1] relating to the HandoverPreparationInformation message.





































































































































































































































































