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1. Overall Description:

SA3 thanks RAN2 for their LS asking for guidance on the subject of NULL integrity protection algorithm in the context of UICC-less emergency calls. 
SA3 also includes RAN5 and CT1 in their response as SA3 sees a possible relation of RAN2’s question to test cases and NULL integrity at NAS level. 

SA3 discussed RAN2’s LS at their meeting SA3#52bis and came to the following conclusions: 

· SA3 would like to point out that UICC-less emergency calls are a feature for Release 9, so there is a need to act now only if test cases are to be specified, or hooks for easier introduction of support of UICC-less emergency calls are to be introduced in Rel-8.

· SA3 has a strong preference to have the same solution for UICC-less emergency calls and test cases for NULL integrity if test cases need to be specified.

· SA3 also discussed whether a NULL integrity algorithm or a dummy key would be the best mechanism. SA3 is leaning towards using the NULL integrity algorithm, but the conclusion is not final. 
· SA3 sees no need to specify the test cases in 3GPP specs. (Test cases were not specified in the UMTS security architecture specification TS 33.102 either.)
2. Actions:

To RAN2, RAN5, CT1:
SA3 would like to ask RAN2, RAN5 and CT1 to take the above into consideration and keep SA3 informed of any further progress in this area.
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