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1. Overall Description:

During the RAN2#61 meeting, the RRC connection re-establishment was discussed. The UE may use this procedure to re-establish the connection after having detected radio link failure. This procedure aims at reducing service interruption in difficult radio conditions by avoiding going through idle. In this document “source” cell refers to the cell where C-RNTI was valid and the most recent successful communication between the UE and eNB occurred, while “target” cell refers to the cell to which the UE sends the RRC CONNECTION RE-ESTABLISHMENT REQUEST).   The re-establishment procedure can be further characterised as follows:

· The UE only invokes the procedure after security has been activated
· The procedure succeeds only if the target eNB is prepared i.e. has a valid UE context (which includes the AS security configuration)
· The source may prepare multiple eNBs. This preparation is identical to the one used upon inter eNB handover
· The procedure resolves contention and re-activates the signalling radio bearer (SRB1). Other radio bearers are re-activated at a later stage

· The connection re-establishment procedure re-activates AS security, but does not support change of algorithms

· On successful completion of connection re-establishment, the UE replies with RRC CONNECTION RE-ESTABLISHMENT COMPLETE which is integrity protected.

· If E-UTRAN rejects the procedure, the UE moves to idle after which it may invoke the regular RRC connection establishment procedure

RAN2 currently assumes that the RRC CONNECTION RE-ESTABLISHMENT REQUEST, that is neither integrity-protected nor ciphered, includes a UE identity that comprises of the C-RNTI used in the source cell, an identity of the source cell and a short token computed as MAC over some data based on keys used in the source cell. The token is transferred to the target cell from the source cell together with the UE context. The UE identity is used by the target eNB to verify if a context is stored for that UE, to authenticate the UE and to perform contention resolution. The target eNB responds with either an RRC CONNECTION RE-ESTABLISHMENT or an RRC CONNECTION RE-ESTABLISHMENT REJECT which echoes back the UE identity, to be used for contention resolution. RAN2 aims at limiting the size of the RRC CONNECTION RE-ESTABLISHMENT REQUEST by using one size for the UE identity used for contention resolution and hence would prefer to limit the size of the short MAC to around 16 bits. 
RAN2 would like to know if SA3 has any concerns with the RAN2 assumptions indicated in the above. Furthermore, RAN2 would kindly request SA WG3 to define how this short MAC is calculated.
2. Actions:

To SA WG3:

RAN WG2 would kindly request SA WG3 to define how this short MAC is calculated.
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