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1. Introduction

At RAN WG2 Meeting #38, it was agreed that CN domain specific access control will be included in Rel-6 function.  This document proposes more concrete changes required to complete this function, as well as remaining open points to be discussed.

2. Discussion

· Change in System Information

It is proposed to change the System Information Block type 3, as follows.  It is shown here as straight forward Rel-6 corrections.  New IEs are highlighted in yellow.  

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description
	Version

	SIB4 Indicator
	MP
	
	Boolean
	TRUE indicates that SIB4 is broadcast in the cell.
	

	UTRAN mobility information elements
	
	
	
	
	

	Cell identity
	MP
	
	Cell identity 10.3.2.2
	
	

	Cell selection and re-selection info
	MP
	
	Cell selection and re-selection info for SIB3/4 10.3.2.3
	
	

	Cell Access Restriction
	MP
	
	Cell Access Restriction 10.3.2.1
	
	

	Domain Specific Access Restriction Parameters
	OP
	
	
	
	REL-6

	>CN domain identity
	MP
	
	CN domain identity 10.3.1.1
	
	

	>Access Class Barred list-2nd Domain
	MD
	maxAC
	
	Default is no access class barred is applied.

The first instance of the parameter corresponds to Access Class 0, the second to Access Class 1 and so on up to Access Class 15. UE reads this IE of its access class stored in SIM.
	

	>>Access Class Barred
	MP
	
	Enumerated(not barred, barred) 
	
	

	>CN domain identity-2nd Domain
	MP
	
	CN domain identity 10.3.1.1
	
	


8.1.1.6.3
System Information Block type 3

The UE should store all relevant IEs included in this system information block. The UE shall:

1>
if in connected mode, and System Information Block 4 is indicated as used in the cell:

2>
read and act on information sent in that block.
1> if the IE “CN domain identity” is included, the UE shall:

2> act on the IE “Access Class Barred list” when initiating a RRC Connection establishement to send INITIAL DIRECT TRANSFER to the CN domain indicated in the IE “CN domain identity”, as specified in [4].
2> act on the IE “Access Class Barred list -2nd Domain” when initiating a RRC Connection establishement to send INITIAL DIRECT TRANSFER  to the CN domain indicated in the IE “CN domain identity-2nd Domain”, as specified in [4].
------------------------------------------------------------------------------------------------------------------------------------------------

The intended behaviour is as follows: 

In the NW that does not supports this feature, only one instance of the IE “Access Class Barred list” can be signalled, so the only UE behaviour is the R99 behaviour.

Once these new IEs are signalled in the NW, as in Table 1, there will be three behaviours:

Table 1: Example of SIB type 3 values

	Access Class Barred list
	0xFFCE

	CN domain identity
	PS

	Access Class Barred list-2nd Domain
	0x4000

	CN domain identity-2nd Domain
	CS


Note: It is assumed that the operator wanted to align the access class restriction behaviour for the PS domain to R99.

UE that does not support the feature:  Act as “Access Class Barred list” is “0xFFCE”
UE that supports the feature that is initiating/terminating CS call:  Act as “Access Class Barred list” is “0x4000”
UE that supports the feature that is initiating/terminating CS call:  Act as “Access Class Barred list” is “0xFFCE”
· Remaining Issues

· Issue #1: Release

The feature is agreed to be added in Rel-6, and the support is mandatory for Rel-6 UEs.  However, as proposed in R2-031800, to maximize the effectiveness of this feature, it is requested that this feature is made available from R99 as an optional feature.

Unfortunately, variable length extension is not applicable to SIBs.  Therefore, to include above information in R99, the only way is to include this in normal Non Critical Extension in SIB type3.

If the group does not feel addition of this feature is not acceptable from R99 onward, NTT DoCoMo would still like to request addition of the necessary IEs in Rel-4 or Rel-5, as an optional feature in these releases.

· Issue #2: Simultaneous RABs

Two proposals regarding this issue were described in R2-032154.  During the discussion, there were some comments regarding these issues.  

The original concern was that there is a way to bypass domain specific access control, if the user has established Iu connection to one of the CN Domain that is not restricted, and then initiate a call in the other domain.  

To address bypassing, there are currently three proposals now:

1. Treat this in network implementation.  

2. Change the access class restriction mechanism so that this also applies to CELL UPDATE.  

3. Change the access class restriction mechanism so that this also applies to INITIAL DIRECT TRANSFER

Regarding the second proposal, there was a comment that UE can stop only appropriate CELL UPDATE.  While it is possible that the UE can stop most of appropriate CELL UPDATE, there is a case where the UE cannot stop appropriate CELL UPDATE.  When the UE is in Cell/URA_PCH, and it was UTRAN paged, it does not know whether it was paged for new CS call or new DL data.  This is because of the flexibility in the specification, which allows the NW to page Cell/URA_PCH UEs for CS call by single UTRAN page, or UTRAN page followed by dedicated paging.  Considering the case the UTRAN has implemented the second method, there is no way for the UE to distinguish the reason why it was UTRAN paged, at the time of transmitting the CELL UPDATE.  Also, this proposal cannot stop the UE in CELL_FACH from initiating a new call.  Additionally, because this proposal may require change in SIB type 4, the backward compatibility impact needs to be carefully studied, since the IE “Access Class Barred list” cannot be present in SIB type 4 for Release 99 from tabular description.  (It is possible to include the IE from ASN.1 perspective).

Regarding the third proposal, it is felt this would introduce unnecessary inefficiency.  In case of establishing Iu connection to the first CN domain is already covered by RRC CONNECTION REQUEST.  In case of establishing Iu connection to the second CN domain, if the UE is in CELL/URA_PCH state, the UTRAN may send the UE in CELL_DCH just to find out it doesn’t do anything, and send it back to CELL/URA_PCH states, which is a waste of resource.  If the UE is in CELL_DCH state, to be consistent with other behaviour, either the specification needs to be changed so that the UE can obtain Access Class Barred list, or treat this in network implementation.  

3. Conclusion

It is proposed to first decide on issue #1.  

On issue #2, treating this in network implementation is seems to be the best way forward, as this is the only proposal that can treat all the cases.  

Once these issues are concluded, NTT DoCoMo will provide relevant CR(s) to TS25.331. 
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