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1. Introduction

Some of MBMS control message could cause multiple responses in a short period, which in turn results in RACH congestion. Several companies have proposed solutions [1], [2], [3], [4], where common understandings and different views coexist. 

This paper summarizes issues in the RACH access control procedure based on the companies’ proposals, and divides them into the non-controversial and the controversial parts. 

Non-controversial part could be reflected in the TS 25.346. 
2. Issues in RACH access control procedure
Figure 1 is a general description on the RACH access control procedure.
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Fig 1. RACH control procedure

As in the figure, RACH access control procedure can be phased as follows in CRNC’s viewpoint. 

1. Setting the initial probability factor

2. Signaling the initial probability factor

3. Detecting the needs for updating 

4. Updating to the optimum probability factor

5. Signaling the updated probability factor

Issue 1. How to set the initial probability factor

Although we believe this is an important issue, only SAMSUNG proposed something on it. SAMSUNG’s proposal is reviewed in this section. 

Two parameters need to be considered in setting the initial value of probability factor, which are the number of who-will-respond and the amount of RACH resource of a cell. Those two parameters are highly cell specific so setting probability factors same all over the cells is not good approach. 

The amount of RACH resource of a cell is a known parameter for a CRNC while the number of who-will-respond is not. 

Acquisition of the exact information on the number of UEs in a cell is impossible under the current standard. However some valuable information to deduce it could be delivered from a SGSN to its children RNCs. For example number of UEs who joined a MBMS service within a Routing Area could be sent to RNCs, which would in turn calculate the expectation of the number of UEs who joined a MBMS service within a cell.

So it has been proposed in the [1] that number of UEs per Routing Area is signaled to RNCs belongs to the Routing Area and RNCs calculate the initial value of probability factor per cell based on the expected number of UEs and the amount of RACH resource of a cell. 

Issues 2. How to inform the initial probability factor

NOTIFICATION is the message which initiates counting procedure, and make probability factor desirable. 

Therefore NOTIFICATION is proposed to convey the initial probability factor as having been assumed since the probability factor was introduced.

Issues 3. How to detect the needs for updating

When the NOTIFICATION message is transmitted in a cell, UEs begin to establish RRC connections and send response. If the initial value of probability factor happens to be optimum, then RACH works well without congestions. But if the initial value is too small or too big then the access rate will be too slow or too fast. 

The issue here is how RNC to detect that the access rate of the moment is not optimum. 

SAMSUNG proposed to reuse Node B’s report on PRACH acknowledgement as the indication for the access rate. Actually the number of PRACH acknowledgement for a given period has strong correlation with the access rate of the period. If Node B has given n PRACH acknowledgements in a cell, then at least n UEs will try to send uplink messages on the PRACH. 

There is another view on the issue. [4] proposes that new probability factor be calculated whenever a UE responded. We do not appreciate it as nice way because it will not work at all at certain circumstances. For example, if the initial probability factor is set too high, e.g. 90 % probability factor to a cell where 100 UEs are to respond, then uplink transmission will be blocked, consequently probability factor will never be updated and the uplink congestion will not be resolved. 

The open issue to be discussed therefore is which information to be used as indication for triggering the update procedure. PRACH status or new UE responded? 

Issue 4. How to calculate the optimum probability factor

This issue is tightly coupled with the detecting mechanism above. If we use the number of UE responded as the probability factor update trigger, then calculating the probability factor could be done as proposed in [2] [4]. Or if the probability factor update trigger is some feedbacks from Iub, calculation will be different. However we think that exact way of calculating the probability factor is not standard issue and might be left to vendors, because this is just RNC’s internal operation. 

As like this, issue 3 can also be left to each vendor. 

Issue 5. How to inform the updated probability factor

Signaling updated probability factor via MCCH may be the common understanding of the companies. Therefore new MCCH message carrying updated probability factor is proposed. 
3. Conclusion

Only issue 2 and issue 5 seem non-controversial and others need further discussion. 

3 things are proposed. 

1. Regarding issue 2, NOTIFICATION message is proposed to carry the initial probability factor. This is handled in another contribution [5].

2. Regarding issue 5, new MCCH message ‘MBMS ACCESS CONTROL’ is proposed to carry updated probability factors.

3. To make the RACH access control procedure clear, description on access control operation is proposed to be inserted in the proper section of TS 25.346.
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======================= Text proposal for 25.346 ============================

7.2 MBMS Uu Signalling Flows

7.2. x. MBMS Access Control


[image: image2]
The purpose of the signalling flow is for CRNC to control RACH access of UEs in counting or recounting procedure. 
MBMS ACCESS CONTROL message contains MBMS service id and probability factor. The probability factor is initially delivered on NOTIFICATION message, and after then it is dynamically updated through MBMS ACCESS CONTROL message. 

10.
Resource Management for MBMS

10. x MBMS Access Control Procedure

MCCH messages initiating counting or recounting cause multiple responses from UEs within a cell. This may result in RACH congestion if large number of UEs are in a cell. To avoid this, CRNC may perform MBMS access control procedure during counting or recounting procedure.

MBMS access control procedure is described in figure 10.xyz. 
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Fig 10.xyz MBMS Access Control Procedure

1. CRNC calculates a initial probability factor for a MBMS service when a MCCH message causing counting or recounting is about to be sent. 

2. CRNC includes the probability factor into the MCCH message and send it to UEs. This can be NOTIFICATION message or RECOUNTING message.

3. UEs perform RACH access procedure using the probability factor received in step 2. UEs keep listening MCCH to get updated probability factor until they succeed to establish RRC connection. 

4. CRNC detects the probability factor needs to be updated. Detecting mechanism is not to be standardized.

5. CRNC recalculates the probability factor. The way of calculating new probability factor is not to be standardized.

6. CRNC includes the updated probability factor into the MCCH message e.g. MBMS ACCESS CONTROL and sends it to UEs.

7. UE performs RACH access procedure using the new probability factor. UEs keep listening MCCH to get updated probability factor until they succeed to establish RRC connection.

CRNC and UEs who is still trying to establish RRC connection repeat step 3 ~ step 7 until e.g. counting or recounting ends.
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