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1. Introduction

This document is intended as information to 3GPP RAN WG2 about the status of the ROHC [1] (Robust Header Compression) work in IETF (Internet Engineering Task Force). The paper also presents the answers to the questions sent to the ROHC mailing list, result of the last IETF ROHC interim meeting and brief overview of the latest discussions in the ROHC mailing list. The draft minutes of the interim meeting (with decided milestones) are attached to the .zip file. 

2. ANSWERS TO THE QUESTIONS PRESENTED TO THE ROHC FROM RAN WG2

In this chapter a copy from the ROHC mailing list questions has been provided. These questions were created in the last RAN 2 meeting and send to the ROHC mailing list by the RAN WG2 3GPP liaison officer towards ROHC. The questions were discussed in the last IETF ROHC interim meeting in the end of May. The answers are collected below after each question.

Q1: 1. refers link to be able to detect errors from compressed headers. Is

the ROHC assuming the link to provide separate error detection/protection to

the payload and compressed (IP etc.) header parts? Will the scheme work on

the configuration where the compressed header and payload parts are equally

protected (protection/detection) and carried over one radio link?

The ROHC scheme requires that there is error detection on the link layer. It doesn’t require however a separation of error detection between the header and payload part of a packet. Header compression performance will however benefit from unequal error detection (UED), and if UED is present, probably also from unequal error protection. A bit error in a compressed header means that this packet has to be discarded at header decompression level. Hence, joint error detection for header and payload means that any bit errors in the part of the packet covered by error detection will cause packet loss at the header compression level. ROHC will probably also benefit from unequal error protection (UEP), if it is possible to protect the header part more than the payload part, this is however for further study. Thus, it remains for the ROHC WG to evaluate in more detail the benefits of UEP/UED for ROHC and for the cellular working groups to evaluate the benefits/costs for the radio interface and related protocols.  

Hence, the ROHC scheme requires error detection for at least the (compressed) header part of a packet, and will most likely benefit from UED/UEP. UED/UEP to differentiate between header and payload parts is, however, not assumed to be present.

Q2: 2. also refers to headers (compressed?). Basically the question is the

same as Q1. Will the header compression work if the error happens to be in

the payload part and the packet is delivered to decompressor with indication

that there was an error? However, it is not known if the error was in header

or payload part.

The answer to question 1 partly answers also to this question. The header compression scheme should assume that the header has been damaged if header damage cannot be told apart from payload damage. The header compression scheme might even so, try to make use of the information in the header. This could be optional. If the header is assumed damaged, that specific packet will be lost. Robust header compression will, however, work independent of cause of packet loss. Further, some header compression proposals for RTP/UDP/IP have mechanism for detecting and avoiding propagation of residual bit errors. It has been agreed in the ROHC WG that residual bit rate should not increase due to robust header compression.

Q3: 4. refers to varying packet sizes. The description in 4. considers only

the header sizes. The question is the same as Q1 and Q2. Is it assumed that

the link carries the header part and payload part over two different radio

links (with probably different quality)? What is the effect of the payload

part to the link design? It is not considered at all in 4?
It is not assumed that the link carries the header part and payload part over two different radio links. The assumptions on the link can be found in [3]. See also answers to questions 1 and 2. During the ROHC interim meeting the requirement to control the header size variation (in the case where payload is assumed to be constant) was recognised to be repeatedly expressed by the groups working on lower layers. It was a suggested that L2 would notify ROHC about "good" packet sizes. The distribution (both in terms of probabilities and in terms of the temporal sequence) of packet sizes to be sent by ROHC schemes will be documented and made available to the cellular working groups.

3. QUESTIONS TO RAN WG2 from THE ROHC WG

In the end of May a ROHC interim meeting was held. At that meeting some questions to cellular standardisation groups were identified. The IETF ROHC WG would sincerely appreciate if RAN WG2 could help provide answers to the following questions. It is recognized that all of the following questions may not be within the technical scope of RAN WG2. It is preferred that these questions are answered before the 48th IETF meeting (31st July – 4th August). Answers should be directed to the ROHC Liaison officer towards 3GPP (krister.svanbro@epl.ericsson.se).

Q1. In [3] is it stated that the ROHC scheme will require error detection on (at least) the compressed header. However, any error detection scheme may produce residual bit errors. The rate of residual bit errors in compressed headers may be an important factor when designing a ROHC scheme. The ROHC WG has agreed that the design principle should be that the residual bit error rate should not increase due to robust header compression. The information the ROHC WG has so far on residual bit errors come from UMTS 23.107 which indicates ranges of values on residual bit error rate for e.g. radio access bearers for conversational services. What range of residual bit error rate can be expected in compressed RTP/UDP/IP headers? What is the residual bit error rate of a worst case were error detection is provided but with the smallest possible link layer checksum?

Q2. The ROHC WG has experienced that there is a desire from cellular groups that the number of header sizes the header compression scheme produces should be restricted. What is the main reason to restrict header sizes? Is it more important to restrict the number of header sizes or the difference between the largest and smallest header size? 

Q3. Depending on cellular technology, handover may cause packet loss visible for the ROHC scheme. For instance, “hard handover” may cause packet loss. Is it possible for a ROHC scheme to know when such a handover event starts and ends? How long (in time) will the longest consecutive packet loss event between compressor and decompressor due to handover be?

Q4. The ROHC WG is currently focusing on a robust header compression scheme for RTP/UDP/IP with a rather tight time schedule aiming at a completed specification by September 2000. The ROHC WG is however also chartered to treat robust TCP/IP compression. What are the needs of a robust TCP/IP header compression compared to the needs of a robust RTP/UDP/IP compression scheme? When in time is it desired to have a robust TCP/IP compression scheme, compared to a robust RTP/UDP/IP scheme?

4. Progress in Last IETF ROHC INTERIM MEETING

There has been five different header compression proposals before the ROHC interim meeting. In the meeting the main step forward was a decision to combine best ideas of each scheme to one common draft. A main framework of the robust header compression algorithm was created. This framework will contain three different modes: Unidirectional, Optimistic mode and Reliable mode. Each mode will have three different states, which determine which packet types the compressor send and how the decompressor should interpret these. Dr Carsten Bormann (one of the co-chairs of the ROHC WG) was selected as the editor of the common draft. The meeting set a number of deadlines to progress to a first version of a common draft. It was also set as a goal to have a second version of this draft before the 48th IETF meeting. Another major step forward at the interim meeting was the "finalisation" of the RTP/UDP/IP header compression requirements document [2].

5. Discussions on mailing list

Some deadlines that were agreed in the interim meeting (concerning mainly when material should be send out to the mailing list) have been missed. The discussion on the mail list has concentrated on defining the model of state transitions of the combined header compression framework. New material with functionality to the common header compression framework has been produced. The first version of a common draft was submitted as an Internet Draft 30th June. It is 100+ pages long and will of course need much further work.
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