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1. Introduction

Supported header compression methods shall be defined to the PDCP protocol (TS 25.323). This contribution presents header compression methods which will be supported on PDCP.  Not all details are defined in this contribution. Addition of other methods is possible but searching for efficient methods for radio interface is still study item.
2. Discussion

Currently, there are two widely known (specified) methods for TCP/IP header compression: RFC1144 [2], which is supported also by GRPS, and RFC2507 [3]. However the former is old and it does not perform well in high bit error rate radio interface due to its ineffective error recovery mechanism. 

RFC1144 is based on the differential coding. A packet loss leads to inconsistent state between compressor and decompressor. Inconsistency means incapability to decompress arriving packets. Only way to recover is to receive a full header from compressor which repairs the decompression state. The recovery process is started after TCP acknowledgements stop coming from the TCP of the decompressor side and the TCP sender will take a timeout before the retransmit a full header which repairs the decompression state. This will cause unnecessary delay.

If all inconsistent packets will be discarded the unnecessary delay is long because TCP have to retransmit number of packets again. Although the compressed packets would be buffered, the timer of the TCP of the buffered packets can elapse before the recovery procedure is completed. This leads to unefficient action of the TCP.

Header compression of the RFC2507 is based on differential coding as RFC1144. For TCP packets, the mechanisms of RFC1144 can be used to recover from loss. However, there are two additional mechanisms that increase the efficiency of RFC2507 compared to RFC1144 header compression over lossy links by creating conditions for a quick error recovery. These mechanisms are called twice algorithm and header request. The detailed description can be found from the spec.

RFC1144 can be used when handling only TCP/IPv4 header compression. RFC 2507 is adequate method also for IPv6. Advantages are not restricted only to TCP header compression: also UDP/IP compression is possible for both IPv4 and IPv6.

The handling of out-of-sequence packets over link is possible with RFC2507.

Additionally, it is not necessary to support RFC1144 because of inter-system handovers since the negotiation of a new algorithm is always possible. 

Proposed Changes in TS 25.323

5.1 Protocol Control Information Compression
The protocol control information compression method is specific for each network layer protocol type. The compression algorithm and its parameters are negotiated by RRC for each protocol control information compression entity and indicated to PDCP through the PDCP-C-SAP.

PDCP layer shall be able to support several protocol control information compression techniques and it shall allways be possible to extend the list of supported algorithms for the future.

Table 1 shows the list of protocol control information compression algorithms supported by the PDCP layer and for which protocols they are applicable.

The only currently specified protocol control information compression method , RFC 2507 [8], is an adequate method for both TCP/IP and UDP/IP protocol information compression.  Moreover the method supports IP protocol versions 4 and 6.

Table 1: Protocol control information compression algorithms 
supported by PDCP and which protocols they are applicable
Compression algorithm
Applicable protocol type 

RFC2507
TCP/IP, UDP/IP

-
-

One or several PDCP entities are created on each PDCP layer. Each PDCP entity may use zero, one, or several protocol control information compression entities e.g. TCP/IP header compressor for TCP/IP packet streams. It is possible to create several protocol control information compression entities only with different algorithm type related to one PDCP entity. Different PDCP entities may include protocol control information compression entities with the same algorithm type.

Figure 2 shows an example how the previous statements may be used.
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Figure 2: Exaple of PDCP structure
5.1.1 TCP/IP and UDP/IP header compression

Detailed action of the header compression is described in the chapter 3 of the RFC 2507. Furthermore the mechanisms related to error recovery and packet reordering are described in the chapters 10 and 11 of the RFC 2507. These mechanisms must be included in the functionality of the header compression supported by PDCP.

All algorithm specific parameters for RFC 2507 are represented in Table 3. The default values are described in RFC2507.

Parameters
Note

RFC2507 entity number
Identification of the entity

F_MAX_PERIOD
Largest number of compressed non-TCP headers that may be sent without sending a full header

F_MAX_TIME
Compressed headers may not be sent more than F_MAX_TIME seconds after sending last full header.

MAX_HEADER
The largest header size in octets that may be compressed.

TCP_SPACE
Maximum CID value for TCP connections.

NON_TCP_SPACE
Maximum CID value for non-TCP connections.

EXPECT_

REORDERING
For puropses where link reorder packets
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